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THIS CONSULTANCY AGREEMENT is dated                 2023 and is made between:	Comment by Alex Hedley: Insert when ready to be signed
(1) ROYAL NATIONAL INSTITUTE OF BLIND PEOPLE, a charity registered in England and Wales under number 226227 and having its principal office at 105 Judd Street, London, WC1H 9NE (the "Client"); and

(2) [INSERT NAME OF THE COMPANY], with registered office at [insert address] and with company number [insert number], (the "Consultant");

BACKGROUND:
(A)	The Consultant provides disability, voluntary and community evaluation consultancy, specialising in disabilities, the voluntary and community space and has considerable skills, knowledge and experience in that field.  
(B)	In reliance on those skills, knowledge and experience, the Client wishes to engage the Consultant to provide consultancy services. The Consultant acknowledges that the Client has entered into this Agreement on reliance of those skills, knowledge and experience and on the representations of the Consultant.  
(C )	In the provision of the Services, the Consultant is required to comply with certain regulatory standards and policies and procedures of RNIB, including RNIB’s Safeguarding Policy and RNIB’s safeguarding procedures.
(D)     The Client has entered into the Funding Agreement (as defined below) with the National Lottery Community Fund for the provision of two community based Eye Clinic Liaison Officers (ECLO), a rapid response counsellor and a partnership coordinator in the Hounslow area. The Client’s main objectives under the Funding Agreement are:
· Making sure Blind and partially sighted people in Hounslow are better supported and more knowledgeable with regards to accessing services available to them.
· Enabling blind and partially sighted people to feel more confident in knowing where and how to get support, advice and guidance.
· Ensuring the sight loss pathway is clearer for both professionals and people with sight loss.
· Enabling blind and partially sighted people to feel more connected to others and with their community.
· Ensuring blind and partially sighted people have increased sense of wellbeing and social inclusion.
The Client is subcontracting some of the services provisioned under the Funding Agreement to the Consultant. Through the Services (as defined below), the Consultant shall contribute to the Client’s objectives of:
· monitoring the impact the Hounslow ECLO project is having on the local community and recording the Client’s progress towards meeting its aims.

IT IS AGREED that:
[bookmark: _Toc62131832][bookmark: _Toc122512544]Definitions and Interpretation
Defined terms:
In this Agreement:
"Additional Work" means any work carried out by the Consultant under this Agreement other than the Services;
"Appointment" means the appointment of the Consultant on the terms of this Agreement;  
"Business Opportunities" means any opportunities which the Consultant becomes aware of during the Appointment which relate to the activities of the Client or any Group member or which the Client reasonably considers might be of benefit to the Client or any Group member including without limitation opportunities relating to any potential Donor;
"Client Premises" Any site that is owned, leased or rented by the Group;
"Client’s Policies" means the policies made available at Appendix 1 to this Agreement and any other relevant policy adopted by any member of the Group from time to time which has been made known to the Consultant as applicable to it or him/her in the performance of the Services on the Client's (or any third parties') Premises;
"Consultant Employees" means any person employed or engaged or formerly employed or engaged by the Consultant or any of its subcontractors in the provision of the Services at any time during the term of this Agreement.
"Data Processor" has the meaning given to it under the Data Protection Legislation;
"Data Protection Legislation" means all applicable laws and regulations relating to the processing of personal data and privacy, including the Data Protection Act 2018, the General Data Protection Regulation 2016/679 as it forms part of English Law and any statutory instrument, order, rule or regulation made thereunder, as from time to time amended, extended, re-enacted or consolidated, and the terms ''Data Controller'', ''Data Processor'', ''Process", "Data Subject" and ''Personal Data" shall have the meanings given to those terms in such data protection laws and regulations;
"Donor" means any party which provides or donates funds to the Client and/or any Group member in connection with their respective activities or which may so provide or donate funds;
"Funding Agreement" means the National Lottery Community Fund Funding Agreement attached at Appendix 2;
"GDPR" shall mean the General Data Protection Regulation (EU) 2016/679 as it forms part of English Law ;
"Group" means any of the following from time to time: the Client, its subsidiaries and subsidiary undertakings and any holding company or parent undertaking of the Client and all other subsidiaries and subsidiary undertakings of any holding company or parent undertaking of the Client, where "holding company", "parent undertaking", "subsidiary" and "subsidiary undertaking" have the meanings given to them in the Companies Act 2006; 
"Information Security Obligations" means the obligations as set out at Schedule 3; 
"Losses" means all demands, claims, actions, proceedings, liabilities, damages, losses, costs and expenses (including legal and other professional costs);
"New Provider" means any party or third party which will supply services or activities following the termination of this Agreement which are fundamentally the same as any or all of the Services (as provided for by TUPE) or otherwise where the transfer of services or activities amounts to a relevant transfer (as provided for by TUPE);
"Personal Data" means any personal data (as defined in the Data Protection Legislation) provided to the Consultant in connection with the Appointment;
"Representative" means the individual nominated by the Client from time to time to be responsible for the Consultant; 
"Services" means the services set out in Part 1 of Schedule 1 to this Agreement; and
"TUPE" means the Transfer of Undertakings (Protection of Employment) Regulations 2006 as amended, re-enacted or consolidated from time to time.
Meaning of references
In this Agreement, unless the context requires otherwise, references to:
acting directly or indirectly include acting alone or jointly with or on behalf of or by means of another person and/or giving advice or providing services with a view to assisting another person;
a person include an individual, firm, corporation and any other organisation however it is constituted and words denoting the singular include the plural and vice versa;
statutory provisions are construed as references to those provisions as amended or re-enacted from time to time (whether before or after the date of this Agreement) and references to documents are construed as references to documents as replaced or amended from time to time after the date of this Agreement;
this Agreement include the Schedules which forms part of this Agreement for all purposes; and
the clause headings are added for convenience only and do not affect the construction of this Agreement. 

[bookmark: _Toc122512545]Project

The Client has entered into the Funding Agreement. The Client is subcontracting some of the services provisioned under the Funding Agreement to the Consultant. The Services shall be performed in accordance with the Funding Agreement.
This Agreement is a secondary document in that it must be read subject to the Funding Agreement. The content of the Funding Agreement document shall override anything to the contrary in this Agreement.
Notwithstanding any other term of this Agreement the Consultant will at all times use all reasonable endeavours to facilitate and allow RNIB’s compliance with the Funding Agreement. 

[bookmark: _Toc62131833][bookmark: _Toc122512546]Appointment
Appointment of Consultant
The Client appoints the Consultant to provide the Services and the Consultant agrees to provide them on the terms of this Agreement.
Term of Appointment
The Client will engage the Consultant, subject to the terms of the Appointment, with effect from [insert start date], and as set out in Part 1 of Schedule 1.	Comment by Alex Hedley: 30 months term. 

Tie into the end date of the Hounslow contract.
Conflicts of interest
The Consultant represents and warrants to the Client that there is no obligation, covenant or restriction which would or might prevent the Consultant from performing the Services or which may give rise to any conflict of interest between the Consultant or any Consultant Emoployees and the Client.
[bookmark: _Toc62131834][bookmark: _Toc122512547]Services
Provision of Services
The Consultant will:
provide the Services:
in accordance with the programme set out in Part 1 of Schedule 1; and
in a diligent, timely and professional manner, and using all reasonable care and skill. 
assess the requirements of the Client, having regard to and considering any relevant issues and deal with any problems that may arise in the course of the Appointment; and
provide such written materials and attend such meetings as may reasonably be required for the effective performance of the Services.  The Consultant will keep the Representative informed of progress on projects on which he is engaged. The Client acknowledges that the Consultant may determine the manner in which the Services are provided, as long as they are provided in a manner which is consistent with this Agreement. The Consultant will comply with the requests of the Representative and will work and cooperate with any employee, agent or other consultant of the Client. 
[bookmark: _Ref472433414]Records
The Consultant will:
prepare detailed records of work carried out, hours worked in connection with its provision of the Services; 
maintain such records for six years after termination of this Agreement; 
allow the Client to inspect such records and provide the Client with copies of such records on request; and
answer promptly (in writing if required) any reasonable queries the Client may have concerning its provision of the Services.
No authority to bind the Group
The Consultant may not assume, create or incur any liability or obligation on behalf of, or incur any expenditure in the name of, any member of the Group except as specifically authorised in writing by the Representative.
Provision of facilities
The Client shall be under no obligation to provide office or other accommodation or facilities to the Consultant other than as may be specified in Part 1 (The Services) of Schedule 1. 
Defective work
If any Services are not performed in accordance with the requirements of this Agreement the Client may:
require the Consultant to perform such Services again at no cost to the Client on notice to the Consultant within one year of termination of this Agreement; or
engage another person to perform such Services, in whole or part, and recover all properly incurred costs of doing so from the Consultant.
[bookmark: _Ref472501517]Third parties
Nothing in this Agreement will prevent the Consultant from supplying similar consultancy services to any other person with the prior written approval of the Representative.  Such approval will not be unreasonably withheld provided that:
(a) such activity does not directly or indirectly cause, and is not likely to cause, a breach of any of the Consultant’s obligations under this Agreement; and
(b) such activity does not relate to a business which is similar to or in any way directly or indirectly competitive with the business of the Client or any Group member.
Support
The Consultant may use another person, firm or company to perform any administrative, clerical or secretarial functions which are reasonably incidental to the provision of the Services provided that the Client will not be liable to bear the cost of performance of such functions and that the number and identity of such staff is always to be subject to the written consent of the Representative.  
[bookmark: _Ref472501438][bookmark: _Ref472501439][bookmark: _Ref472501528][bookmark: _Toc62131835][bookmark: _Toc122512548]Vulnerable Persons
Vulnerable persons
The provisions of this clause 4 apply if the Consultant or any Consultant Employees will work with children, young people or vulnerable adults ("Vulnerable Persons") during the course of providing the Services.
Additional requirements
The Consultant must:
(a) take all reasonable steps to ensure the safety of any Vulnerable Persons;
(b) obtain the prior written consent of the legal carer or guardian of each Vulnerable Person before having any direct contact with any Vulnerable Person; and
(c) have and comply with an appropriate written policy to safeguard Vulnerable Persons and provide the Client with a copy of that policy immediately on request.
Third parties
The Consultant will ensure that any employees, volunteers, trustees or contractors who will supervise, care for or otherwise have direct contact with Vulnerable Persons in connection with the Services will comply with this clause 4.
Compliance
Without prejudice to clause 11.3 (Applicable laws), the Consultant will  and shall ensure that its Consultant Employees shall comply with the Safeguarding Vulnerable Groups Act 2006 and any subsequent equivalent legislation at all times in carrying out the Services.
[bookmark: _Toc62131836][bookmark: _Toc122512549]Fees and expenses
[bookmark: _Ref472501574]Fees
The Client will pay the Consultant a fixed fee of [insert fee], plus any VAT for the Services. 	Comment by Alex Hedley: To be inserted based on the tender
Invoices
The Consultant will deliver to the Client an invoice respect of the Services as set out in Part 2 of Schedule 1. Where the Consultant is registered for VAT, any VAT payable will be shown separately on such invoices. The fee for that period will normally be payable by the Client 30 days after receipt of such invoice except where the Client disputes the whole or part of such invoice in good faith in which case only the undisputed portion is due and payable within the stipulated period. 
Claims for fees for Additional Work shall be submitted no more than 3 months after such Additional Work is carried out. Claims for fees made more than 3 months in arrears will not be accepted.
Payment in full or in part of the fees [(or any expenses claimed)] shall be without prejudice to any claims or rights of the Client against the Consultant in respect of the provision of the Services. 
Deduction
The Client may deduct or set off any sums that the Consultant may owe to the Client or any member of the Group at any time (including under any indemnity contained in this Agreement) from any sums due to the Consultant under this Agreement.
[bookmark: _Ref472432587]Additional work 
The Consultant shall obtain written consent from the Representative before carrying out any Additional Work or incurring any fees in respect of the Services in excess of any fixed fee specified in clause 5.1.
Expenses
No expenses are payable to the Consultant by the Client under this Agreement.
5.6     Interest
If any sum payable under this Agreement is not paid when due, then, without prejudice to the Consultant's other rights under this Agreement, and except in the event of a bona fide payment dispute, the Client shall pay interest on the overdue amount from the due date until payment is made in full at two (2) per cent per annum over Barclays Bank plc's base lending rate from time to time
[bookmark: _Toc62131837][bookmark: _Toc122512550]Insurance and indemnity
[bookmark: _Ref472500887]General indemnity
The Client relies on the Consultant's skill, expertise and experience in providing the Services and also upon the accuracy of all representations or statements made and the advice given by the Consultant in connection with the provision of the Services and the Consultant acknowledges this. The Consultant agrees to indemnify and keep indemnified the Client and any member of the Group against all Losses incurred or suffered by the Client or any member of the Group or any third party (whether direct or consequential) arising out of or in connection with any act or omission of the Consultant and any personnel supplied by it to perform the Services.
[bookmark: _Ref472501660]Insurance
(a) [bookmark: _Ref472429708]During the Appointment the Consultant will take out and maintain insurance cover with a reputable insurer against such risks, for such amounts and on such terms as are specified and approved by the Representative (the "Insurance Policies").
(b) Without prejudice to clause 7.2  (a), the Consultant must take out and maintain the following Insurance Policies:
(i) insurance in respect of liability for death or injury to any person, or loss of or damage to property, or any other Losses arising out of or in connection with the Appointment in a sum not less than £2,000,000 per incident; and	Comment by Alex Hedley: Check insurance.
(ii) appropriate professional indemnity insurance.
(c) The Consultant must notify the insurers of the Client's interest and must cause such interest to be noted on the Insurance Policies together with a provision to the effect that, if any claim is brought or made by the Client against the Consultant in respect of which the Consultant would be entitled to receive indemnity under any of the Insurance Policies, the relevant insurer will indemnify the Client directly against such claim and any charges, costs and expenses incurred in respect of it. If the relevant insurer does not so indemnify the Client, the Consultant must use all insurance monies received by them to indemnify the Client in respect of any claim and must make good any deficiency from his own resources.
(d) The Consultant must comply with all provisions of the Insurance Policies at all times. If cover under any Insurance Policy lapses, is not renewed, or changes in any material way or the Consultant is aware of any reason why cover under any Insurance Policy may lapse, not be renewed, or change in any material way the Consultant must notify the Client without delay.
(e) The Consultant shall provide the Client on request with evidence that the Insurance Policies are in force (including confirmation that they has been renewed, where necessary) on request. The provision of such evidence is a condition precedent to payment of fees to the Consultant under clause 6.1.
[bookmark: _Toc62131838][bookmark: _Toc122512551]Confidentiality and documents
Confidential information
The Consultant acknowledges that during the Appointment it may have access to and may be entrusted with confidential information and trade secrets relating to the business of members of the Group.  This includes but is not limited to information and secrets relating to: 
fundraising and marketing strategy, business development and plans, sales reports and research results;  
business methods and processes, manuals and operating procedures, technical information and know-how relating to the business of any member of the Group and which is not in the public domain, including inventions, designs, programs, techniques, database systems, formulae and ideas;  
Business Opportunities; business contacts, Donors, lists of customers and Consultants and details of contracts with them and their current or future requirements;
information on employees, including their particular skills and areas of expertise and their terms of employment;
information and personal data in relation to clients and customers; 
budgets, management accounts, trading statements and other financial reports;  and
any document marked "confidential", any information which could reasonably be considered confidential by its nature, or any information not in the public domain.
together "Confidential Information".
Duty not to disclose
The Consultant will not during the Appointment (otherwise than in the proper performance of its duties and then only to those who need to know such information or secrets) or thereafter (except with the prior written consent of the Representative or as required by law):
divulge or communicate to any person (including any representative of the press or broadcasting or other media);  
cause or facilitate any unauthorised disclosure through any failure by themselves to exercise all due care and diligence;  or
make use (other than for the benefit of any member of the Group), 
of any confidential information or trade secrets relating to the business of any member of the Group which may have come to its knowledge during its Appointment or in respect of which a member of the Group may be bound by an obligation of confidence to any third party.  
The Consultant will also use all reasonable endeavours to prevent the publication or disclosure of any such information or secrets. These restrictions will not apply after the Appointment has terminated to information which has become available to the public generally, otherwise than through unauthorised disclosure.
If any confidential information is disclosed in breach of this Agreement, the Consultant will notify the Client promptly of the nature and extent of the disclosure. The Consultant will comply with all reasonable requests of the Representative to mitigate the effects of such disclosure.
Documents
All notes, memoranda, documents, manuals, correspondence, books, papers and other records (however stored) made by the Consultant in providing the Services or which relate to the business of any member of the Group will belong to the relevant member of the Group and will promptly be handed over to the Client (or as the Client directs) from time to time on request and at the end of the Appointment, without copies being kept by the Consultant or anyone on its behalf. The return of such documents is a condition precedent to payment of fees to the Consultant under clause 6.1.
[bookmark: _Ref472500641][bookmark: _Toc62131839][bookmark: _Toc122512552]Intellectual property
[bookmark: _Ref472501749]Intellectual property
It is agreed that:
[bookmark: _Ref472501716]all intellectual property rights (including without limitation trade marks, copyrights, patents and design rights) and all other rights of whatever nature, whether now known or in the future created, arising from or relating to the provision of the Services by the Consultant (whether or not made, originated or developed during normal working hours) (the "IP Rights") will be owned by the Client;
the Consultant will disclose to the Client full details of all documents and materials recording or relating to the IP Rights (the "Materials"), forthwith upon their creation;
[bookmark: _Ref472501758]the Consultant hereby assigns, with full title guarantee free of any encumbrance, all the IP Rights to the Client;
[bookmark: _Ref472501770]the Consultant will execute all such documents, provide such assistance and do all other acts or things as may reasonably be required by the Client to enable the Client or its nominee to enjoy the full benefit of clauses 9.1(a) to (c). Should the Consultant fail to do so to the Client's reasonable satisfaction, the Client is irrevocably authorised to appoint a person in the Consultant's name and on its behalf (as appropriate) to execute any documents and take such other steps as are necessary to give effect to this clause 9.1(d);
the Consultant grants to the Client a royalty free, world-wide, perpetual, irrevocable, non-exclusive, transferable licence to use any IP Rights which do not vest in the Client in accordance with clauses 9.1(a) to (c);
the Consultant irrevocably waives all moral rights which he might otherwise have or be deemed to have under Chapter IV Copyright Designs and Patents Act 1988 or any similar legislation anywhere in the world; and
immediately upon the termination of this Agreement or earlier at the Client's request, the Consultant will deliver up to the Client all of the Materials which are in the Consultant's possession, custody or power.
[bookmark: _Ref472504479]Representations and warranties
The Consultant represents and warrants that:
but for the provisions of this clause 9, the Consultant would be the sole legal and beneficial owner of the IP Rights;
the Consultant has not granted or assigned, and will not grant or assign, any rights in or to the IP Rights to any third party; and
the use or possession by the Client of the Materials will not infringe any third party rights.
IP indemnity
The Consultant agrees to indemnify and to keep the Client indemnified against all Losses incurred or suffered by the Client arising out of or in connection with any breach of the warranties given in clause 9.2  (Representations and warranties) or out of any claims by a third party based on any facts which, if substantiated, would constitute such a breach.
[bookmark: _Toc62131840][bookmark: _Toc122512553]Termination
The Client may terminate the Appointment on one week's written notice to the Consultant.
Summary termination
The Appointment may be terminated by the Client without notice:
if the Consultant has a winding up petition presented against it or enters into liquidation whether compulsory or voluntary (except for the purposes of bona fide reconstruction or amalgamation), or compounds with or makes any arrangement with its creditors or makes a general assignment for the benefit of its creditors, or if it has a receiver, manager, administrative receiver or administrator appointed over the whole or substantially the whole of its undertaking or assets, or if it has an administration petition presented or administration application made against it or a notice of intention to appoint an administrator has been given to any person or if it ceases or threatens to cease to carry on its business, or makes any material change in its business, or if it suffers any analogous process under any foreign law;
if the Consultant commits any serious or repeated breach of this Agreement or is guilty of serious neglect or negligence in the performance of its duties;
If the Consultant commits any breach of clause 3.6 (Third parties), clause 4 (Vulnerable Persons) or clause 7 (Confidentiality and Documents);
if the Consultant fails or is expected to fail to complete the Services during the Appointment.
[bookmark: _Toc62131842][bookmark: _Toc122512554]Compliance with Client Policies
Equal opportunities
In its dealing with any of the Group's employees, agents and other consultants, the Consultant will and will ensure that the Consultant Employees adhere to the Client's Equal Opportunities Policy and will maintain appropriate standards of behaviour. The Consultant agrees to indemnify and keep indemnified the Client and any member of the Group against all Losses incurred or suffered by the Client or any member of the Group or its officers or employees arising out of or in connection with any act or omission by the Consultant or any Consultant Empliyees including but not limited to discrimination or harassment.

Compliance with Client’s Supplier Codes of Conduct
The Consultant providing the Services to the Client agrees to comply with the Client’s Supplier Code of Conduct (“the Supplier Code of Conduct”) and will ensure any of its employees and/or contractors and/or substitutes comply with the Supplier Code of Conduct. The Supplier Code of Conduct can be found under Appendix 1 of  this Agreement.
Compliance to Client’s Policies
The Consultant will comply with any relevant policy adopted by any member of the Group from time to time which has been made known to the Consultant , including but not limited to the Client's policies listed under this clause including those set out in this Agreement and as attached under Appendix 1. 
The Consultant shall also complete any required Client safeguarding courses or other training within the time frames specified by the Client.
The Consultant shall comply with the following policies:
(a)	Accessibility; 
(b)	Alcohol, Substance Abuse and Smoking;
(c)	Bullying and Harassment;
(d)	Confidentiality Code of Conduct;
(e)	Data Protection;
(f)	Fraud, Theft and Bribery;
(g)	Health and Safety;
(h)	Professional Code of Behaviour
(i)	Safeguarding Adults;
(j)	Safeguarding Children
(k)	Social Media;
(l)	Whistle Blowing.
[bookmark: _Ref470087820]Applicable laws
The Consultant will comply with all applicable laws in providing the Services.
Indemnity
Without prejudice to clause 7.1 (General indemnity), the Consultant agrees to indemnify and keep indemnified the Client and any member of the Group against any Losses incurred or suffered by the Client or any member of the Group or its officers or employees arising out of or in connection with any breach of these rules by the Consultant.
[bookmark: _Toc62131843][bookmark: _Toc122512555]Privacy
Data protection – data held by Client
The Consultant acknowledges that it has been informed that the Client and any member of the Group may hold and process (both electronically and manually) Personal Data and/or Special Personal Data provided by the Consultant to the Client or any member of the Group for purposes relating to Consultant's engagement and the operation, management, security and administration of the business of any member of the Group.  The Client shall comply with the data processing obligations set out within Schedule 2 to this Agreement.
Monitoring of office equipment
The Consultant acknowledges that it has been informed that any member of the Group may monitor, intercept or record the Consultant's use of office equipment, including but not limited to email and internet usage, telephones and mobile phones.
[bookmark: _Ref472501827]Data protection – data held by Consultant 
Where the Consultant acts as a Data Processor, the Consultant shall comply with the data processing obligations set out within Schedule 2 to this Agreement.
Information security
The Consultant shall at all times comply with the Information Security Obligations set out within Schedule 3 to this Agreement. 
[bookmark: _Ref472501632][bookmark: _Toc62131844][bookmark: _Toc122512556]Post-Termination Restrictions
Restrictions
In the course of providing the Services under this Agreement, the Consultant will acquire information relating to the business of the Client and/or Group members, including information relating to Donors, customers, consultants and employees which is information which the Client is entitled to protect.
The Consultant therefore agrees that it will not, in competition with the Client or any Group member, directly or indirectly during the period of 6 months following the date on which this Agreement is terminated (whether by the Consultant or by the Client or by mutual agreement):
persuade or attempt to persuade any Donor known to the Consultant during the 6 months immediately prior to the termination of this Agreement and with whom the Consultant had material dealings to cease providing funds to the Client or any Group member or to provide funds in relation to a charity or business which is similar to or in any way, directly or indirectly, competitive with the activities of the Client or any Group member without the prior written consent of the Representative;
persuade or attempt to persuade any employee known to the Consultant and engaged or appointed by the Client or any Group member during the 6 months immediately prior to the termination of this Agreement and with whom the Consultant had material dealings to terminate their employment with the Client or any Group member, whether or not that employee would be in breach of their own contract of employment in so doing.
The Consultant acknowledges that the covenants, obligations and restrictions contained in this clause are reasonable in all the circumstances.
[bookmark: _Toc62131845][bookmark: _Toc122512557]Miscellaneous
Assignment by the Client
The Client may assign this Agreement to any third party.
Assignment by the Consultant
The Consultant may not assign the benefit of this Agreement without the prior written consent of the Representative.
Entire Agreement
This Agreement constitutes the entire terms and conditions of the Appointment and may only be modified or otherwise amended by written agreement of the parties.  
Notices
Any notice to be given under this Agreement must be given in writing in accordance with Part 2 of Schedule 1. Such notices will take effect if delivered by hand, upon delivery; if posted, at the earlier time of delivery and 10.00 a.m. on the second business day after posting; or if sent by email, when a complete and legible copy of the communication has been received. Any such notice will be delivered or sent to the address of the addressee specified in Part 2 of Schedule 1 or such other address as may be notified in writing from time to time.
Contracts (Rights of Third Parties) Act 1999
Any member of the Group may enforce or enjoy the benefit of any term of this Agreement which applies to the Group. A person who is not a party to this Agreement (other than any member of the Group) has no right under the Contracts (Rights of Third Parties) Act 1999 to enforce or enjoy the benefit of any term of this Agreement.
[bookmark: _Toc62131846][bookmark: _Toc122512558]Governing Law and Dispute Resolution
Governing law
This Agreement shall be governed by and construed in accordance with English law.
[bookmark: _Ref472432917]Dispute resolution
All disputes arising out of or in connection with this Agreement shall to the extent possible be settled amicably by negotiation between the parties. In the first instance each of the Client and the Consultant shall arrange for a representative to meet solely in order to resolve the matter in dispute. Such meeting(s) shall be minuted and shall be chaired by the Client (but the chairman shall not have a casting vote). Such meeting(s) shall be conducted in such manner and at such venue (including a meeting conducted over the telephone) as to promote a consensual resolution of the dispute in question at the discretion of the chairman.
Mediation
If any dispute arising in connection with this Agreement is not resolved in accordance with clause 15.2 within 30 days from the date of written notice by either party of the existence of such a dispute, the parties agree to enter into mediation to settle such a dispute and will do so in accordance with the Centre for Effective Dispute Resolution (CEDR) Model Mediation Procedure. Unless otherwise agreed between the parties within 14 days of notice of the dispute, the mediator will be nominated by CEDR. The fees of the mediator will be divided equally between the parties.
If the dispute is not settled by mediation within 90 days of commencement of the mediation, or such other period as the parties shall agree in writing, the dispute shall be referred to the English courts for determination.
Jurisdiction
The parties irrevocably submit to the exclusive jurisdiction of the English courts, save that the courts will only have the power to determine a dispute after the period for dispute resolution and mediation has expired.
[bookmark: _Toc62131847][bookmark: _Toc122512559]
SCHEDULE 1 - THE SERVICES
Part 1
The Services

1. Description of Services
The Consultant shall [insert description of Services] 	Comment by Alex Hedley: To be inserted with results from tender.

Contract Programme
Commencement date: 	Comment by Alex Hedley: To be inserted once tender is complete
End date: 
2. 	DETAILS OF PERSONAL DATA PROCESSING
0. Duration of Processing: For the duration of the Services.
0. Nature and purpose of the Processing: To provide the Services under the Agreement.

0. Type of Data: 
☐Business contact details, commercial (contractual, financial or bank) data  
☒Communication means and contact details  
☐Education and training details 
☐Employment-related details  
☐Family, lifestyle and social circumstances 
☐Financial, economic and insurance details  
☒Health data  
☒Personal identification and address details  
☐Other (please specify): 
0. Categories of Data Subject:
☐RNIB Business contacts  
☐RNIB Donors
☒RNIB ECLO service users 
☒RNIB employees
☐RNIB members
☐RNIB Service users 
☐RNIB Volunteers 
☐Other (please specify): 

 
Part 2
Contract Management and Invoices
1. Notices to the Client:
Contact name: 
Address: RNIB, 105 Judd Street, London, WC1H 9NE 
Phone:  
e-mail: 
Fax: n/a 
Notices to the Consultant: 
Contact name: 
Address: 
Phone: 
e-mail: 
Fax: n/a 

2. Invoices

(a) Invoices, quoting the PO number must be emailed to: invoices@rnib.org.uk.
(b) Invoices shall indicate or contain the following:
(i) the project title;
(ii) RNIB's order number, and
(iii) a summary of the claim in the format of the project costs above, with a transaction list illustrating how this figure was derived and supporting documents, to be agreed with RNIB in advance.
(c) All payments will be inclusive of irrecoverable VAT.
(d) A brief explanation should be given for significant variances between budget lines.
(e) Any anticipated changes in phasing between project years should be discussed with RNIB as soon as they become apparent.
(f) Any queries regarding invoicing and progress of payments should be directed to Accounts Payable on 01733 375216. Invoices attached to letters shall have ROYAL NATIONAL INSTITUTE OF BLIND PEOPLE and the address in full as above typed on the invoice.
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SCHEDULE 2 - DATA PROCESSING OBLIGATIONS

Definitions:
Applicable Law means all national, supranational, foreign or local laws (including case law), legislation, European regulations as they form part of English law, statutes, statutory instruments, rules, regulations, edicts, by-laws or directions or guidance from government or governmental agencies, including any rules, regulations, guidelines or other requirements of relevant regulatory authorities which have the force of law together with any industry codes of practice in effect from time to time, including the Data Protection Legislation;
Data shall mean the Personal Data and Special Personal Data provided by the Client to the Consultant pursuant to the Agreement or which is otherwise Processed by the Consultant on behalf of the Client pursuant to the Agreement;
Special Personal Data shall mean the special categories of Personal Data as set out at Article 9(1) of the GDPR as it forms part of English Law;
Sub-Processor means as set out at Clause 1.5.
All other defined terms within this Schedule will have the meaning assigned to them within clause 1 of the Agreement.
DATA PROTECTION 
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]The parties acknowledge that the Client is a Controller and the Consultant is a Processor in relation to the Data. 
To the extent not stated elsewhere in this Schedule 2, Schedule 1 sets out the following information in relation to the Data: 
subject matter of the Processing;
duration of Processing;
nature and purpose of the Processing; 
type of Data; and 
categories of Data Subject. 
The Consultant shall review Schedule 1 no less than once every three months to ensure that it remains up-to-date and shall agree any changes required by such review or by request by the Client, in writing. 
The Client shall:
ensure it has all necessary rights and consents to Process Data and to disclose Data to the Consultant in accordance with the Data Protection Legislation;
provide the Consultant with its name and contact details (or those of its representative) and the name and contact details of its data protection officer (where one is appointed);
be responsible for the provision of a privacy notice to Data Subjects;
be responsible for deciding and determining the following:
the subject-matter and extent of Data to be collected and Processed, including which individuals' Data should be Processed;
the purpose and manner of Processing of Data;
third parties to whom Data is disclosed; and
duration of retention of Data.
The Consultant shall: 
Process the Data only on the documented instructions of the Client as set out in the Agreement and to perform its obligations under the Agreement and ensure it takes steps to ensure that its personnel and those of its Sub-Processors only Process Data on documented instructions from the Client, unless required to do otherwise by Applicable law.  If the Consultant is aware that, or is of the opinion that, any instruction given by the Client breaches the Data Protection Legislation, the Consultant shall immediately inform the Client of this, giving details of the breach or potential breach; 
ensure that its personnel and the personnel of any Sub-Processors who are authorised to Process Data are under obligations of confidentiality that are enforceable by the Consultant and/or the Client; 
take all reasonable steps to ensure the reliability of its personnel and the personnel of Sub-Processors who have access to the Data and ensure that access to the Data is limited to such authorised personnel only who require access to it for the purpose of complying with the obligations under the Agreement;
in accordance with Article 32 of the GDPR as it forms part of English law, implement appropriate technical and organisational measures to ensure a level of security appropriate to protect the Data, including from accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or unauthorised access and comply with any data security requirements set out under the Agreement to include adequate training and monitoring of all Consultant personnel who have access to Data.  Appropriate technical and organisational measures may include:
the pseudonymisation and encryption of Data;
the ability to ensure the ongoing confidentiality, integrity, availability and resilience of processing systems and services;
the ability to restore the availability of and access to Data in a timely manner in the event of a physical or technical incident;
a process for regularly testing, assessing and evaluating the effectiveness of technical and organisational measures for ensuring the security of the Processing;
provision of the Consultant's information security policy and training materials which are acceptable to the Client prior to commencement of the Services;
taking into account the nature of the Processing, assist the Client with its obligations to comply with Data Subjects' requests and Data Subjects' rights under Chapter III of the GDPR as it forms part of English law through the use of appropriate technical and organisational measures. In addition, the Consultant shall:
within three working days, inform the Client if it receives any subject access request, or request by a Data Subject to transfer, rectify, erase or destroy the Data which is Processed by the Consultant under the Agreement; and
within three working days, inform the Client of any request for disclosure of the Data from a third party which the Consultant receives directly, and provide a copy of such request.  The Consultant shall not disclose or release any Data without first consulting with and obtaining the consent of the Client, except where required by Applicable Law or any court of competent jurisdiction;
taking into account the nature of processing and the information available to the Consultant, assist the Client in ensuring compliance with the Client's obligations in Articles 32-36 of the GDPR as it forms part of English law, including: 
notifying the Client, without undue delay and in any event within twenty four hours, if the Consultant becomes aware of a breach of the Data Protection Legislation in relation to the Data and/or if it becomes aware of a breach of the provisions of the Agreement by the Consultant, any Sub-Processor or any third party; and
providing full details of the relevant breach where caused by the Consultant or any Sub-Processor as set out in Article 33(3) of the GDPR as it forms part of English law without undue delay and in any event within twenty four hours or, where necessary, in phases, but always without further undue delay;
at the written election of the Client, either:
securely destroy the Data (including all copies of it); or 
return the Data (including all copies of it) to the Client in the format required by the Client which retains the integrity of the Data,
at any time upon request by the Client or promptly upon termination or expiry of the Agreement (provided that, in relation to any partial termination of the Services, it shall not be required to do so where this would adversely affect the Consultant's ability to provide the remaining services) unless any applicable law requires the Consultant to continue to store the Data, in which case this clause shall survive termination or expiry of the Agreement;
provide all information necessary to demonstrate the Consultant's and any Sub-Processor's compliance with this clause 1.4; 
allow the Client and its authorised representatives, upon reasonable prior written notice to the Consultant, reasonable access during normal business hours to any relevant premises and documents to inspect the procedures and measures referred to in the Agreement;
not Process or transfer Data outside of the UK or any country deemed adequate by the UK under the Data Protection Legislation) without the prior written consent of the Client and without putting in place adequate protection for the Data to enable compliance by the Client and the Consultant with their obligations under the Data Protection Legislation;
provide reasonable assistance to the Client in connection with its record-keeping obligations under Article 30 of the GDPR as it forms part of English law;
at all times perform its obligations under the Agreement in such a manner as not to cause the Client in any way to be in breach of the Data Protection Legislation; 
perform its obligations under the Agreement (and any other agreement relating to the provision of the Services) in full compliance with the Data Protection Legislation and all applicable guidelines, statutory orders, supplementary laws and codes of practice issued by relevant regulators pursuant to or in connection with the Data Protection Legislation, including as may be issued by the Office of the Information Commissioner in the UK,; and
immediately inform the Client of, and promptly provide assistance with, responding to any enquiry made, or investigation or assessment of Processing initiated by the Information Commissioner's Office or other regulatory authority in respect of the Data.  
Without prejudice to the restrictions in Clause 1.6, the Consultant shall put in place in writing with any third party, including a consultant, sub-contractor, agent or professional adviser or other third party which may receive and/or have access to Data ("Sub-Processor"), contractual obligations which are at least equivalent to the obligations imposed on the Consultant pursuant to this Schedule and any specific security obligations set out under the Specification, including obligations which provide sufficient guarantees from the Sub-Processor that the processing meets the requirements of the Data Protection Legislation.  The Consultant shall be liable to the Client for any failure of any such Sub-Processor to comply with such equivalent data protection obligations (including where the Consultant is in breach of its obligation to put such obligations in writing with the Sub-Processor).  
The Consultant shall not appoint any Sub-Processor without the prior written consent of the Client. If the Client provides such consent in writing, such consent is provided on condition that: 
the Consultant notifies the Client in writing of all Sub-Processors prior to the Processing of any Data by the relevant Sub-Processor, and shall notify the Client in writing of any change in identity of a Sub-Processor from time to time; 
the Consultant shall provide the Client with all information reasonably required by the Client to satisfy the Client that the Sub-Processor implements appropriate technical and organisational measures in such a manner to ensure that processing meets the requirements of the Data Protection Legislation and ensures the protection of the rights of Data Subjects; and
the Consultant is fully liable to the Client for the acts and omissions of all Sub-Processors as if they were acts and omissions of the Consultant.
Where the Client, acting reasonably, objects to the use of a particular Sub-Processor, the Consultant shall use reasonable endeavours to resolve the reasons for the Client's objections or to procure use of a different Sub-Processor. If the Consultant is unable or unwilling to resolve the reasons for the Client's objections or to procure use of a different Sub-Processor, the Client may terminate the Agreement without payment of compensation or damages or terminate the Agreement in relation to the Services which would otherwise have related to the Processing carried out by such Sub-Processor.
The Consultant warrants that it is not, at the date of the Agreement, aware of any matter or circumstance which would cause it to be unable to fully comply with the provisions of the Agreement.
[bookmark: _DV_M2335][bookmark: _DV_M2336]The Consultant shall indemnify and keep indemnified the Client against all costs, claims, losses, damages, fines and expenses (including legal expenses) suffered or incurred by the Client arising out of, or in connection with, any breach of the Agreement by the Consultant, Sub-Processors and/or its representatives.
The parties agree and acknowledge that nothing in this Schedule relieves the Consultant of its direct responsibilities and liabilities under GDPR as it forms part of English law.
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1. INFORMATION SECURITY OBLIGATIONS OF THE CONSULTANT
The Consultant will use reasonable precautions, including but not limited to, physical, software, and network security measures, employee screening, training, and supervision and appropriate agreements with employees, to prevent anyone other than the Client from monitoring, using, gaining access to or learning the import of Data (as defined in Schedule 2); protect appropriate copies of Data from loss, corruption, or unauthorised alteration; and prevent the disclosure of Client passwords and other access control information to anyone other than authorised Client employees, except as relates to the provision of services provided to the Client by the Consultant or its subcontractors as pertains to this Agreement.  
The Consultant will periodically test and re-evaluate the effectiveness of the obligations specified in this schedule.  This is to include a minimum of two external assessments per calendar year.  The Consultant agrees to supply these reports to the Client upon reasonable request, and will maintain copies of these reports for not less than two (2) calendar years.
If a breach of information security or data protection measures occurs and Data is or was at risk as a result of the breach, the Consultant will notify the Client within 48 hours.  
If the Consultant is served with a warrant, subpoena, or any other order or request from a government body or any other person for any record or files of Data, the Consultant will, as soon as reasonably practical and not in violation of the law, deliver to the Client a copy of such warrant, subpoena, order or request and will not, without the Client's prior written consent, comply with the same unless and until required to do so under applicable law. 
The Consultant will not be liable for the disclosure, monitoring, loss, alteration of corruption of Data to the extent it results from the Client's failure to implement reasonable security measures to protect against the unauthorised use of facilities, computers, network access devices and passwords. 
The Consultant will supply the Client a description of its security measures or any particular controls described herein upon reasonable request.
The Consultant shall ensure its personnel comply with the data security requirements set out in this Agreement.
1. PRACTICAL SECURITY MEASURES
With regard to the processing of Personal Data on behalf of the Client, the Consultant, as a minimum requirement, shall ensure it has reasonable procedures in place for the following types of security measures, and warrants that it will implement and maintain these controls to an effective standard of practice:
(i) Information Security Management Systems;
(ii) Physical Security;
(iii) Access Control;
(iv) Security and Privacy Enhancing Technologies;
(v) Security Awareness;
(vi) Incident Management;
(vii) Business Continuity and Disaster Recovery;
(viii) Audit Controls/Due Diligence Procedures.
In addition to the above measures, the Consultant will institute organisational and technical measures around its processing of Data to provide comprehensive information lifecycle management, inclusive of collection, processing, storage and destruction.  The Consultant will routinely validate the efficacy of these measures through a combination of organisational tools and technical measures, such as access and authentication controls, data management tools, data leak protection and audits.  
The requirements of this contract and, in particular, Schedule 5 apply to all Data processing and storage, including the use of external, cloud or third-party information processing services.  The Consultant will ensure that all use of external, cloud or third-party information services to process Data meets the requirements and standards of care specified in this contract.
CONSULTANT-SPECIFIC SECURITY MEASURES
The clauses in section 3 are specific to the Consultant and the Consultant's technical environment.  Where the Consultant changes its operating or technical practise, these controls may no longer apply.  Should that occur, the Consultant warrants that it will provision equivalent security and data processing measures so as to maintain an equivalent or superior degree of information security control.
The Consultant warrants that should any of the requirements specified in section 4 no longer apply, or where the Consultant is aware that these controls will no longer apply or be relevant in the future, it will provide detail of this to the Client within two (2) weeks of this becoming known. This detail will include a description of the equivalent security measures implemented under clause 3.1 of this schedule.  
If the Client decides the replacement measures taken under clauses 3.1 and 3.2 are sufficient, it will advise the Consultant of such and request reasonable revisions. The revisions and implementation timescales are to be agreed within one (1) month of the date the Client is provided notice.  Should an agreement between the Client and the Consultant as to what constitutes sufficient security revision not be reached, the Consultant will maintain Data on the technical and organisational environment stipulated by this schedule for the lifetime of this contract.
The Consultant warrants that, where information services and systems are used to process Data:
(ix) the Consultant will maintain services sufficient to provide lifecycle management, control, auditing and monitoring around the Client data;
(x) the Consultant will maintain a configuration management and hardening practice;
(xi) the Consultant will review access to and use of the Client data within its managed data environment. This review is to be performed on a minimum of a weekly basis. Irregularities are to be reported to the Client within two (2) working days;
(xii) the Consultant will ensure that the Consultant's office, network, server and endpoint solutions will be managed and maintained to a standard of good security practise, specifically including:
· centrally managed authentication controls with a defined, tested staff changes process,
· maintained and managed business or enterprise endpoint security technologies,
· a managed, maintained and monitored firewall, firewalls, or equivalent,
· fit-for-purpose detective controls on endpoints, network devices and servers, as relevant to processing requirements of this contract,
· standardised builds and configuration management processes,
· a comprehensive patch management programme.
The Consultant will ensure that administrative, super-user or privileged access meets, at a minimum, the following requirements:
a) 0segregation of standard 'user' accounts from administrative accounts, with no use of administrative accounts for routine business activity;
b) internal administrative access limited to specified portions of the Consultant network;
c) no use of insecure or cleartext protocols (e.g. telnet, tftp);
d) remote or external administrative access must utilise validated secure protocols or services such as SSH, TLS or VPN. Cipher suites or technologies used for remote access must be pruned of legacy and insecure configuration options;
e) multi-factor authentication based on TOTP or U2F technologies must be used for external or remote administrative access.
1. The Consultant will maintain an internal and external vulnerability management programme across its technical environment. The Consultant warrants that this programme will include the remediation of identified vulnerabilities in keeping with industry practice.
The Consultant warrants that all access to Data will be designed and provided on the basis of least privilege.  
The Consultant warrants that it will maintain a practice of proactive threat awareness, assessment and modelling, and will use such to inform its internal control environment.
SPECIFIC PAYMENT PROCESSING INFORMATION SECURITY OBLIGATIONS
The provisions in this schedule are supplemental to and do not supersede that of any provisions in the main body of the contract. Should these provisions at any time conflict, interfere with or limit the effectiveness of any obligations imposed by the Payment Card Industry Council or other regulation or legislation, these provisions do not take precedence. 
The Consultant shall ensure that cardholder data on any media, including but not limited to computers, removable electronic media, paper receipts, paper reports, and faxes, is under the physical control of the Consultant's personnel or in appropriate secure physical storage at all times.
The Consultant shall ensure that, for all artefacts of the payment process, including, but not limited to, card processing equipment and any physical media, such as paper receipts, a classification policy is developed that encompasses those artefacts and that personnel who handle those artefacts receive sufficient training to handle those artefacts appropriately.
The Consultant shall ensure that card processing equipment and any media containing cardholder data is transported via a secure, trackable courier service.  
The Consultant shall implement and maintain an accurate inventory of any media containing cardholder data and of any card processing equipment.
The Consultant shall ensure that any media containing cardholder data is securely destroyed when the Consultant no longer has a requirement to retain it.
The Consultant shall implement a regular inspection of all card processing equipment for signs of tampering.  The Consultant shall ensure the Consultant personnel receive sufficient training for this responsibility.
The Consultant shall ensure that only authorised personnel service card processing equipment while it is in possession of the Consultant.  The Consultant acknowledges that it is responsible for ensuring personnel are authorised.
The Consultant is responsible for creating a framework to measure and monitor the compliance status of third-party suppliers that process, transmit or store the Client's cardholder data, or interact with card processing equipment.
The Consultant shall create and maintain a security awareness programme for all the Consultant's personnel that interact with card processing equipment or cardholder data processed on behalf of the Client.
The Consultant shall establish a specific security incident response policy and process that encompasses all the Consultant's personnel that fulfil this contract, interact with card processing equipment or with cardholder data processed on behalf of the Client.



  EXECUTION:

  The Client
	SIGNED by the ROYAL NATIONAL INSTITUTE OF BLIND PEOPLE:
Name: __________________________
Title: __________________________
Date: __________________________



  The Consultant
SIGNED by [insert name of the Company]:
Name:
__________________________
Title: 
__________________________
Date: 
__________________________
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Policies:














Supplier Codes of Conduct:


Supplier Code of Conduct can also be found following this link.
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Accessibility Policy 
1. About this policy  
This policy explains RNIB’s ethos and approach to accessibility, and the 
details needed to help all stakeholders understand what accessibility 
standards we need to meet and how to achieve them. 


This document contains overarching policy principles and practices. Links 
are provided to a series of appendices in separate documents that 
provide details on how to apply the policy in specific areas (e.g. the web, 
document, premises). 


1.1. Purpose  
We must ensure that all our customers, trustees, members, donors, staff 
and volunteers are fully included in RNIB systems, communications, 
activities and facilities, including those who are disabled and, in particular, 
those who are blind or partially sighted because they are at the heart of, 
and shape, everything we do. 


Furthermore the RNIB is at the forefront of developments in accessibility 
and we influence the policy and practice of organisations throughout the 
UK, and make a significant contribution to developments internationally. 


It is therefore essential that we live up to the high standards we rightly 
expect of others, and can demonstrate best practice1. Everyone working 
at RNIB has a responsibility to proactively consider how accessibility can 
be impacted by their role and ensure best practice is understood and 
achieved.  


 


1 “Best practice” in this context means a robust and consistent approach to 
adhering to accessibility standards and guidelines. 
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1.2. Benefits of policy being in place 
The policy is the foundation for best practice on accessibility, resulting in 
an “accessible by default” workplace for our colleagues and services for 
our customers.  


The benefits of “accessible by default” are as follows: 


• It helps create a barrier free workplace for our colleagues, enabling 
them to focus on doing their jobs not expending time and effort 
working around accessibility challenges, and it helps ensure we are 
as barrier free as possible for customers and other stakeholders 
that interact with us. 


• It is a foundation for making effective “reasonable” adjustments for 
disabled people including those with sight loss, e.g. ensuring that 
assistive technology is able to interoperate with our systems and 
services. Note that we have a legal duty in this respect, see 1.4. 


The policy is also necessary in order to achieve our goal of being a 
thought leader and exemplar of best practice in accessibility. 


1.3. Embedding this policy 
The policy will be embedded within RNIB Group through a combination of 
education and governance, see sections 2.4, 2.6 and 2.7. 


Assurance of embedding will be achieved through the monitoring of 
information and relevant metrics, including: 


• Issues raised on the Accessibility Support Service Desk by 
colleagues or external stakeholders. 


• Production of Accessibility Policy Statements and Accessibility 
Compliance Statements on high and medium risk projects/products. 


• Waivers or agreed non-compliances granted by the Technical 
Design Authority or recommended by the Accessibility Assurance 
Panel. 


1.4. Risks and Implications 
We have a duty under the law (Equality Act 2010, Disability Discrimination 
Act 1995 in Northern Ireland) as an employer and service provider to 
ensure we are not treating disabled staff, customers or other stakeholders 
less favourably as a result of their disability. 
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Having a working environment or providing services that result in 
accessibility issues for disabled people can create disadvantage that, 
unless addressed, could expose RNIB to legal action. 


The legal framework also places an ‘anticipatory duty’ on us to consider 
accessibility when creating or changing our working environment or 
services so as not to cause disadvantage for disabled people. Again 
failure to anticipate the needs of disabled people could expose RNIB to 
legal action. 


Aside from the law, accessibility issues can impact colleague productivity 
and wellbeing, and create a poor customer experience. 


Failing to comply with this accessibility policy therefore carries 
considerable reputational and legal risk, along with being counter to our 
raison d'être. 


1.5. Scope 
Who does this policy apply to? 
All employees, volunteers, contractors, consultants, temporary and other 
workers at RNIB and its subsidiaries must follow this policy and its 
statements. 


What does this policy apply to? 
Everything that RNIB purchases or creates for its staff, the public or other 
stakeholders that they will interact with, use or need to understand. This 
includes: 


• IT systems, tools, software and websites. 
• Computer hardware and other technological devices. 
• Buildings and working environment. 
• Documents, information, communication channels, social media and 


events.  


The policy does not apply to RNIB’s commercial clients where a separate 
process is undertaken, managed in accordance with the Innovation and 
Commercial Services team’s operating guidelines, but the policy is 
informed by these guidelines and vice versa. 


1.6. Exceptions to this policy 
All exceptions to this policy must be approved by the Accessibility 
Assurance Panel via the Exceptions Process (see section 2.6). 
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1.7. Roles and responsibilities 
Volunteers 
To understand what accessibility is, how it applies to their work, and to 
abide by, follow, and provide feedback on the policy. 


Employees, contractors and temporary workers 
To understand what accessibility is, how it applies to their work, and to 
abide by, follow, and provide feedback on the policy. 


Managers 
To ensure that employees act as above, monitor and review compliance 
and report compliance as necessary. To offer support and guidance to 
employees who are experiencing accessibility issues. To ensure that 
feedback is provided to the policy owner if necessary and support the 
policy owner in regular reviews. 


Board and governance committee 
Accessibility Assurance Panel will oversee management of non-
compliance with this policy (see section 2.6). 


1.8. Definitions 
In this policy “we” or “us” means RNIB Group and “you” or “colleague” 
means a person working for us (unless specified otherwise). 


“Product” or “products” is shorthand for something that staff, customers or 
other stakeholders will interact with, use or need to understand (as per 
“What does this policy apply to?” above). 


“Disabled person” or “disabled people” is shorthand for people with a 
range of impairments or conditions and in particular those who are blind 
or partially sighted (BPS). 


2. Statements of the Policy 
The following sections provide details of the overarching policy. See the 
appendices for specific applications of the policy. 


2.1. What is “accessibility”? 
RNIB’s definition of accessibility is: 
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"The degree to which usability or understanding is affected by 
functional limitation or capability.” 


This is an evolution of the definition in previous versions of RNIB 
Accessibility Policy, this in turn having been adopted following research 
by RNIB Group on definitions used internationally and across areas of our 
interest (such as WHO, EU, ISO), along with the support of contributors 
inside and outside of the organisation. 


In practical terms, accessibility means ensuring that our services, 
information, communication channels, premises, working environment 
and systems are usable by people with differing sensory, cognitive or 
physical capability or needs. 


2.2. Our goal 
We will strive to be an exemplar of best practice and a recognised 
authority on accessibility, utilising and building on existing practices, 
technical, legal and regulatory frameworks. 


We want BPS people to be delighted by the understanding we show in 
removing barriers, and our overall aim of eliminating the feeling of 
“difference” which is reflected in our culture and our values. 


2.3. General principles 
POUR 
Although originally conceived for the Web, the W3C WAI2 principle of 
POUR is a useful way of thinking about accessibility in practical terms: 


• Perceivable by at least one of the senses. 
• Operable via at least one part of the body. 
• Understandable regardless of language or intellectual capability. 
• Robust by working across different technologies or situations and 


be adaptive to change. 


Equivalence of experience 
Our aim is to deliver an equivalent experience to all, ensuring that 
disabled people realise the same or similar benefit from interacting with a 
product as non-disabled people. 


 


2 World Wide Web Consortium Web Accessibility Initiative 
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Example: The experience of reading a report that is purely text can 
easily be replicated for a BPS person by producing an audio version 
of the report; however, if that report has data tables, graphs, or 
illustrations, it will be necessary not simply to produce an audio 
description of the report with a factual description of the tables, 
graphs or illustration, but also to include a sense of the points they 
are trying to convey or reinforce. 


Empowerment, independence and self-reliance 
Our objective is to empower BPS and disabled people to be self-reliant, 
independent to the degree they want to be, and to have choices.  


Example: BPS colleagues should be able to use office equipment 
such as printers and telephones or access a meeting room that has 
a security door code without asking their sighted colleagues for 
help. 


Pragmatism 
Humans are infinitely variable in terms of their capabilities and needs, and 
whilst we strive to make products accessible for as many people as 
possible it is highly unlikely we will be able to address every single 
accessibility issue for every single disabled person. 


Example: increasing font size of building signs will make them more 
accessible for some BPS people with one particular sight condition, 
whilst making them less accessible for BPS people with other sight 
conditions. 


Furthermore there are diminishing returns when attempting to address 
increasing granular accessibility issues, and attempting to address such 
granular issues for the benefit of one group of users could actually make 
matters worse for other groups.  


Our goal is therefore to use best practices and standards to reduce 
barriers for as many disabled people as possible and provide 
personalisation, adjustments or other support for individuals for whom 
there are still accessibility issues. 


There might be occasions that we have to go-live with a product that does 
not fully meet our standards because of other business critical priorities or 
constraints. 
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In all cases we will explain the decisions we’ve taken so people 
understand the rationale, how they might be impacted by accessibility 
issues and how to either work around these issues or request assistance. 
See section 2.7 for further information. 


2.4. Achieving best practice 
Best practice will be achieved by 


• Adhering to relevant standards or guidelines. 
• Education of stakeholders so they understand the standards or 


guidelines and how to apply them. 
• Testing against the standards or guidelines to understand whether 


or not it has been met. 
• Governance to ensure that standards are adhered to and manage 


non-compliance. 


This is explained in the paragraphs that follow. Note that the specific 
approach taken by a project will depend on the nature of the product and 
scale of risk. This is detailed in the policy appendices, see section 3. 


Standards 
We will adopt or define standards or guidelines that we know will minimise 
the risks of accessibility issues in the products we purchase or create. 


The standards and guidelines will depend on the nature of the product 
and is specified in the appendices.  


Where possible these will be or be based on existing, recognised 
standards (e.g. BS, ISO). 


Education 
We will ensure that all our people are confident in accessibility so that 
they: 


• Understand how it impacts their role. 
• Know what standards and guidelines they need to adhere to when 


performing their role, where to find them and how to get further 
support or advice in meeting them if needed. 


Testing 
We will test or verify the product being purchased or created against its 
relevant standard or guidelines. 
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The nature of the testing will depend on the nature of the product, the 
level risk associated with it (e.g. criticality or number of users), and, if 
being delivered via a project, the stage of the project. This is described in 
the appendices. 


For products being delivered via a project, testing must be done 
throughout the project delivery lifecycle (Idea, Proposal, Justification, 
Definition, Closure) and not delayed until the later stages of the project: 


• Delaying testing will prevent accessibility issues from being 
identified and addressed as the project progresses. 


• As a rule of thumb the cost of remediation increases the longer the 
project has been running. 


For products that we are purchasing, we will include testing/verification in 
the procurement process so that we have assurance from suppliers 
regarding accessibility, or we are aware of accessibility issues and can 
make an informed decision as to whether to proceed with the purchase 
(as per governance below). This must be done prior to entering a contract 
with a supplier. 


Governance 
We will ensure that: 


• All projects understand the accessibility standard or guidelines to 
which they must adhere. 


• All projects test against the relevant standard or guidelines 
throughout their lifecycle. 


• Instances of non-compliance are managed to an agreed resolution 
(see section 2.6). 


The exact approach will depend on the nature of the product and the 
scale of risk. This is detailed in each of the policy appendices, see section 
3. 


For products delivered by a project, governance will be achieved through 
applying “stage gates” that will minimise the risk of accessibility being 
overlooked or considered too late in the project lifecycle and provide an 
opportunity for appropriate intervention. 


Three stage gates will be applied: 


• At project inception and prior contract to the start of build/change. 
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• At the end of build/change prior to go-live or equivalent. 
• Prior to project closure and “business as usual” operation or 


support. 


Two governance documents may be required depending on the nature of 
the product and scale of risk. These documents will be used by governing 
bodies (such as Technical Design Authority or Accessibility Assurance 
Panel) as the basis of their recommendation on how to manage instances 
of non-compliance. The documents are: 


Accessibility Policy Statement 
All high or medium products must have a policy statement at the outset 
that explains how they will meet the Accessibility Policy and will be used 
as a reference throughout the project. It will summarise: 


• Who will be using, interacting or impacted by the product, and the 
main tasks or activities they will be performing. 


• The accessibility standards or guidelines relevant to the product. 
• The ability for the product to meet the standard or guidelines, along 


with any constraints that might impact this. 
• If the product is unable to fully meet the standard or guidelines: 


o What tasks or activities will be impacted and the severity of 
the impact. 


o Mitigating actions or workarounds to minimise the issues. 
o Remediation plan for addressing the issues. 


Accessibility Compliance Statement 
All high or medium risk products must have a compliance statement 
produced prior to go-live that summarises: 


• What standard or guideline has been adhered to. 
• Any deviations from that standard and their impact. 
• Rationale for decisions made. 
• What is being done about the deviations. 
• Workarounds and sources of support or advice in lieu of resolution.  


2.5. Developing best practice 
We will continue to use internal and external expertise to develop best 
practice in the light of evolving technology and other innovations. 
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The vehicle for this will be the Accessibility Forum (AF) that brings 
together stakeholders working in (or who have an interest in) accessibility 
from across the RNIB Group. 


This includes user representatives to ensure they have a voice in 
developing best practice. 


See the AF Terms of Reference for further information: 


• AF Terms of Reference: Word doc in Teams. 
• AF Terms of Reference: containing folder in Teams. 


2.6. Raising issues 
Accessibility issues can be raised by our people or external stakeholders 
by emailing the Accessibility Support service desk. 


Issues raised will be dealt with as per section 2.7. 


2.7. Dealing with issues 
The Accessibility Assurance Panel (AAP) will be responsible for reviewing 
and making recommendations on accessibility issues that arise during 
projects and those raised by staff or external stakeholders. 


We will use the following framework for making decisions on addressing 
issues and their relative priority: 


• The severity of the issue, e.g. does it: 
o Prevent a task being performed. 
o Impede a task being performed. 
o Degrade quality of experience whilst performing a task. 


• The number of people impacted. 
• Feasibility and cost of remediation. 
• Other business priorities that might influence priority, e.g. meeting 


legal duties. 


Project issues 
The AAP will be engaged to review project compliance at appropriate 
stage gates as defined by our change management process. 


If compliance issues exist there are three possible outcomes: 



https://teams.microsoft.com/l/file/CC44912C-582D-43CF-8084-6299F3356507?tenantId=5d45337c-d192-43fc-aa58-05557c9171bc&fileType=docx&objectUrl=https%3A%2F%2Frnib.sharepoint.com%2Fsites%2FAccessibilityforum445%2FShared%20Documents%2FGeneral%2FTerms%20of%20Reference%20v1.0.docx&baseUrl=https%3A%2F%2Frnib.sharepoint.com%2Fsites%2FAccessibilityforum445&serviceName=teams&threadId=19:e874d2d28af847b4b8fe7d255459c875@thread.skype&groupId=b654e383-5d0d-413e-8e43-66c51cfb28ec

https://teams.microsoft.com/_#/files/General?threadId=19%3Ae874d2d28af847b4b8fe7d255459c875%40thread.skype&ctx=channel

mailto:AccessibilitySD@rnib.org.uk
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• A waiver to enable the project to go-live with a funded and time-
bound plan to remediate the accessibility issues, with acceptable 
temporary mitigating actions in the interim. 


• An agreed non-compliance in instances where remediation is not 
possible (e.g. outside the RNIB or supplier’s control). In such 
situations there must be acceptable permanent mitigating actions. 


• A refusal to proceed until the accessibility issues are addressed. 
This situation will arise if there are no acceptable mitigating actions 
in lieu of addressing the issues. 


All disagreements arising between project sponsors and the AAP in 
relation to the recommendations made will be escalated to the Executive 
Leadership Team for resolution. 


The AAP’s recommendation will be logged and waivers tracked to ensure 
that issues are remediated within agreed timeframes. 


Staff/stakeholder issues 
Issues raised by staff or external stakeholders will be discussed at AAP 
meetings and actions assigned as necessary to investigate and address. 


The AAP will track the progress of actions and report status to ELT. 


See the AAP Terms of Reference for further information: 


• AAP Terms of Reference: Word doc in Teams. 
• AAP Terms of Reference: containing folder in Teams. 


2.8. Capturing lessons learned 
We will create a library of decisions made and lessons learned via the 
governance process, e.g. Accessibility Compliance Statements and AAP 
recommendations. 


3. Accessibility Policy Appendices 
Separate appendices have been created to provide guidance on applying 
the accessibility policy to specific products or technologies.  


These appendices must be referenced by anyone creating, procuring or 
changing anything that RNIB colleagues or stakeholders have to use, 
interact with or understand. 



https://teams.microsoft.com/l/file/E4BE2A80-2198-44A9-8352-B36B2E6B3BBB?tenantId=5d45337c-d192-43fc-aa58-05557c9171bc&fileType=docx&objectUrl=https%3A%2F%2Frnib.sharepoint.com%2Fsites%2FAccessibilityAssurancePanel%2FShared%20Documents%2FGeneral%2FTerms%20of%20Reference%20v1.0.docx&baseUrl=https%3A%2F%2Frnib.sharepoint.com%2Fsites%2FAccessibilityAssurancePanel&serviceName=teams&threadId=19:14660268c1394425b5887f79e9b5535c@thread.skype&groupId=ca37778d-66cf-4ae7-b394-84e4298b589f

https://teams.microsoft.com/_#/files/General?threadId=19%3A14660268c1394425b5887f79e9b5535c%40thread.skype&ctx=channel
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The appendices will be added to as our approach to accessibility evolves 
or as we need to keep in step with new technology or other innovations.  


• A1: Web/Apps 
• A2: Documents/Communication 
• A3: PDF 
• A4: Audio/Video 
• A5: Hardware/Devices 
• A6: Premises/Built environment 
• A7: Social Media 
• A8: Events/Meetings 


  



https://rnib.sharepoint.com/:f:/s/Accessibility478/EroWOEG4snROlVY9IL4ZWNABBynr4J22ITQ_sNUn-Z-iIQ?e=7mzs0M

https://rnib.sharepoint.com/:f:/s/Accessibility478/EoJEIJ-3bBtDsrB_WoY0nYQBQXQ7msXtje5KWIEPa1QDDA?e=gHhrlU

https://rnib.sharepoint.com/:f:/s/Accessibility478/EjLFEeFm4VxEkGhdjpn54CgB_40IQ4oNxqAsevj_maYcEg?e=a1C0vE

https://rnib.sharepoint.com/:f:/s/Accessibility478/EoXho58yZENOjdEjOhlx6lsBE2LnKfk3XeL4wN13T4VD4g?e=HLAUWE

https://rnib.sharepoint.com/:f:/s/Accessibility478/EkONQqDMCJ9EkKJ5KMABbpgBR4jiJl_xi97p7xy0dGNd5Q?e=2j5IHl

https://rnib.sharepoint.com/:f:/s/Accessibility478/EpvA9tDGWRBBnN6ypNzi0zoBtjvQL26oWnltXTIBG3PqNQ?e=aS9F1W

https://rnib.sharepoint.com/:f:/s/Accessibility478/Eg1g5TgfSEdNi8N8jSZch34BEV1vh67r18_UmoSE93hiAw?e=vNoAWO

https://rnib.sharepoint.com/:f:/s/Accessibility478/ErilKfjIAgdBm3WymJo_UQoBvFbiNkCOPwWUD3o8jSWcPQ?e=x7HFpf
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Alcohol, Substance abuse, and 
Smoking Policy  
1. About this policy  
1.1. Purpose  
RNIB is committed to providing a safe, healthy and secure environment 
for all employees, volunteers, service users and those working with, or 
on behalf of the organisation. The organisation is also committed to 
supporting these individuals who may be suffering from alcohol or 
substance abuse.  


1.2. Risks and Implications 
The risk of not following this policy could result in inadequate help and 
support provided to individual’s suffering from alcohol or substance 
abuse. Failure to comply with this policy could also result in exposure to 
and increased risk of injuries or incidents occurring in the work place due 
to individuals suffering from the effects of alcohol or substance abuse.  


1.3. Scope 
Who does this policy apply to? 
This policy applies to RNIB employees of all levels on both fixed-term 
and permanent contracts. It also applies to agency workers, volunteers, 
casual workers and contractors.  


What does this policy apply to? 
This policy applies to the protection of workers whilst on RNIB premises 
from the effects of smoking, alcohol and substance abuse.  


1.4. Exceptions to this policy 
It does not form part of an employee’s contract of employment. 
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2. Roles and responsibilities 
2.1. Employees 
Employees are expected to 
• attend work free from the effects of alcohol and substance abuse 
• Not store alcohol or drugs at work  
• Not attempt to sell or give drugs or alcohol to any other employee or 


other persons on RNIB premises.  
• Raise any concerns regarding themselves or colleagues to a line 


manager.  


2.2. Managers 
Managers are responsible for:  
• Ensuring their employees are clear about the standards of conduct 


expected 
• Supporting their staff and providing help as appropriate. 
• Working through the appropriate policies when concerns arise about 


alcohol or substance abuse  


2.3. Human Resources 
Human Resources representatives will: 
• Provide advice to managers on the support available for managing 


employees who may be suffering from alcohol or substance abuse 
• Advise managers on the disciplinary policy, ensuring the procedure is 


followed appropriately.  


3. Policy 
The RNIB has a duty of care under the Health and Safety at Work Act 
1974 and Misuse of Drugs Act 1971 to all staff and people on its premises. 
We aim to reduce or prevent risk of injuries or incidents occurring due to 
individuals suffering from the effects of alcohol or substance abuse.  
 
While at work, everyone is required to be free from the influence of alcohol 
or other substances that may affect the ability to carry out duties. Subject 
to certain conditions, the consumption of alcohol during work-related 
social events may be permitted.  
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In accordance with the Health Act 2006 no smoking is permitted on RNIB 
premises.  
 
Other legislation relevant to this policy includes the Smoke Free (Premises 
and Enforcement) Regulations 2006 and Smoke Free (Exemptions and 
Vehicles) Regulations 2007.   


4. Alcohol  
Drinking alcohol on RNIB premises is prohibited – although there may be 
celebratory occasions which sometimes permit it.   


As a guide the RNIB regards drinking to an "unreasonable level" as being 
when: 


An individual is over the legal limit stipulated for driving (i.e. 35mcg/100ml 
of breath alcohol concentration).  


An individual’s performance is impaired. This may be at less than the legal 
limit stipulated for driving. 


An individual’s behaviour may cause embarrassment, distress or offence 
to others. 


An individual continues to drink when instructed to stop.  


5. Substance Abuse 
Recreational drugs, illegal drugs, psychoactive substances or ‘legal highs’ 
or any prescription drugs that have not been prescribed for the user are 
never allowed at the workplace or at work events. It is a criminal offence 
to possess, use or distribute an illicit substance and to produce, supply or 
possess with intent to supply psychoactive substances. If any such 
incidents take place on organisational premises, in organisation vehicles 
or at a work function they will be regarded as serious, investigated by the 
organisation and may lead to disciplinary action and possible reporting to 
the police.  


6. Smoking 
Smoking, including the use of electronic cigarettes, is prohibited on all 
parts of RNIB premises.   







Human Resources    
Alcohol, Substance Abuse and Smoking V2.0  5 
 


Employees who smoke are asked to aware of our customers and 
colleagues, some of whom may have sight loss and move away from 
entrance doors so that they do not obstruct those entering the building.   


Smokers are asked to be mindful that when they take a break for a 
cigarette that this can affect colleagues who do not smoke. As such 
smokers should limit their cigarette breaks during working hours by 
smoking outside of normal hours, within designated break times or by 
using their rest breaks at work to smoke.  


It will be the responsibility of the line manager to monitor this and to bring 
any concerns to the attention of the individual. Excessive breaks will be 
addressed, as appropriate, through the disciplinary policy.  


6.1 RNIB vehicles  
Smoking is not permitted in any vehicle on hire to RNIB. In addition, 
smokers are also asked to refrain from smoking whilst they carry 
passengers when using their own vehicles for RNIB business. 


6.2 Homeworkers 
Homeworkers should refrain from smoking when they invite others into an 
area of their home for work purposes or when they visit service users in 
their homes. 


7.  Work-related social events 
There are occasions throughout the course of the year where staff have 
the opportunity to attend social events related to their work.   


Although such social events may fall outside of normal working hours and 
may take place on or outside RNIB premises, RNIB’s Professional Code 
of Behaviour applies.  Whilst it is not RNIB’s intention to place 
unnecessary restrictions on staff enjoyment at such events, it is in 
everyone's interest that certain rules of conduct for the protection and 
comfort of all are observed. 


Staff who attend work-related social events must observe and respect the 
following guidelines and principles: 
 


• Alcohol should only be consumed in moderation at work-related 
social events 
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• It is strictly forbidden for any employee to engage in the use or 
supply of illegal drugs, including cannabis, at any work-related 
social event 


• Staff should not say or do anything at a work-related social event 
that could offend, intimidate, embarrass or upset any other person, 
whether as a joke or not.  


• RNIB's policy on Bullying and Harassment applies to work-related 
social events.  


• Employees must not behave in any way at any work-related social 
event that could bring the RNIB’s name into disrepute. 


• Staff who intend to drive following a social event, should take all 
necessary and appropriate steps to ensure that they are well within 
the legal limits to be driving.  RNIB is not responsible for 
determining an individual’s suitability to drive.  Any decision to do 
so, is entirely at the individual’s discretion. 


• RNIB’s Health and Safety policy applies to work-related social 
events.  


Any breach of the above guidelines may result in disciplinary action 
under RNIB's disciplinary procedure.  


8. Wellbeing, support and prevention 
Employees need to take responsibility for managing their own health and 
wellbeing. We encourage good health behaviours in relation to diet, 
alcohol consumption and smoking. 


The RNIB will work to support the employee if they disclose any type of 
substance abuse. This will be kept confidential. 


8.1. Self-referral 
The RNIB is committed to supporting any employee who wants to stop 
smoking, acknowledges dependency on alcohol, or who abuses illegal 
substances. The first step is to speak to a line manager who will discuss 
ways of helping the employee. 


8.2. Conducting support conversations  
Discussing an employee’s potential problems with alcohol or substance 
abuse can be challenging both for the manager and the employee. It is 
important that any conversations conducted are done so from a welfare-
based, not disciplinary approach, to allow for an honest discussion on 
any underlying issues the employee is experiencing. 
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Employees maybe experiencing a range of emotions and could be in 
denial about the impact of any behaviour or symptoms of alcohol or 
substance abuse. It is important, therefore, that the discussion is 
approached in a sensitive and patient manner. Conversations should be 
based on factual evidence as to how any symptoms of this behaviour 
may have affected colleagues and/or customers as opposed to any 
personal views on their behaviour. 
 
Based on the factual evidence presented, managers should ask 
questions specific to the instances the employee’s alcohol or substance 
abuse may have affected their work. This avoids any chance of making 
assumptions and jumping to conclusions. As a first port of call, the 
manager should check what support the employee is receiving and if 
necessary refer them to the EAP.  


8.3. Contract to support employees 
If appropriate, line managers can work with an employee to agree detailed 
steps to reduce dependency issues in the form of an agreed ‘contract’. 
 
These include: 
• A risk assessment – to be undertaken by the line manager 
• A referral to Occupational Health/Employee Assistance Programme 


as appropriate 
• Summary of events, support available, agreed actions and 


expectations.   
• Contract duration, review dates and implications of non-compliance.  


8.4. Employee assistance programme (EAP) 
The Employee Assistance Programme (EAP) is a confidential support 
service available to all RNIB employees, their partners and children up to 
the age of 21.  
 
The EAP is based around a free, confidential telephone link that can be 
accessed 24 hours a day, 365 days a year. A call to the EAP helpline, 
which is staffed by trained counsellors, will give immediate support and 
professional advice on a full range of personal and work-related 
problems.   
 
You can call any time, day or night, on 0800 030 5182 or +44 1506 
700107 from outside the UK.  
 
Alternatively, you can access support online: 
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http://www.healthassuredeap.co.uk 
User Name: RNIB  
Password: RNIB 
 


8.5. Implications of breaking the contract 
If there has been no improvement, then the manager may decide to refer 
to the Disciplinary or Capability Policy on next steps. 


8.6. Reporting suspected alcohol or substance abuse  
As part of their duty of care to the RNIB and all employees, contractors 
and services users, staff need to raise concerns with managers or HR 
about misuse of any kind within their teams. This will be kept confidential 
between parties involved. 


8.7. Formal procedures 
Any member of staff who abuses alcohol, or drugs which affects their work 
may be suspended and this can in some cases be construed as gross 
misconduct.  Line managers should speak to HR for advice and follow the 
relevant policy.  


9. Review 
This policy is due for review every three years or following any significant 
organisational or legislative changes.   
Next review date: 31 May 2022  
Policy review / update process: Policies will be reviewed by the HR 
partnering team. After appropriate consultation, the final draft of the 
policy will be approved by the Head of HR. 


10. Document Owner and Approval 
Document owner: HR 
Final policy sign-off by: Head of HR  


11. Associated Policies, Procedures, Standards and 
Guidelines 


Bullying and Harassment Policy Select to access the policy 
Capability Policy Select to access the policy  
Disciplinary Policy  Select to access the policy 
Health and Safety policy Select to access the policy 



https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/Shared%20Documents/HR/Managing%20issues%20at%20work/Bullying%20and%20Harassment/Bullying%20and%20Harrassment%20policy%20-%20August%202017.docx?d=wc7ccd0841bb645eb8e6ada0ce67ae241&csf=1&e=YCtBL8

https://rnib.sharepoint.com/:f:/r/sites/RNIBPolicies/Shared%20Documents/HR/Managing%20issues%20at%20work/Capability%20policy?csf=1&e=H5E2gz

https://rnib.sharepoint.com/:f:/r/sites/RNIBPolicies/Shared%20Documents/HR/Managing%20issues%20at%20work/Disciplinary?csf=1&e=7jJ7W5

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/Shared%20Documents/Health,%20Safety,%20Fire%20and%20Environment/Health%20and%20Safety%20Policy/HSFE01_Health_and_Safety_Policy_(May18).docx?d=wb12da251d81c45d8b4c4be317e23b707&csf=1&e=VNZ48g
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Professional code of Behaviour Select to access the policy  
 
Alcohol and Substance Abuse: Monitoring Contract 
Alcohol and Substance Abuse: Risk Assessment form 
 
https://www.nhs.uk/smokefree 
www.wellbeingcharter.org.uk 
www.smartrecovery.org.uk 


12. Version control 
 


Version Date Author & Job Title 
Status & 
Level of 
Approval 


Changes 


1.0 July 
2010 


Unknown Unknown  


2.0 24 May 
2019 


Hannah McColgan, 
HR Project Manager 


Approved 
– Hannah 
Lee, Head 
of HR 


Entire policy 
revised and 
updated 
 


 
 



https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/Shared%20Documents/HR/Managing%20issues%20at%20work/RNIB%20Professional%20Code%20of%20Behaviour%20(Conduct)/RNIB_Professional_Code_of_Behaviour_(Conduct)docx.docx?d=wf95b41dccd07429ea9d3e63c3a4d76bf&csf=1&e=W0vb00

https://www.nhs.uk/smokefree

http://www.wellbeingcharter.org.uk/

http://www.smartrecovery.org.uk/
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Bullying and Harassment policy 
1. About this policy  
1.1. Purpose 
RNIB is committed to providing an environment free from discrimination, 
where everyone is treated fairly, with dignity and respect. The aim is to 
resolve any complaints or issues that occur, as early as possible, and 
informally where possible. All complaints of bullying or harassment will 
be taken seriously and will be investigated fairly and independently.  


1.2. Benefits of policy being in place 
A bullying and harassment policy is a clear statement by RNIB that 
bullying and harassment will not be tolerated by any of its employees, 
contractors, workers, volunteers or visitors. The benefits are numerous 
and include less time lost to sick leave, higher staff retention, positive 
working relationships, greater collaboration and better decision making.  


1.3. Embedding this policy 
The Human Resources team is responsible for ensuring that the correct 
procedure is followed, supporting and advising appointed managers 
responsible for conducting bullying and harassment investigations, 
meetings and appeals through the bullying and harassment process. 


1.4. Risks and Implications 
The risk of not complying with this policy could result in unsuitable 
individuals working or volunteering at RNIB. Failure to comply with this 
policy may also expose RNIB to potential legal action with negative legal, 
financial or reputational consequences. 


1.5. Scope 
Who does this policy apply to? 
This policy applies to RNIB volunteers and employees of all levels on 
both fixed-term and permanent contracts. It also applies to agency 
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workers, contractors and casual workers. It does not form part of an 
employee’s contract of employment.  
 
Where an agency worker or a contractor is one of the parties in a 
bullying or harassment investigation, RNIB will follow the formal process 
set out in this policy but with flexibility, where considered necessary, to 
take into account the short-term nature of such contracts. 
 
This policy applies to bullying and harassment that occurs on or off RNIB 
premises, including external off-site meetings, training, fundraising, work 
social gatherings and/or other work events.  
 
The grievance policy should be used for complaints regarding work, 
working conditions, entitlements or rights at work.  
 
For bullying and harassment complaints relating to volunteers, please 
follow the ‘Problem Solving Procedure for Volunteers’. 
 
For bullying and harassment complaints relating to customers, please 
either refer to the Customer feedback policy or the staff guidance on 
handling challenging customer behaviour.  


1.6. Exceptions to this policy 
There are no exceptions to the policy.  
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2. Roles and responsibilities 
2.1. Volunteers 
Volunteers are expected to: 
• familiarise themselves and follow the RNIB Bullying and Harassment 


Policy 
• behave according to our Volunteering Commitment  
• provide their time and skills in a fair and reasonable way  
• make sure their own conduct does not cause offence or 


misunderstanding 
• discourage bullying or harassment, by making it clear that they find 


such behaviour unacceptable 


2.2. Employees, contractors and temporary workers 
Employees, contractors and any temporary workers are expected to: 
• familiarise themselves and follow the RNIB Bullying and Harassment 


Policy 
• behave according to RNIB’s values and the Professional Code of 


Behaviour 
• provide services in a fair and reasonable way  
• make sure their own conduct does not cause offence or 


misunderstanding 
• discourage bullying or harassment, by making it clear that they find 


such behaviour unacceptable 
• support colleagues who may be subjected to bullying or harassment. 


2.3. Managers 
Managers are responsible for: 
• setting appropriate workplace standards 
• ensuring they have regular reviews (at least monthly) with staff in their 


team. This will enable any issues or concerns to be tackled at an early 
stage   


• ensuring the working environment is free from bullying, harassment, 
discrimination and victimisation 


• treating all employees, workers and volunteers fairly and with respect  
• challenging bullying, harassment, discrimination and victimisation 
• examining their own behaviour and be aware of circumstances where 


staff may feel bullied, even if this was unintended  
• taking complaints of bullying, discrimination and victimisation 


seriously; dealing with them promptly and appropriately according to 
this policy 



https://rnib.sharepoint.com/:w:/r/sites/YourRNIB/_layouts/15/Doc.aspx?sourcedoc=%7B0625B573-0D4B-4023-BA4B-06322A07FE56%7D&file=7.%20RNIB%20Values%20and%20Behaviours%202018.docx&action=default&mobileredirect=true&DefaultItemOpen=1

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7B0062728A-CE4D-4287-BF1A-5928FEE549F0%7D&file=Professional%20Code%20of%20Behaviour%20Policy%20Dec%2019.docx&action=default&mobileredirect=true

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7B0062728A-CE4D-4287-BF1A-5928FEE549F0%7D&file=Professional%20Code%20of%20Behaviour%20Policy%20Dec%2019.docx&action=default&mobileredirect=true
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• encouraging staff to contact the Employee Assistance Provider (EAP) 
for additional support, where necessary. 


2.4. Human Resources 
The HR representative supporting the case is responsible for: 
• supporting and advising appointed managers responsible for 


conducting bullying and harassment investigations, meetings and 
appeals through the bullying and harassment process 


• ensuring that the correct procedure is followed 
• ensuring that allegations are thoroughly investigated by the 


Investigating Officer before any action is considered 
• attending formal meetings which may result in action being taken 


against an employee and appeal meetings 
• ensuring that any action is appropriate and proportionate to the 


conduct of the employee 
• reporting any concerns to the Head of HR where a Bullying and 


Harassment allegation results in a disciplinary case   
• keeping accurate records of the any process that may follow any 


formal action under this policy and supporting managers to keep to 
the timescales stated in the policy at each stage 


• ensuring that any records are held in a confidential manner and in 
accordance with the principles contained within the General Data 
Protection Regulations (2016/679 EU) and the Data Protection Act 
2018.  


2.5. Volunteering and Resourcing Team 
The Assistant Volunteering Manager supporting the case is responsible 
for:  
• following the correct procedure as set out in the Problem-Solving 


Procedure  
• supporting the volunteer who has raised the allegation through the 


procedure 
• ensuring allegations are thoroughly investigated before any action is 


considered  
• ensuring the investigation is documented and the findings, if any, are 


supported by reliable evidence  
• ensuring that any recommended action is appropriate and 


proportionate to the situation  
• ensuring that any records are held in a confidential manner and in 


accordance with the principles contained within the General Data 
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Protection Regulations (2016/679 EU) and the Data Protection Act 
2018.  


3. Definitions 
3.1. Bullying 
Bullying can be defined as offensive, intimidating, malicious or insulting 
behaviour, an abuse or misuse of power through means intended to 
undermine, humiliate, denigrate or injure the recipient. It may happen in 
public or in private. 
 
Where the complaint relates to a volunteer’s activities or employee’s 
work assigned by a manager, it is important to be clear about the 
difference between reasonable instruction and supervision given in order 
to improve performance and “bullying behaviour”. Examples of 
reasonable instruction/ supervision are: 
• setting realistic deadlines 
• making constructive criticisms as part of an appraisal or day-to-day 


working 
• progressing, chasing/monitoring of work with realistic timescales 
• setting out standards of acceptable behaviour and work performance 
• giving feedback on behaviours which are not appropriate 
• issuing and asking employees to comply with a reasonable instruction 
• invoking the Capability policy 
• invoking the Disciplinary policy 
 
Examples of bullying and harassment can be found in Appendix 1.  


3.2. Harassment 
The Equality Act 2010 defines harassment as an “unwanted conduct 
related to a protective characteristic which has the purpose or effect of 
violating an individual’s dignity or creating an intimidating, hostile, 
degrading, humiliating or offensive environment for that individual”. 
Harassment can also occur when an individual conduct’s themselves in a 
manner which is unwelcome, unwarranted and causes a detrimental 
effect on the recipient.  
 
The “protected characteristics” under the Equality Act 2010 are:  
• age 
• disability 
• gender reassignment 
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• marriage or civil partnership 
• pregnancy and maternity 
• race 
• religion or belief 
• sex 
• sexual orientation 
 
Harassment is unlawful and may be the subject of criminal or civil 
proceedings. It's still unlawful even if the person being harassed does 
not ask for it to stop. 
 
The law on harassment also applies to: 


• a person being harassed because they are thought to have a certain 
protected characteristic when they do not (harassment by perception) 


• a person being harassed because they’re linked to someone with a 
certain protected characteristic (harassment by association) 


• a person who witnesses harassment because of a protected 
characteristic and is upset by it, even though it is not directed at them. 


3.3. Victimisation 
Victimisation can occur where an employee raises a concern or 
complaint under the Equality Act and, as a result of doing so, is treated 
less favourably or subjected to detrimental treatment, irrespective of 
whether the complaint was upheld. Victimisation can also occur where 
someone supporting a person making a complaint under the Act is 
treated less favourably.  


4. Statements of the Policy  
RNIB is committed to creating an inclusive, fair culture where bullying 
and harassment will not be tolerated. This policy sets out the procedures 
for dealing with such complaints, concerns and behaviours.  
 
Everyone has the right to be treated with dignity, fairness and respect, 
and are expected to behave in a way that is fair and respects others. A 
harmonious and supportive working environment is essential to ensuring 
that everyone behaves and works in an appropriate way towards one 
another. It is essential that no employee, worker or volunteer feels 
intimidated or threatened because of their protected characteristic (see 
section 3.2) or for any other reason. 
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Bullying and harassment is unlawful and will not be tolerated. This 
includes victimisation of individuals who make complaints relating to 
bullying and harassment or those associated with anyone who makes a 
complaint.  
 
Complaints raised will be investigated and dealt with, whether or not the 
person raising the complaint submitted to or rejected a particular 
instance of harassment.  
 
Malicious or vexatious allegations of bullying or harassment will be dealt 
with under the disciplinary policy. 


4.1. Principles of bullying and harassment policy 
The bullying and harassment procedures are based on the following 
principles: 
• The relevant HR Business Partner should be informed of all 


bullying/harassment complaints raised. They will provide advice to 
managers and employees to ensure the procedures are correctly 
followed and that the outcome is fair and consistent. 


• The Volunteering and Resourcing team should be informed of all 
bullying/harassment complaints raised by or about a volunteer. They 
will provide advice to the manager to ensure the procedures are 
correctly followed and that the outcome is fair and consistent.  


• All complaints will be reviewed and investigated by someone impartial 
from within the organisation. 


• Managers and Investigation Officers involved in formal procedures 
and meetings must ensure that any outcomes and recommendations 
arising are documented and implemented, including feedback to all 
individuals involved. 


• Confidentiality must be maintained by everyone involved in the case. 
Discussions about a case must only occur between those involved or 
those supporting with the investigation including the Investigation 
Officer, line manager or volunteer manager and other relevant senior 
managers who are providing guidance and recommendations based 
on their role within RNIB. Discussions can also occur between the 
employee and their trade union representative or work colleague who 
is supporting them.  


• All written records will be treated as confidential and kept no longer 
than is necessary in line with the General Data Protection Regulations 
(2016/679 EU) and the Data Protection Act 2018. Any confidentiality 
breaches may lead to disciplinary action. More information can be 
found on the Information Governance pages on RNIB Policies.  
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• Volunteers and employees have the right to be accompanied at all 
formal meetings by a work colleague or a trade union representative. 


• Any reasonable adjustments required, for all parties, will be 
considered at all stages of the procedure.  


• Although every effort will be made to comply with the set timescales, 
there may be times where they are extended due to the nature or 
circumstances of the case. 


• Staff and volunteers are encouraged to raise any concerns 
/complaints in a timely manner where possible (and within 3 months of 
the alleged incident (s) or actions.  Where a formal complaint relates 
to an incident(s) that occurred a significant amount of time before it 
being raised, RNIB reserves the right to not consider the complaint. 
This is due to the fact that gathering evidence may not be possible. 
This will be considered on a case-by-case basis.  


• The recording of meetings is not allowed, except in circumstances 
where this has been previously agreed as a part of a reasonable 
adjustment process, and any covert recording may constitute a 
disciplinary offence.  


4.2. Informal resolution 
Every effort will be made to resolve the matter by informal discussions in 
order to best maintain good working relationships. Managers should 
meet regularly with employees and be in regular contact with volunteers, 
to give them the opportunity to openly discuss any concerns that they 
may have and to support the employee to come to a possible resolution. 
Please refer to Appendix 2 for guidance. 
 
Serious concerns should be dealt with using the formal procedure.  


4.3. Raising a complaint 
Complaints of bullying or harassment should be raised with the 
employee’s manager or with their manager’s immediate manager where 
the complaint involves their manager. Alternatively, the complaint can be 
raised with their HR Business Partner. It is in the interest of all 
employees to raise concerns as soon as possible, as this will allow the 
concerns to be addressed effectively.  
 
The relevant manager or the HR Business Partner will meet with the 
employee raising the complaint to discuss the issue, normally within five 
working days of the complaint being made. If raised with the manager, 
HR will be informed.  
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The Problem Solving procedure for volunteers should be followed for any 
complaint or concern about a volunteer.  


4.4. Considering the complaint 
Once aware, HR will advise the manager to objectively consider the 
complaint, taking into account:  
• the allegations made 
• whether they should speak to the person the complaint is against to 


obtain their version of events. This may not always be required and 
would depend on the individual circumstances 


• whether the perception of the person raising the complaint is 
reasonable in the circumstances  


• whether there may be any motives behind the allegations. 
 


If, after looking into the complaint, the manager and/or the relevant HR 
representative consider there is no evidence to support it, the person 
raising the complaint will be advised of this. 
 
If after investigating the complaint the manager and/or the relevant HR 
representative feel that the concern may be legitimate, they will discuss 
this, as well as the options available to resolve it. 


4.5. Voluntary informal action 
The following voluntary informal actions may be considered, and the 
manager will inform the employee raising the complaint of what actions 
will be taken. The relevant HR representative will be informed of the 
actions to be taken.  


4.5.1 Individual action 
The employee raising the complaint should arrange to meet privately 
with the person the complaint is against. They should clearly explain the 
behaviour that is causing concern and provide examples, making it clear 
that it caused offence and that it should stop.  


4.5.2 A facilitated meeting 
A meeting could be held with the support of the line manager (or another 
manager if the allegation is against the line manager). The facilitating 
manager should arrange a suitable time and place to meet, where a 
conversation can be held informally with both parties privately and 
without interruption. The supporting manager should facilitate a 
conversation between both parties with the aim of resolving the issue. 
Both parties will be given the opportunity to respond and suggest ways 
they feel the concerns can be resolved.  
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4.5.3 Mediation 
Mediation is a process in which an independent trained mediator assists 
individuals or groups to resolve their dispute and arrive at an agreeable 
outcome. 
 
Where an independent internal mediator is not available, a suitable 
external mediator may be appointed. It is recommended that mediation is 
used at the informal stage; however, it can be used at any stage of the 
process. 
 
All employees involved need to agree to using mediation prior to it being 
organised.  
 
Mediation can be organised by speaking to an HR Business Partner.  
 
If concerns raised are of a more serious nature that the informal 
approaches are unlikely to resolve, moving straight to the formal 
procedure may be more appropriate. 
 


4.5.4 Employee assistance programme (EAP) 
The Employee Assistance Programme is a useful source of support for 
employees facing difficulties. It is a free, confidential service, available 24 
hours a day, 7 days a week to all RNIB employees and their immediate 
family members (living in the same household). 
 
It provides unlimited access to support, information, professional 
guidance and, where appropriate, short term counselling on any work or 
personal issue which may be causing concern. 
 
RNIB employees can call any time of the day or night on 0800 030 5182 
or +44 1506 700107 from outside the UK. More information is available 
on the intranet. 
 
Useful information can also be sought from the website 
www.healthassuredeap.co.uk . The user name is “RNIB” and the 
password is “RNIB”. 


5. Formal procedure 
If after exploring or using informal approaches, the employee is still 
dissatisfied or the concerns continue, the formal procedure should be 
used.  



http://www.healthassuredeap.co.uk/
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The formal procedures should also be used for cases where the 
concerns are of a very serious nature and in these circumstances; the 
informal stage can be skipped. The features of the formal procedure are:  


5.1. The right to be accompanied 
Employees have the right to be accompanied to formal meetings, by a 
work colleague or a trade union representative. If the employee has 
chosen not to be represented, this will be confirmed in the meeting.  
Employees also have the right to be accompanied to investigation 
interviews, by a work colleague or trade union representative, that may 
occur during the investigation process. This applies to both parties.  
 
The role of the accompanying person is to: 
• support the employee throughout the process 
• help the employee to present and summarise the case 
• confer with the employee during the meeting when responding to 


views expressed at the formal meetings 
 
The accompanying person cannot answer any questions that have been 
asked directly to the employee.  


5.2. Non-attendance at formal meetings 
Reasonable notice of all meetings will be given. If an employee or the 
accompanying person is unable to attend the meeting for unforeseeable 
reasons, the meeting will be rearranged. The employee can suggest a 
more suitable day, no more than five working days after the original 
meeting date, provided all other parties can attend. If the meeting does 
not take place on the second occasion, the person holding the meeting is 
not obliged to arrange a third meeting.  
 
If any employee fails to attend the meeting without good reason and 
there is no valid cause to further delay the meetings, the person chairing 
the meeting may consider the details available and reach a decision in 
the employee’s absence.  


5.3. Records 
Records will be kept in the employee’s HR file detailing: 
• nature of the concerns raised 
• employer’s response 
• action taken and reason for action taken 
• whether there was an appeal and, if so, the outcome. 
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All records will be kept confidentially, for no longer than necessary and 
will be used lawfully in line with the General Data Protection Regulations 
(2016/679 EU) and the Data Protection Act 2018. 


5.4. Suspension 
Suspension of an employee is a neutral act to give time for a full and fair 
investigation to take place. It doesn’t in itself constitute disciplinary 
action. 
  
In cases of serious suspected bullying or harassment it may be 
necessary to suspend the employee complained about (usually on full 
pay and conditions) before a decision about action is taken. 
 
Circumstances where an employee may be suspended on full pay 
include where: 
• a “cooling off” period is appropriate 
• the employer has grounds to believe that the employee might 


deliberately cause damage if allowed to remain at the workplace, for 
example damage to the computer network 


• the employee's continuing presence at work might prejudice the 
investigation in some way 


• the employee has acted in a violent way or threatened violence 
• the continued presence of an employee is not in the best interests of 


the employee, the manager, other staff or the service generally 
• the incident may be so serious that summary (instant) dismissal could 


be the outcome, for example if he or she is suspected of theft or 
bribery 


• an incident/allegation which harmed or placed a child or vulnerable 
adult at risk (there is a legal requirement for “harm” to be defined as 
covering a wide range of situations, from physical abuse to the 
accidental failure to administer medication).  


5.4.1 Considering whether to suspend an employee 
The manager, in conjunction with their HR Business Partner, will make 
the decision whether to suspend.  
 
The manager will speak to the employee about the reasons for 
suspension and the decision will be confirmed in writing within five 
working days. The letter should state that the suspension is 
precautionary, pending the outcome of the investigation and advise the 
employee of: 
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• the reasons for suspension (the allegations against them) and 
possible disciplinary sanction if the allegations are proven 


• the terms and expected duration of the suspension and the frequency 
at which it will be reviewed 


• that the suspension is on full pay 
• that the action of suspension does not imply guilt or that a decision 


about the outcome has been reached 
• that the employee must be contactable, but not attend the workplace 


or contact work colleagues unless required to do so by their manager 
• that the employee should ask permission from their manager to 


access work related files or personal material from RNIB premises 
whilst they are suspended 


• that usual reporting procedures should still be followed, for example if 
they are sick whilst on suspension 


• that the employee should not seek to influence anyone involved in the 
investigation. 


5.4.2 During the suspension 
Whilst an employee is suspended: 
• the manager will communicate with them regularly, keeping them 


informed of the status of the suspension and progress of the 
investigation 


• the employee will not take alternative paid employment and must be 
available to assist with or participate in the investigation 


• the employee will speak to their manager to confirm any sickness and 
annual leave. 


5.5. Submitting a complaint 
A formal complaint is most suitable if informal action has not resolved the 
issues or the concerns are of a highly serious nature which requires 
more immediate action. The person raising the concerns should make a 
formal written complaint, providing as much information as possible, 
including dates, times and the names of any witnesses. If relevant, 
details of any informal action taken should also be included.  
 
The individual should address the letter to their HR Business Partner, 
who will nominate a manager to lead the case. The nominated manager 
will have no previous knowledge of the case and will keep the HR 
Business Partner updated.  
 
All parties involved will have HR support for advice on procedural issues. 
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5.6. Investigating a complaint 
All complaints of bullying or harassment will be investigated to establish 
further information and gather evidence. This also applies to complaints 
that relate to bullying or harassment where the receiver did not react or 
respond. Please refer to guidance for managers on conducting a 
bullying/ harassment investigation which is available from HR.  
 
Once a formal complaint has been received, the nominated manager will 
carefully review the information and evidence submitted with the support 
of the HR Business Partner.  
 
The level of investigation depends on how much information the 
manager needs in order to determine whether the complaint is upheld or 
not. 


5.6.1 Meeting with the person raising the complaint 
The nominated manager, in their capacity as Investigation Officer, will 
write to the person raising the complaint normally within five working 
days of receiving the complaint letter and giving at least five days’ notice 
of the meeting with details of:  
• the purpose of the meeting 
• the date, time and venue of the meeting 
• any evidence, in addition to that already provided should be submitted 


to the nominated manager within three working days of the meeting 
• information about requesting reasonable adjustments if required. 
 
There may be occasions where these timescales are adjusted to account 
for circumstances relating to the complaint or complainant such as a 
complainant request to remain anonymous. Any exceptions to these 
timescales should be communicated to those involved as appropriate.  
 
The meeting will be held in private and without interruption. The 
nominated manager will allow the person raising the concerns to discuss 
the complaint and may ask questions regarding the information provided.  
 
Employees have the right to be accompanied, by a work colleague or 
trade union representative, to investigation interviews.  


5.6.2 Meeting with the individual(s) complained against 
RNIB recognises that being accused of harassment, bullying or 
victimisation can be stressful and upsetting. HR Business Partners will 
be available to support anyone complained against. Additionally, the 
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Employee Assistance Programme is available to all employees and is a 
good source of support. See section 4.5.4 for more information.  
 
The meeting will be held to advise the person of the complaint against 
them, to allow the nominated manager to ask questions regarding the 
information submitted and will allow the person who the alleged bullying 
or harassment was against to discuss the complaint and ask any 
questions.  
 
The nominated manager will write to the individual(s) the complaint is 
against giving at least five days’ notice of the meeting with details of:  
• the purpose of the meeting 
• the date, time and venue of the meeting 
• any evidence 
• information about requesting reasonable adjustments if required. 
 
Employees have the right to be accompanied, by a work colleague or 
trade union representative, to investigation interviews.  


5.7. Outcomes 
Having investigated the complaint, the nominated manager will consider 
whether the evidence provides sufficient details to support the complaint.  
The evidence will be compiled in an investigation report. This will be 
discussed with the relevant HR Business Partner to make a decision on 
the course of action.  
 
The nominated manager will feed back the outcome of the investigation 
to the person(s) who raised the complaint and the person(s) the 
complaint is against following the conclusion of the investigation. In most 
circumstances this will be verbal and followed up in writing.  


5.7.1 Where the evidence does not support the complaint (No case 
to answer) 
Where the nominated manager considers that the evidence is 
inadequate and does not support the complaint, the nominated manager 
will explain why this is the case and advise that the matter will not 
progress any further formally. If appropriate, the letter will encourage the 
person raising the complaint to consider options for informal resolution. If 
informal resolution is agreed, parties may be invited to separate 
meetings or a joint facilitated meeting (either with a nominated manager 
or a third party) to agree a way forward (for example, mediation) to help 
restore the working relationship (where relevant) in a professional 
manner.  
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5.7.2 Where the evidence supports the complaint (Case to answer) 
Where the nominated manager considers that there is sufficient evidence 
to support the allegation (case to answer), he/she should inform the 
person raising the complaint that the person complained about will be 
invited to a meeting to discuss the complaint, evidence and next steps. 
Providing they are an employee, the person the complaint is against will 
be informed at the outcome meeting that RNIB’s Disciplinary policy will 
be followed from this stage (see the Disciplinary policy for more 
information).  
 
For non-employees, other actions may be taken, depending on their 
relationship with RNIB. 


5.7.3 Malicious or vexatious allegations 
If the nominated manager’s decision is that the person raising the 
complaint has made malicious or vexatious allegations, the Disciplinary 
policy will be invoked. This only applies to employees. 
 
Employees will receive a letter inviting them to a disciplinary investigation 
meeting. The appropriate action will be taken for non-employees, 
depending on the circumstances.  


5.8. Appeals 
If either party is dissatisfied with the outcome of the complaint, they are 
entitled to appeal. The appeal must be lodged in writing to the Head of 
HR within 5 working days (7 calendar days) of the receipt of the outcome 
letter. The outcome of the appeal is final. 
  
The purpose of an appeal is to hold an independent review of the 
outcome of the bullying and harassment decision and any new 
documentation submitted. It is not intended to rehear the case and 
previously reviewed documentation.  
 
HR will confirm receipt of the appeal by writing to the employee and the 
appeal meeting will be arranged with reasonable notice. This will be in 
writing and will detail the date, time and location of the meeting and the 
right to be accompanied by a trade union representative or work 
colleague.  
 
The HR Business Partner will appoint someone to chair and manage the 
appeal. Ideally this individual will be of a more senior level than the 
nominated manager. The person hearing the appeal may invite the 
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nominated manager to the appeal meeting to present evidence in 
respect of the original decision. The outcome of the appeal is final.  


6. Compliance 
Non-compliance with this policy may result in disciplinary action. 


7. Review 
This policy is due for review every 3 years or following any significant 
organisational changes.  
Next review date: 31 July 2023 
Policy review / update process:  
Policies will be reviewed by the HR Business Partnering team. After 
appropriate consultation, the final draft of the policy will be approved by 
the Director of People and Organisational Transformation. 


8. Document Owner and Approval 
Document owner: Human Resources 
 
Final policy sign off by: Director of People and Organisational 
Transformation   


9. Associated Policies, Procedures, Standards and 
Guidelines 


Disciplinary Policy available here 
Equal Opportunities Policy available here 
Grievance Policy available here 
Problem Solving Procedure for Volunteers available here  
Professional Code of Behaviour available here 
Safeguarding Policies and Guidance available here 
Volunteering Commitment available here  


10. Version control 
The table has five columns and six rows, first row headings. 


Version Date Author & 
Job Title 


Status & Level 
of Approval Changes 


1.0 July 
2010 


Unknown Unknown  



https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7B252F8BD6-907A-4756-9006-A436666B676C%7D&file=Disciplinary_Policy.docx&action=default&mobileredirect=true

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7B15F8DE22-81A5-4E06-842E-DEDAA9E31BA9%7D&file=Equal%20Opportunities%20Policy%20Apr19.docx&action=default&mobileredirect=true

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7B3BF293C0-82F0-4559-9281-9AEBB8683D25%7D&file=Grievance_Policy.docx&action=default&mobileredirect=true

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7BF992AF8B-15AB-4145-B999-FAF664190091%7D&file=Volunteer%20Problem%20Solving%20Procedure%20August%202019.docx&action=default&mobileredirect=true&DefaultItemOpen=1

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7B0062728A-CE4D-4287-BF1A-5928FEE549F0%7D&file=Professional%20Code%20of%20Behaviour%20Policy%20Dec%2019.docx&action=default&mobileredirect=true

https://rnib.sharepoint.com/sites/CentralSafeguardingHub/SitePages/Safeguarding-Policies-and-Guidance.aspx

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7B434DEB1C-5E50-4F04-8D1E-26646395D276%7D&file=RNIB%20Volunteer%20Commitment%20August%202019.docx&action=default&mobileredirect=true&cid=d40dd002-e718-4dfb-830f-99a2ef6887a9
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2.0 August 
2017 


Lindsay 
Pitcher, 
Diversity 
and 
Inclusion 
Advisor 


Head of HR Entire policy revised 
and updated 


3.0 Februar
y 2019 


Jo Keller, 
Volunteerin
g and 
Resourcing 
Manager 


Head of HR Volunteers added to 
the scope of the 
policy 


4.0 July 
2019 


Louise 
Slattery, HR 
Business 
Partner 


Head of HR Outcome meeting 
removed/Updates to 
GDPR 
Legislation/Referenc
e to complainants 
requesting 
anonymity 


5.0 July 
2020 


Hannah 
McColgan, 
HR Project 
Manager 


Approved by 
Director of 
People & 
Organisational 
Transformatio
n 16 
September 
2020 (Went to 
People 
Committee on 
this date) 


Updated guidance 
on the right to be 
accompanied to 
investigation 
meetings (section 
5.6.2) 
Section included 
detailing the 
responsibilities for 
the Volunteering and 
Resourcing team 
Definitions on 
Harassment and 
Victimisation 
enhanced and 
brought in-line with 
ACAS guidelines 
The principals of the 
bullying and 
harassment policy 
clarified  
Reference and links 
to values and the 
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Professional Code of 
Behaviour, and 
removal of the 
previous ‘RNIB 
Dignity at Work 
Values’ 


 


11. Document control 
The table has two columns and nine rows. 
Document title Bullying and Harassment Policy 
Document owner Head of HR 
Originally approved by Director of People & Organisational 


Transformation (also went to People 
Committee 16 September 2020) 


Originally approved on 16 September 2020 
Approved by Director of People & Organisational 


Transformation (also went to People 
Committee 16 September 2020) 


Approved on 16 September 2020 
Planned review date 31 July 2023 
Is document published 
internally or on RNIB 
public-facing website? 


Internal 


Version no. 5.0 
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Appendix 1 - Examples of bullying and harassment  
Many forms of behaviour may constitute bullying and harassment and 
may occur in many ways such as face-to-face, written communication, 
email or telephone. The list below is not exhaustive but gives some 
examples of bullying and harassment: 
• Spreading malicious rumours or insulting someone (particularly on the 


grounds of a protected characteristic. See the Equal Opportunities 
policy for more information). 


• Victimisation or bullying of a whistle-blower. 
• Ridiculing or demeaning someone, for example, picking on them or 


setting them up to fail. 
• Making insulting or offensive comments or jokes. 
• Isolation or non-cooperation at work, exclusion from social activities or 


victimisation. 
• Copying emails that are critical about someone to others who do not 


need to know. 
• Withholding information that affects a person’s job. 
• Overbearing supervision or other misuse of power or position. 
• Deliberately undermining a competent worker by overloading and 


giving constant criticism. 
• Preventing individuals progressing by intentionally blocking promotion 


or training opportunities.  
• Making threats or comments about job security without foundation.  
• Putting someone down or deliberately embarrassing them. 
• Pointing a finger, invading personal space, shoving, blocking or 


barring the way. 
• Verbal and written harassment through to jokes, offensive remarks, 


inappropriate comments about dress or appearance, gossip, slander, 
sectarian songs, threats and letters.  


• Physical conduct, ranging from standing too close through to 
threatening or actually committing physical violence/serious assault. 


• Leaving offensive items around a person’s work area. 
• Coercion, including pressure for sexual favours, to participate in 


political/religious groups, to isolate other individuals.  
• Unwelcome sexual advances, for example touching in an intrusive 


way or standing too close; making decisions on the basis of sexual 
advances being accepted or rejected. 


• Visual displays, including offensive posters, pornographic pictures, 
graffiti, obscene gesture(s), flags, bunting or emblems. 
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Appendix 2 – Witnessing or being subject to 
unacceptable behaviour  
Bullying and harassment can happen over a course of time and can be 
very damaging to both individuals and team engagement. Therefore, 
RNIB encourage employees to not tolerate such behaviour or be afraid to 
report it and to do so as soon as possible. 
 
Whenever a volunteer or employee witnesses or is subject to, behaviour 
they find unacceptable, they should firstly: 
• Consider whether there has been a change of management or 


organisational style to which time may be needed to adjust to the new 
culture. 


• Request a review with their line manager (if this hasn’t taken place 
recently and where such issues could be discussed).  


• Try to approach the volunteer or employee concerned (with or without 
a colleague) and explain that they find the behaviour unwelcome; that 
it offends them or makes them feel uncomfortable. Often, this may be 
all that is needed. 


• Confide in another colleague or report the behaviour to their manager, 
(where the above is not possible) so someone else is aware of the 
problem and can offer support or advice in tackling the problem.  


• Record all incidents, including dates, times, any witnesses present 
and the way in which the behaviour has affected the volunteer or 
employee personally and whether it has had any impact on the work. 


• Consider contacting the Employee Assistance Programme (please 
refer to Section 4.5.4 of the policy). 


• If they are unable to resolve the issues, contact their HR Business 
partner or Volunteering and Resourcing team representative. 


 
 
End of document 
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Confidentiality code of conduct  
Purpose 
The aim of this document is to establish and describe 
organisational standards for the good practice of confidentiality in 
relation to information about people who use our services. 
 


Scope 
This code of conduct applies to any employee or volunteer working 
within the RNIB group of charities who is involved in: 
• delivering, 
• managing, 
• administration of, 
• planning, 
• collaborating with, or 
• reporting on 
any services provided by the RNIB group of charities for blind and 
partially-sighted people. 
 


My Conduct 
My Responsibilities 
As an employee or volunteer with the RNIB group of charities 
working in the context of service delivery, I will: 
• Be accountable and prepared to answer for my actions and 


decisions. 
• Promote and uphold the right to privacy and confidentiality 


which is owed to users of our services. 
• Use the resources available to me to inform my understanding 


of the duty of confidentiality and guide my decision-making in 
relation to the use of confidential information. 


• Collaborate with my colleagues and others to ensure that good 
practice for confidentiality is understood and adhered to. 


 







 


The Caldicott Principles 
The Caldicott Principles are a set of guiding principles for people 
working in health and social care provision, which describe how to 
apply the duty of confidentiality when working with information 
about individuals who receive care, support, treatment or advice.   
This code of conduct is based on the Caldicott Principles in order 
to align good practice within the RNIB group of charities to that of 
the wider health and social care sector. 
There are 7 Caldicott Principles, and they are all equally important. 
Because the duty of confidentiality is based on common law, the 
Caldicott Principles are not written into any specific legislation, 
however this does not mean that they are optional. If a breach of 
confidentiality occurred because the Caldicott Principles were not 
followed, then legal action could still be taken against the 
organisation or individual responsible for the breach. 
 


Justify the purpose 
“Every single proposed use or transfer of confidential 
personal data within or from an organisation should 
be clearly defined and scrutinised, with continuing 
uses regularly reviewed, by an appropriate guardian.” 


 
I must understand and be able to explain: 
What confidential information I am collecting, storing, using, 
sharing, or disclosing? 
• I keep records such as information asset registers and data flow 


maps that track how confidential information is used. 
Why is identifiable information needed? 
• I can provide an explanation as to why de-identified or 


anonymised information will not be sufficient and describe how 
the use of confidential identifiable information has been 
minimised as far as possible. 


How will the information be used? 
• I can show that I understand how the information will be used 


now and in the future, and be able to describe the steps I have 







taken to make sure that future uses of the information are 
related to the purpose it was collected for. 


How can I be sure the use of this information is fair and lawful? 
• I can provide evidence of the “privacy notice” that was given to 


the individual when the information was collected and explain 
how my use of the information is justified by the purposes 
described in the privacy notice. 


• I have checked that my use of confidential information is 
supported by appropriate legal grounds under the Data 
Protection Act for processing of personal data. 


 


Don’t use confidential, identifiable information unless 
it is necessary 


“Personally identifiable information items should not 
be included unless it is essential for the specified 
purpose(s) of that data flow. The need for individuals 
to be identified should be considered at each stage of 
satisfying the purpose(s).” 


 
When confidential information about service users is collected, 
stored, used to inform decisions, transferred, disclosed, retained or 
put to any other use, I always ask: 
“Is it strictly necessary for identifying details to be included at this 
stage?” 
• I do not include identifying details unless I am confident that it is 


absolutely necessary to do so. 
 


Use the minimum necessary identifiable information 
“Where use of confidential personal data is 
considered to be essential, the inclusion of each 
individual item of information should be considered 
and justified so that the minimum amount of 
identifiable information is transferred or accessible as 
is necessary for a given function to be carried out.” 


 







For each and every item of identifiable information, or set of details 
which allow identification of individuals when they are put together, 
I always ask: 
“Is it strictly necessary for this piece of information to be 
included?” 
“Why is this specific piece of information needed and how is its 
use justified?” 
• I can provide evidence for the necessity and justification for use 


of all items of personally-identifiable information where a duty of 
confidentiality is owed. 


I exclude items or sets of identifiable information if its inclusion 
cannot be explained and justified. 
• I have recorded my reasons for this decision and have made 


my conclusions available to others so as to inform their 
decision-making. 


 


Access to confidential personal data should be on a 
strict need-to-know basis 


Only those individuals who need access to identifiable 
information should have access to it, and they should 
only have access to the information items that they 
need to see. This may mean introducing access 
controls or splitting information flows where one 
information flow is used for several purposes. 


 
I am confident that I do not have access to confidential information 
which I don’t have a “need to know” justification for. 
• I can describe or provide evidence for the “need to know” 


requirements of my role, in relation to confidential information. 
• I can describe or find guidance about the process of requesting 


access to systems holding confidential information. 
I will report any concerns I may have that access to confidential 
information has been granted more widely than is justified. 
• I can describe or find guidance about how confidentiality 


concerns are reported. 
I regularly check confidential information that I am responsible for 
protecting, to ensure that there has been no unauthorised access. 







• I keep records of the checks I make and any follow-up queries 
or incident reports that arise. 


 


Everyone with access to confidential personal data 
information should be aware of their responsibilities 


“Action should be taken to ensure that those handling 
confidential personal data - both clinical and non-
clinical staff - are made fully aware of their 
responsibilities and obligations to respect 
confidentiality.” 


 
I have read the Introduction to Confidentiality and discussed with 
my manager or my team, how it applies to me. 
• I can describe the circumstances and processes in which I am 


likely to work with confidential information, and relate this to my 
role description. 


I know how to recognise a breach of confidentiality and how to 
report it. 
• I regularly review and update my knowledge about my duty of 


confidentiality to service users.  
• My training and development record shows that I have taken 


steps to keep my knowledge of confidentiality relevant and up to 
date. 


 


Understand and comply with the law 
“Every use of confidential personal data must be 
lawful. Someone in each organisation handling 
confidential personal data should be responsible for 
ensuring that the organisation complies with legal 
requirements.” 


I understand the difference between the duty of confidentiality and 
data protection law, and that I must comply with both. 
• I can describe the differences between confidentiality and data 


protection and explain the meaning of the phrases “confidential 
information” and “sensitive personal data”. 







• I can demonstrate that I only ask for consent to process 
personal data when there is no other condition that can be 
applied.  


• I can show that I have clearly explained to service users the 
circumstances in which disclosure of their information may need 
to be made even though they object.  


I have a clear understanding of the processes and checks that are 
needed to make sure that any new use of confidential information 
is fair and lawful 
• I can provide evidence that I have followed these processes 


and undertaken checks before re-using or re-purposing any 
confidential information. 


I do not use confidentiality as a shield to avoid accountability for 
my actions or decisions 
 


The duty to share information can be as important as 
the duty to protect confidentiality  


“Health and social care professionals should have the 
confidence to share information in the best interests of 
their service users within the framework set out by 
these principles. They should be supported by the 
policies of their employers, regulators and 
professional bodies.” 


 
I understand that confidentiality does not mean “absolute secrecy” 
and should not be a barrier to effective service provision. 
• I have records that show how information has been shared in a 


way that benefits the service user. 
I share confidential information appropriately, lawfully and 
effectively where I have the informed agreement of the individual, 
in order to support delivery of services to that person. 
• I have consent forms, privacy notices and entries in service 


user records that demonstrate how and when confidential 
information is shared. 


 







Declaration 
I understand that I must adhere to this code of conduct at all times 
and that I am bound by the duty of confidentiality even when I am 
outside the workplace or if I am no longer working for the RNIB 
group of charities. 
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Data Protection Policy 
 About this policy 


1.1. Purpose 
RNIB is committed to respecting the privacy and confidentiality of 
all customers, staff and volunteers.  This policy sets out how we do so, 
and how we will comply with Data Protection legislation. 


1.2. Benefits of policy being in place 
This policy sets out RNIB’s statutory responsibilities under data 
protection legislation. 


1.3. Embedding this policy 
The policy is supported by existing processes and training. It is overseen 
by the Information Governance Group, and assurance reporting is 
brought to this group monthly. 


1.4. Risks and Implications 
Failing to adhere to data protection legislation and good practice could 
put RNIB’s customers at risk. A breach of data protection, or failure to 
demonstrate good practice could put RNIB at risk of significant financial 
penalties as well as reputational damage. 


1.5. Scope 
Who does this policy apply to? 
This policy applies to anyone who accesses or uses RNIB data about 
customers, staff or volunteers.  
 
It also applies to all of RNIB’s subsidiary companies and charities that 
process personal data (as listed in Appendix 3 of this policy). 
 
What does this policy apply to? 
This policy applies to everything we do with information that identifies 
any living person. This includes how we collect, store, share, use and 
destroy such data.  
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1.6. Exceptions to this policy 
Any exception to this policy must be agreed by the relevant Information 
Asset Owner (See Appendix 1) and the Data Protection Officer. In case 
of dispute, this must be escalated to the Senior Information Risk Owner. 


1.7. Roles and responsibilities 
Roles and responsibilities are set out in full in Appendix 1. 


1.8. Definitions 
Personal data – any information relating to an identified or identifiable 
natural person ('data subject'); an identifiable natural person is one who 
can be identified, directly or indirectly, in particular by reference to an 
identifier such as a name, an identification number, location data, an 
online identifier or to one or more factors specific to the physical, 
physiological, genetic, mental, economic, cultural or social identity of that 
natural person.  


  
Special categories of personal data – personal data revealing racial or 
ethnic origin, political opinions, religious or philosophical beliefs, or trade-
union membership, and the processing of genetic data, biometric data 
for the purpose of uniquely identifying a natural person, data concerning 
health or data concerning a natural person's sex life or sexual 
orientation.  


  
Data controller – the natural or legal person, public authority, agency or 
other body which, alone or jointly with others, determines the purposes 
and means of the processing of personal data; where the purposes and 
means of such processing are determined by Union or Member State 
law, the controller or the specific criteria for its nomination may be 
provided for by Union or Member State law.  


  
Data subject – any living individual who is the subject of personal data 
held by an organisation.  


  
Processing – any operation or set of operations which is performed on 
personal data or on sets of personal data, whether or not by automated 
means, such as collection, recording, organisation, structuring, storage, 
adaptation or alteration, retrieval, consultation, use, disclosure by 
transmission, dissemination or otherwise making available, alignment or 
combination, restriction, erasure or destruction.  
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Data breach – a breach of security leading to the accidental, or unlawful, 
destruction, loss, alteration, unauthorised disclosure of, or access to, 
personal data transmitted, stored or otherwise processed. There is an 
obligation on the controller to report personal data breaches to the 
supervisory authority and where the breach is likely to adversely affect 
the personal data or privacy of the data subject.  


  
Data subject consent - means any freely given, specific, informed and 
unambiguous indication of the data subject's wishes by which he or she, 
by a statement or by a clear affirmative action, signifies agreement to the 
processing of personal data.  


   
Third party – a natural or legal person, public authority, agency or body 
other than the data subject, controller, processor and persons who, 
under the direct authority of the controller or processor, are authorised to 
process personal data.  


 Statements of the Policy  
2.1. RNIB and subsidiaries are registered data controllers 
RNIB makes decisions about how personal data is processed, and has 
agreements in place with its subsidiaries about how their data is 
processed and shared.   The ICO registration details of RNIB and each 
subsidiary are set out in Appendix 3. 


2.2. RNIB has clear roles and responsibilities to manage 
data 


RNIB has a governance structure and written roles and responsibilities 
for the management of personal data. These are set out in Appendix 1.  


2.3. RNIB will be transparent about our reasons for 
processing people’s data 


We hold records of the reasons for which we hold and use personal data 
through our Records of Personal Data Processing Activities (ROPA). The 
ROPA is owned and maintained by each Information Asset Owner and 
overseen by the Information Governance Team. The ROPA holds a full 
account of where data is held, as well as RNIB’s legal basis for 
processing data as part of each business activity. 
  
We will provide clear information to customers and staff about what we 
do with the data we hold about them through our Privacy Notices. 
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2.4. RNIB will respond to all queries about Data Subjects 
Rights 


All individuals have legal rights relating to the information that we hold 
about them. These are set out in law, and can be found in Appendix 2. 
The Information Governance Team is responsible for the group-wide 
processes to deliver data subjects’ rights. 
  
Requests for copies of personal data, or complaints about the way that 
RNIB has processed people’s personal data, must be forwarded to the 
Information Governance Team by emailing: 
dataprotectionofficer@rnib.org.uk 


2.5. RNIB will manage people’s data securely 
We will take appropriate measures to prevent unauthorised processing of 
personal data, accidental loss or destruction of, or damage to, 
people’s personal data. Information relating to our customers, staff and 
volunteers is stored securely and only made accessible to authorised 
and trained staff and volunteers.  
  
RNIB has a set of Information Security policies as well as a Physical 
Security Policy which can be found in RNIB’s policy site. These set out 
the standards we apply to how data is stored and accessed, along with 
our security standards, including the use of passwords and encryption.  
  
RNIB will conduct a Privacy Risk Assessment when changing the way 
personal data is collected, stored or used. 
 
RNIB will ensure that business continuity measures are in place for our 
information assets. Business continuity measures will be agreed on a 
risk basis, and are owned by RNIB’s Major Incident Response Team 
(MIRT). 


2.6. Management of breaches, incidents and near misses 
2.6.1 Any suspected incident or breach must be reported 
An information security incident is any event that has the potential to 
affect the confidentiality, integrity or availability of our information, in any 
format, or IT systems in which this information is held. Any suspected 
breach or incident must be reported immediately by emailing the data 
protection mailbox: dataprotectionofficer@rnib.org.uk  
 



mailto:dataprotectionofficer@rnib.org.uk

https://rnib.sharepoint.com/sites/DocumentControl/Shared%20Documents/Forms/AllItems.aspx

https://rnib.sharepoint.com/sites/RNIBPolicies/Shared%20Documents/Forms/AllItems.aspx?csf=1&e=DZxpSb&cid=90e1723b%2Db591%2D495f%2Da660%2D4b4e08294c27&FolderCTID=0x0120006D48925B9C9ED643AB3ADA2DB5940198&id=%2Fsites%2FRNIBPolicies%2FShared%20Documents%2FInformation%20Governance%2FPrivacy%20Risk%20Assessment&viewid=ab64bdd4%2Dbeab%2D4245%2D89f7%2Dcb3c247fa144

mailto:dataprotectionofficer@rnib.org.uk
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If the incident clearly relates to the functioning of an IT system, or an IT 
failure or concern, they should contact the IT helpdesk directly by 
phoning: 01733 375375 


2.6.2 The Information Security Manager 
The Information Security Manager is responsible for leading the 
investigation and resolution of incidents that relate to IT systems and 
network security incidents and suspected breaches of RNIB’s Acceptable 
Use Policy. 
 
These will be managed in line with the Information Security Incident 
Policy. 
 
In all cases where a suspected incident involves personal data, they or 
their nominee will inform the Information Governance Manager 
immediately to investigate and resolve the issue. 


2.6.3 The Information Governance Manager 
The Information Governance Manager, who is also the Data Protection 
Officer, is responsible for investigating and recommending appropriate 
action in response to any suspected breaches of personal data security 
and will have oversight of action to be taken in response to loss or 
compromise of personal data, or systems and devices containing such 
information.  
• In the case of any incident that involves personal data, the Information 


Governance Manager will request that an Incident Form is completed. 
• The Information Governance Manager is responsible for liaising with 


the Information Commissioner’s Office and reporting breaches in line 
with regulatory requirements to report any data breach that is likely to 
result in a risk to the rights and freedoms of data subjects within 72 
hours of discovery. 


2.6.4  Defining and reporting a ‘personal data breach’ 
A personal data breach is “a breach of security leading to the accidental 
or unlawful destruction, loss, alteration, unauthorised disclosure of, or 
access to, personal data transmitted, stored or otherwise processed in 
connection with the provision of a public electronic communications 
service ”. 
 
A personal data breach may mean that someone other than the data 
controller gets unauthorised access to personal data. But a personal 
data breach can also occur if there is unauthorised access within an 
organisation, or if a data controller’s own employee accidentally alters or 
deletes personal data. 
 







Finance Directorate / Information Governance Team                       6 
Data Protection Policy v5.2 
 


A breach of personal data will be notified to the Information 
Commissioner’s Office through its online form within 24 hours of 
discovery. 
 
Other regulators, including the Charity Commissioners, will be notified of 
data breaches or security incidents as appropriate. 


2.6.5 Learning from incidents, breaches and near misses 
The Information Security Manager and Information Governance Manager 
will provide regular reporting to the Information Governance Group and 
the Executive Leadership Team. . 


2.7. RNIB will ensure that Direct Marketing is compliant 
with legislative requirements 


All direct marketing must be reviewed and approved by the Direct 
marketing group. All staff are trained to contact 
directmarketingreports@rnib.org.uk if planning direct marketing. 


2.8. RNIB will ensure all staff understand their 
responsibilities 


The Information Governance Manager will produce and manage a 
Training Needs Analysis, which will set out the privacy and security 
training required by each group of staff in RNIB, and the frequency of 
such training.  
   
The Information Governance Group will maintain oversight for the 
delivery of training against the Training Needs Analysis.  
     
Information Asset Owners are responsible for making sure that staff in 
their areas complete this training, and that staff understand how this 
applies to their work  
 
RNIB will hold auditable training records for completion of Privacy and 
Security training. Reporting of training uptake will be provided to the 
Information Governance Group and the Executive Leadership Team  
 
Formal training will be supplemented with communications campaigns to 
draw attention to changes or areas of specific risk.   


2.9. RNIB will ensure that third parties process personal 
data in line with a written agreement 


In any case where a third party collects, stores or manages personal 
data on our behalf, RNIB will ensure that there is a written agreement in 



mailto:directmarketingreports@rnib.org.uk

https://rnib.sharepoint.com/:w:/s/InformationGovernance/EfLPnv0fbiZFuo4uDXpHXAMBzdFOmWqssnFbwlstuULNxA?e=NUySEn
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place with that organisation, which must be reviewed by RNIB’s Legal 
team. 


2.10. Data Protection and Safeguarding 
Every member of staff has a role to play in RNIB’s Safeguarding 
approach. Any member of staff who has a safeguarding concern must 
record the information or allegation briefly, factually and accurately and 
then follow RNIB’s Safeguarding Policy 


 Review 
This policy is due for review every year or following any relevant and 
significant organisational or legislative change if earlier. 
Next review date: 31/5/2022 


 Document Owner and Approval 
Document owner: Sinead Mulready – Information Governance Manager 
Final policy sign off by: Director of Finance 


 Associated Policies, Procedures, Standards and 
Guidelines 


The associated procedures, standards and guidance is set out in the 
table below which consists of one column and 15 rows. 
 
Name of process/standard or guidance document 


Maintaining the ROPA 


Data breach management 


Reporting a breach or incident form 


Data Subject Rights Guidance 


Data Transport Standard 


Building checks - data security 


Guidance and standards for data sharing 


RNIB Standard on managing shared mailboxes 



https://rnib.sharepoint.com/:w:/r/sites/RNIBRecordofProcessingActivities/Shared%20Documents/1.%20Guidance%20and%20Information/Maintaining%20the%20ROPA.docx?d=w24393192f4ba430387dc31dbadd3aece&csf=1&web=1&e=UAkuYG

https://rnib.sharepoint.com/:w:/r/sites/IGTeam/_layouts/15/Doc.aspx?sourcedoc=%7B80C2975B-5DE2-4F85-9608-D2FAE83D985A%7D&file=Security%20Incidents%20Process%20(internal).docx&action=default&mobileredirect=true

https://rnib.sharepoint.com/sites/DocumentControl/Policy%20Supporting%20Documents/Forms/AllItems.aspx?newTargetListUrl=%2Fsites%2FDocumentControl%2FPolicy%20Supporting%20Documents&viewpath=%2Fsites%2FDocumentControl%2FPolicy%20Supporting%20Documents%2FForms%2FAllItems%2Easpx&viewid=a084ebc3%2Dd36a%2D4086%2Da283%2Dfbfb7c987362&id=%2Fsites%2FDocumentControl%2FPolicy%20Supporting%20Documents%2FInformation%20Governance%2F0%2E%20Form%20%2D%20reporting%20a%20breach%20or%20incident

https://rnib.sharepoint.com/:w:/r/sites/DocumentControl/_layouts/15/Doc.aspx?sourcedoc=%7BE2BEC55D-3BF8-442B-AD7A-FC662F4759AD%7D&file=Data%20Transport%20Standard%20v1.0.docx&action=default&mobileredirect=true
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Redaction standard 


Returned mail standard 


Ad hoc data sharing with regulatory bodies standard 


Lawful bases for processing data 


Privacy Risk assessment template and guidance 


Transferring or closing a service - guidance and checklist 


 Appendix 1 Privacy and Security Roles and 
Responsibilities 


 
Senior Information Risk Owner 
 
The Senior Information Risk Owner is the executive sponsor for privacy 
and security at RNIB, and is the chair of the Information Governance 
Group. The Director of Finance, Performance and Technology acts in 
this role. In this role, they: 


• Provide strategic guidance and input to Management and 
Executive Leadership Team discussions 


• Take ownership and ensure the implementation of RNIB’s 
information risk approach, related policies and risk 
assessment processes  


• Act as an advocate of information risk and governance 
• Advise the Chief Executive or Head of Trustees on any public 


information risk statements or reports they issue 
• Provide executive ownership of RNIB’s information incident 


management framework 
• Act as final arbiter / decision maker for any information 


governance issues that cannot be resolved by the 
Information Governance Group. 


 
Information Asset Owners 
 
Information Asset Owners must be of sufficient seniority to carry out the 
role. In RNIB, Heads of Service who report directly into a member of the 
Executive leadership Team are designated as Information Asset Owners 
(IAOs). If there is a gap in cover for any reason the Director is 
responsible until another member of staff of sufficient seniority is 
appointed or identified.  
  



https://rnib.sharepoint.com/sites/DocumentControl/Policy%20Supporting%20Documents/Forms/AllItems.aspx?viewid=a084ebc3%2Dd36a%2D4086%2Da283%2Dfbfb7c987362&id=%2Fsites%2FDocumentControl%2FPolicy%20Supporting%20Documents%2FInformation%20Governance%2FLawful%20Reasons%20for%20Processing%20Data%20and%20Legitimate%20Interest%20Template

https://rnib.sharepoint.com/sites/InformationGovernance/Shared%20Documents/Forms/AllItems.aspx?viewid=6166af73%2Da0ce%2D4d38%2D9548%2Db45d11ad4dce&id=%2Fsites%2FInformationGovernance%2FShared%20Documents%2FGeneral%2FPrivacy%20Risk%20Assessments%2F1%2E%20Template%20and%20Guidance

https://rnib.sharepoint.com/sites/DocumentControl/Policy%20Supporting%20Documents/Forms/AllItems.aspx?newTargetListUrl=%2Fsites%2FDocumentControl%2FPolicy%20Supporting%20Documents&viewpath=%2Fsites%2FDocumentControl%2FPolicy%20Supporting%20Documents%2FForms%2FAllItems%2Easpx&viewid=a084ebc3%2Dd36a%2D4086%2Da283%2Dfbfb7c987362&id=%2Fsites%2FDocumentControl%2FPolicy%20Supporting%20Documents%2FInformation%20Governance%2FTransferring%20a%20service%20to%20another%20organisation%20%E2%80%93%20privacy%20and%20security%20standard
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As a Head of Service, Information Asset Owners are accountable for the 
management of the business processes in their areas, and for oversight 
of the staff, contractors and volunteers in their areas.  
 
In the role as IAO, they are accountable for the way in which data is used 
for these business processes, for the way in which staff use personally 
identifiable information, and for making sure that their business 
processes are carried out in line with legislative requirements and RNIB 
policies. 
 
The core responsibilities of the IAO are to: 
  
• Understand what information, and in particular what ‘personal 


information,’ is necessary to carry out the business processes in their 
area 


• Make sure that the staff, contractors and volunteers in their area 
complete mandatory training 


• Identify additional training that may be needed by the staff in their 
area 


• Engage with the Information Governance Group regularly to share 
good practice and understand common risks across RNIB 


• Make sure that the staff, contractors and volunteers in their area 
understand how personal information is to be used – and not used – 
for business purposes 


• Make sure that the staff, contractors and volunteers in their area have 
access to the right information required for their roles, and not to any 
more information than is necessary 


• Make sure that the requirements of RNIB policies are reflected in their 
business processes 


• Make sure that changes to the way personal data is used, stored or 
processed are risk-assessed, and that risks are reviewed with the 
Information Governance Team, and approved by the Senior 
Information Risk Owner where necessary. 


 
IAOs need to be able to answer the following questions: 


• Do I understand what information assets I am responsible for 
(including personal and non-personal data) and has that 
understanding been properly documented and shared with the 
SIRO and others that need that information? 


• Have I assessed and logged information risks to those assets? 
• Do I have a plan for managing risks, and maximising 


opportunities for using my information assets?  
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• Do my team(s) and third parties understand their roles and 
responsibilities in managing those risks and opportunities? 


 
Types of risks that IAOs must address: 


• Staff, contractors and outsiders may access them 
inappropriately, or disclose them to others. 


• Inappropriate access to, or disclosure of, confidential 
information or personal data by staff, contractors and 
outsiders, whether accidental or deliberate. 


• Inappropriate data sharing – too much or irrelevant data is 
shared internally i.e. a full list with all personal data is 
provided where only numbers of a specific category have 
been requested.  


• Internal threat – staff acting in error or deliberately, or 
external parties obtaining information illegally and exposing it 
or using it to defraud RNIB or our customers.  


• Information loss – particularly during transfer or movement of 
information, or as a result of business change. 


• Records management – that information assets are not 
retained for longer than required (either by law or for 
business need) as outlined in the corporate retention and 
disposal schedule.  


• Business continuity/disaster recovery – that the relevant 
personnel are aware of the agreed continuity and recovery 
for their services.  


• Loss of digital continuity – i.e. losing the ability to use our 
information in the way required, when required. This means 
that we should be able to find, open, work with, understand 
and trust the information. The lifecycle of a piece of 
information – and how long you need to use and keep it – is 
often different to the lifecycle of the IT system that is in place 
to access and use the information.  


• Poor quality of information and quality assurance, for 
example, of datasets.  


• Poor change management – business needs change, 
systems change. Information risk management may change 
and policies and processes must be kept up-to-date 
accordingly. 


 
The Information Governance Group 
 
RNIB has an established Information Governance Group (IGG). It is 
chaired by the SIRO and its membership is Information Asset Owners 
from across RNIB. It is supported by the Information Governance Team. 
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Information Leads 
 
Information Asset owners should nominate Information Lead(s) to 
support them with privacy and security compliance in their area.   
 
Information Leads will be expected to: 
 


• Act as departmental leads for RNIB’s compliance with Data 
Subjects Rights. 


• Attend information sharing sessions with the Information 
Governance Team, IAOs and other Information, and 
disseminate relevant messages to IAOs. 


• Attend training as required. 
 
Information Security Manager 
 


• Report to Information Governance Group on information security 
risks or events as relate to information governance or information 
processing 


• Accountable for the creation, maintenance and implementation of 
information security policies 


• Regularly meet and liaise with Information Asset Owners 
• Provide risk assessment and technical guidance on information 


processing activities and proposals 
• Responsible for the implementation of information governance 


related information security requirements and for information 
security management 


• Ensures technical aspects of information processing are compliant 
with relevant legislation and regulations. 


 
Head of Technology 
 


• Ensures information governance policies and procedures are 
embedded in IT service delivery 


• Responsible for the effective management and security of IT 
resources  


• Developing and implementing an IT Disaster Recovery Plan in line 
with business requirements 


• Act as information asset owner for IT infrastructure used in the 
provision of services and the processing of personal information. 
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Data Protection Officer 
 


• Report to Information Governance Group on Data Protection 
compliance status and major activities 


• Liaise on behalf of RNIB with external regulators or other external 
bodies with regard to privacy issues 


• Accountable for the creation and maintenance data protection 
policies and standards 


• Review and quality assure Privacy Risk Assessments for 
significant personal data processing  


• Carry out audits on personal data processing 
• Regularly meet and liaise with Information Asset Owners 
• Manage responses to Data Subject Access Requests 
• Maintain Data Protection risk register 


 
Head of Legal 
 


• Provide legal analysis of information processing activities and 
developments 


• Provide review services for new information processing activities 
• Ensures information processing is compliant with relevant 


legislation and regulations 
 
Caldicott Guardian 
 


• Ensure RNIB meets practical, consistent standards for handling 
patient identifiable information 


• Facilitate and enable appropriate information sharing in relation to 
patient identifiable information in order to benefit or improve service 
delivery; make decisions thereof 


• Champion information governance requirements to ELT when 
related to patient identifiable information 


• Ensure patient confidentiality issues are appropriately reflected in 
organisational strategies, policies and procedures 


• Provide executive oversight over all arrangements where 
confidential patient information may be shared with external 
entities. 


  Appendix 2: The Rights of Data Subjects  
  


• To make subject access requests regarding the nature of 
information held and to whom it has been disclosed.  
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• To prevent processing likely to cause damage or distress.  
• To prevent processing for purposes of direct marketing.  
• To be informed about the mechanics of automated decision-


taking process that will significantly affect them.  
• To not have significant decisions that will affect them taken 


solely by automated process.  
• To sue for compensation if they suffer damage by any 


contravention of the GDPR.  
• To take action to rectify, block, erased, including the right to be 


forgotten, or destroy inaccurate data.   
• To request the supervisory authority to assess whether any 


provision of the GDPR has been contravened.   
• To have personal data provided to them in a structured, 


commonly used and machine-readable format, and the right to 
have that data transmitted to another controller.  


• To object to any automated profiling that is occurring without 
consent.   


 Appendix 3: RNIB Subsidiaries 
 
RNIB currently has nine subsidiary charities and companies (of which 
RNIB is the sole shareholder/ member and are therefore wholly owned 
by RNIB) that use personal data. These are: 
 


• RNIB Charity 
• RNIB Enterprises 
• RNIB Services Limited 
• RNIB Direct Services Lottery Limited 
• RNIB Feel Good Friday Lottery Limited 
• Action for Blind People 
• Blind Centre for Northern Ireland  
• Talking Newspaper Association of the United Kingdom 
• National Library for the Blind 


 
The role and function of each of these subsidiaries is set out in the table 
below, along with an assessment of the data that is processed by the 
subsidiary and RNIB and their status in respect of who is the controller of 
the personal data. More detailed requirements for the sharing and 
processing of personal data are set out and defined in Intragroup 
Agreements entered into between RNIB and each subsidiary.  
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This policy applies to personal data that is processed by the RNIB 
subsidiaries.  
 
Table: Data protection roles and functions of RNIB subsidiaries. 
 
 Subsidiary role   RNIB role  


Shell charities 
retained for legacy 
purposes: 


- Action 
- BCNI 
- Talking 


Newspapers 
- National Library 


for the Blind 


Receives legacy 
income – inc. names 
and addresses of 
executors etc.  


Joint controller  


 


RNIB processes 
legacy data on behalf 
of shell charities 
(which have no staff/ 
infrastructure of their 
own).  


Joint controller  


RNIB Charity  


 


ZA055845 
https://ico.org.uk/ESDWe
bPages/Entry/ZA055845 
 


Operates the RNIB 
Establishments and 
holds data in respect 
of all regulated 
services.  


Joint controller  


Processor of data 
under contracts with 
Local Authorities etc.  


RNIB provides HR, 
database and IT 
support to RNIB 
Charity. 


Joint controller  


Sub-processor of 
Local Authority data.   


RNIB Enterprises 
Limited  


RNIB’s main trading 
company which 
undertakes the 
Transcription Services 
and runs the online 
shop. 


Joint controller 


Processor when 
undertaking 


RNIB provides HR, 
database and IT 
support to RNIB 
Enterprises. 


Joint controller  


Sub-processor in 
connection with 
transcription data 



https://ico.org.uk/ESDWebPages/Entry/ZA055845

https://ico.org.uk/ESDWebPages/Entry/ZA055845
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* RNIB also has governance relationships with the Cardiff Institute for the 
Blind, BucksVision and RNIB Specialist Learning Trust (ICO registration 
ZA052329 
https://ico.org.uk/ESDWebPages/Entry/ZA052329) which runs the Three 
Spires Academy (ICO registration: ZA051680 
https://ico.org.uk/ESDWebPages/Entry/ZA051680), but these entities 
operate under their own data protection policies.  
 
  


transcription services 
for third parties. 


RNIB Services 
Limited 


 


Z5069026 
https://ico.org.uk/ESD
WebPages/Entry/Z50
69026 
 


Collects school fees 
for Sunshine House. 


Joint controller  


Processor of data 
under funding 
arrangements.  


Provides finance 
support to RNIB 
Services Limited. 


Joint controller 


Sub-processor of 
funding arrangement 
data.  


Lottery companies – 


Rnib Direct Services 
Lottery Limited 
ZA459586 
https://ico.org.uk/ESDWe
bPages/Entry/ZA459586 
 
 
Rnib Feel Good Friday 
Lottery Limited 
ZA459583 
https://ico.org.uk/ESDWe
bPages/Entry/ZA459583 


-  


Operate the RNIB 
lottery and raffle  


Joint controller  


 


Provides HR, 
database and IT 
support to the 
companies which do 
not employ their own 
staff. 


Joint controller  



https://ico.org.uk/ESDWebPages/Entry/ZA052329

https://ico.org.uk/ESDWebPages/Entry/ZA051680

https://ico.org.uk/ESDWebPages/Entry/Z5069026

https://ico.org.uk/ESDWebPages/Entry/Z5069026

https://ico.org.uk/ESDWebPages/Entry/Z5069026

https://ico.org.uk/ESDWebPages/Entry/ZA459586

https://ico.org.uk/ESDWebPages/Entry/ZA459586

https://ico.org.uk/ESDWebPages/Entry/ZA459583

https://ico.org.uk/ESDWebPages/Entry/ZA459583
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 Version control 
The table has five columns and five rows, first row headings. 


Version Date Author & Job Title 
Status & 
Level of 
Approval 


Changes 


5.0 21 May 
2020 


IG Manager Board 
Approval 


Board approval 
following 
annual review 
and addition of 
section 2.12 


5.1 13 May 
2021 


IG Manager Board 
approval 


Board approval 
following 
annual review 


5.2 6 Sept 
2021 


IG Manager Director 
approval 


Update role of 
SIRO 


     


 Document control 
The table has two columns and nine rows. 
Document title Data Protection Policy 
Document owner Information Governance Manager (Data 


Protection Officer) 
Originally approved by Board of Trustees 
Originally approved on 21 May 2020 
Approved by Director of Finance, Performance and 


Technology 
Approved on 6/9/2021 
Planned review date 31/5/2022 
Is document published 
internally or on RNIB 
public-facing website? 


Internal 


Version no. 5.2 
 
 
 
End of document 
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Fraud, Theft and Bribery Policy 
 
Policy Statement 
RNIB Group is committed to maintaining the highest ethical standards in 
its relations with the public and amongst its staff and volunteers. Fraud, 
theft, bribery and dishonesty are regarded as most serious matters. 
 
RNIB Group follows guidance produced by the Charity Commission and, 
where relevant, best practice contained in the following: 
• British Standards BS10500 Specification for an anti-bribery 


management system (ABMS) 
• British Standards BS10501 Guide to implementing procurement fraud 


controls 
 
Fraud, theft and bribery constitute gross misconduct and as such may 
result in disciplinary and/or criminal proceedings. 
 
Fraud and theft are separate criminal offences. They may relate not just 
to a charity’s funds and financial assets, but also to its other assets, 
such as databases and the information it holds. The impact of these 
crimes on a charity can be significant, going beyond financial loss and 
the impact on the financing of a charity’s planned activities. These 
crimes cause distress to customers, trustees, staff and volunteers. They 
may bring adverse publicity to the charity and damage the good 
reputation the charity has with its donors, customers and the public as 
well as that of the charity sector more generally. It is vital that the public 
has trust and confidence that the money they donate to charity is used 
properly and goes to the cause for which it is intended. It is therefore 
important that trustees deal properly with these incidents and take 
reasonable steps to ensure that such events do not happen again. 
 
Under the Bribery Act there are penalties for bribery of up to 10 years’ 
imprisonment and unlimited fines. 
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Scope 
This policy applies to all areas of RNIB Group. All employees, volunteers 
and contractors are responsible for reporting any actual or suspected 
incidents of fraud, theft or bribery to their line manager and to the Head 
of Compliance, Risk and Assurance. Please refer to RNIB’s Whistle 
Blowing Policy that addresses protection for workers who raise 
legitimate concerns about specified matters; “qualifying disclosures”. 
The Head of Compliance, Risk and Assurance will ensure that the 
Director of Finance is also informed of any actual or suspected incidents 
of fraud, theft or bribery reported. In the case of the Head of 
Compliance, Risk and Assurance not being available, or suspected of 
being involved in the matter, any actual or suspected incidents of fraud, 
theft or bribery must be reported to the Director of Finance or another 
member of the Executive Leadership Team (ELT). 
 
Review 
This policy is due for review every three years or following any relevant 
legislative changes, whichever comes first. This policy is due for renewal 
on 30 November 2022. 
 
The policy will be reviewed by the Head of Compliance Risk and 
Assurance. The final draft of the policy will then go to the Director of 
Finance, and where there are substantive changes to the Executive 
Leadership Team (ELT) and Audit and Risk Committee, before being 
approved by Board of Trustees. 
 
Contents 
This policy covers the following topics: 
 
• Policy         3 
• Roles and Responsibilities     5 
• Further information       6 
• Version control       6 
• Appendix 1 – Definitions      8 
• Appendix 2 – Prevention      9 
• Appendix 3 – If you suspect or know of an incident 12 
• Appendix 4 – Examples of fraud or bribery    16 
• Appendix 5 – Contact details for reporting options 18 
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1. Policy 
RNIB Group is totally committed to maintaining an honest and open 
organisation. 
 
RNIB Group is therefore committed to the elimination of fraud, to the 
rigorous investigation of any such allegations and to taking appropriate 
action against wrong doers. RNIB Group will always refer the matter to 
the police, prosecute and seek to recover any assets lost as a result of 
fraud. 
 
It is also the policy of RNIB Group to prohibit any form of bribery covered 
by the Bribery Act 2010. 
 
This policy applies to all staff, directors, trustees, volunteers and others 
working on behalf of, or in association with, RNIB Group, independent of 
their grade and position, and shall be respected at all times. 
 
All employees and volunteers have a personal responsibility to protect 
RNIB Group from bribery, fraud or corruption. All employees and 
volunteers must take responsibility for not encouraging or accepting 
bribes. Similarly, all employees must accept that all allegations of fraud 
will be thoroughly investigated. 
 
Line management is responsible for developing and maintaining controls 
to minimise the opportunity for such activity, and for ensuring that 
incidents are reported so that a thorough investigation is carried out 
consistently in accordance with procedures. 
 
If it is intended to enter into a relationship with an external supplier / 
provider, the service area should assess whether the external 
organisation should be required to comply with this policy. If it should, 
the service is responsible for ensuring that the external organisation is 
provided with a copy of this policy and gives a contractual undertaking to 
comply with it. This undertaking can be included within the contract with 
the external organisation. 
 
Objectives 
The objectives of the policy are to ensure that: 
• Fraud losses and the impact of reputational damage or regulatory 


censure in relation to fraud, theft, bribery or dishonesty, are 
minimised; 


• Systems, operations and processes are designed to minimise fraud, 
theft, bribery and dishonesty risk; 


• Internal breaches are detected at the earliest possible opportunity 
and dealt with appropriately; 
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• Resultant losses are investigated and followed through appropriately; 
• Employees and volunteers carry out operational duties in line with 


their role and service requirements and delegated authorities; 
• Allegations of fraud, theft, bribery or dishonesty will be investigated as 


in accordance with defined procedures; 
• All employees and volunteers are aware of their responsibilities with 


respect to preventing financial crime; 
• The organisation meets all relevant legal, statutory, regulatory and 


contractual obligations. 
 
Fraud 
RNIB Group does not tolerate fraud and corruption and our intention is 
to mitigate the risk of it occurring as far as is possible. The aim of this 
policy is to protect the property, finances, stakeholders and reputation of 
RNIB Group, as well as RNIB Group’s customers, volunteers and staff. 
RNIB Group is committed to taking all necessary steps to counter fraud 
and corruption. Bribery and Fraud are criminal offences and must be 
reported to the Police. Serious incidents of fraud must be reported to the 
Charity Commission, and RNIB has a documented process for Serious 
Incident Reporting. 
 
Bribery 
The Bribery Act 2010 introduced a new, clear regime for tackling bribery 
that applies to all businesses based or operating in the UK. It covers all 
forms of bribery, the offering and receiving of a bribe, directly or 
indirectly, whether or not it involves a public official, in the UK or abroad. 
There are offences by individuals and a corporate offence for corporate 
bodies and partnerships. The penalties for non-compliance are serious. 
 
Bribery is a criminal offence for both individuals and organisations and 
can be punished with imprisonment of up to 10 years or unlimited fines. 
If any employee or volunteer was accused of bribery, the reputation of 
RNIB Group might suffer considerable damage, as those who do 
business with us may cancel or not renew contracts, those who buy our 
goods and services may no longer do so, we could be stopped from 
trying to work with some public organisations, and we could be stopped 
from trying to obtain work from certain international bodies. Additionally, 
the subsequent enforcement action would be time-consuming and 
hinder RNIB Group from focussing on its core service delivery. 
 
The Act came into force on 1 July 2011. In depth guidance can be found 
on the Ministry of Justice website. 
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Proceeds of Crime Act 2002 
This Act provides for the confiscation or civil recovery of the proceeds of 
crime and contains the principal money laundering legislation in the UK. 
In effect, any handling or involvement with any proceeds of crime can be 
a money laundering offence. An offender’s possession of the proceeds 
of his own crime falls within the UK definition of money laundering. 
 
In the UK, money laundering offences are not limited to the proceeds of 
serious crimes, nor are there any monetary limits. Furthermore, a money 
laundering offence under UK legislation need not involve money, since 
the legislation covers assets of any description. Any person who 
commits an acquisitive crime (i.e. one from which he obtains some 
benefit in the form of money or an asset of any description) in the UK will 
inevitably also commit a money laundering offence under this legislation. 
 
2. Roles and Responsibilities 
 
All staff 
All employees and volunteers are required to comply with this policy in 
order to protect RNIB, its members, customers, staff and volunteers 
against loss through fraud, theft or dishonesty, whether accidental or 
intentional. 
 
All staff and volunteers are required to report any suspected or actual 
instance of fraud, theft or dishonesty to, in the first instance, their line 
manager and to the Head of Compliance, Risk and Assurance (on 
07874 395797 or email mark.jordan@rnib.org.uk). The Head of 
Compliance, Risk and Assurance will ensure that the Director of Finance 
is also informed. In the case of the Head of Compliance, Risk and 
Assurance not being available, or suspected of being involved in the 
matter, any actual or suspected incidents of fraud, theft or bribery must 
be reported to the Director of Finance (on 020 7874 1315 or email 
stuart.fox@rnib.org.uk) or another member of the Executive Leadership 
Team (ELT). 
 
Contact details for reporting options are provided in Appendix 5. 
 
Line managers 
Line managers are responsible for implementing this policy and for 
ensuring that their people comply with the policy through design and 
application of relevant processes and procedures. 
 
Line managers must report any reported or suspected instances to the 
Head of Compliance, Risk and Assurance (on 07874 395797 or email 
mark.jordan@rnib.org.uk) prior to initiating any investigation. 



mailto:mark.jordan@rnib.org.uk

mailto:stuart.fox@rnib.org.uk

mailto:mark.jordan@rnib.org.uk
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Head of Compliance, Risk and Assurance 
The Head of Compliance Risk and Assurance will then advise the 
Director of Finance and where appropriate Human Resources to 
consider how the matter is to be investigated and who is to carry out the 
investigation. In the case of instances involving staff, it is likely that this 
will be a disciplinary investigation in accordance with the Disciplinary 
Policy. The employee will be notified that the matter is being investigated 
in line with the procedure laid out in the Disciplinary Policy. In the case 
of instances involving volunteers, it is likely that the investigation will be 
in accordance with the Problem Solving Procedure for Volunteers, with 
the volunteer notified accordingly. 
 
Where relevant, suspension of the employee or cessation of volunteer 
arrangements will be considered if appropriate, pending the outcome of 
the investigation. 
 
3. Further information 
This policy is issued in conjunction / alignment with the Disciplinary 
Policy, Whistle Blowing Policy and Safeguarding Policy, as well as in 
conjunction / alignment with other policies within RNIB as applicable, 
including RNIB’s documented process for Serious Incident Reporting 
that covers reporting serious incidents to the Charity Commission. 
 
For further information about the topics covered in this policy, please 
see: 
• Ministry of Justice – www.gov.uk  
• Institute of Chartered Accountants in England & Wales – 


www.icaew.com 
• Transparency International UK – www.transparency.org.uk 
• Charity Commission Reporting Serious Incidents guidance - 


https://www.gov.uk/guidance/how-to-report-a-serious-incident-in-your-
charity 


• Charity Commission Compliance Toolkit ‘Protecting Charities from 
Harm (Chapter 3: Fraud and Financial Crime) 


• The independent charity Protect (https://protect-advice.org.uk/), 
formerly called Public Concern at Work 


 
For further information or if any questions please contact the Head of 
Compliance, Risk and Assurance. 
 
4. Version control 
The table below shows the history of the document and the changes that 
were made at each version: 
 



http://www.gov.uk/

http://www.icaew.com/

http://www.transparency.org.uk/

https://www.gov.uk/guidance/how-to-report-a-serious-incident-in-your-charity

https://www.gov.uk/guidance/how-to-report-a-serious-incident-in-your-charity

https://protect-advice.org.uk/
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Appendix 1 - Definitions 
 
Fraud 
There is no single legal definition of fraud but for the purposes of this 
policy, fraud is defined widely. It includes any attempt to acquire by 
deception or through abuse of position, funds, services, information or 
other property belonging to RNIB, its members, customers, staff or 
volunteers, whether acting alone or in collusion with other parties. The 
scope of the policy also includes false representation or failure to 
disclose information in order to misrepresent the true position. 
 
This includes any offence as defined in the Fraud Act 2006. 
 
Bribery 
Bribery is defined as inducement for an action which is illegal, unethical 
or a breach of trust. Inducements can take the form of gifts, loans, fees, 
rewards or other advantages. 
 
Theft 
Theft is a general term covering a variety of specific types of stealing, 
including the crimes of larceny, robbery, and burglary. Theft is defined 
as the physical removal of an object that is capable of being stolen 
without the consent of the owner and with the intention of depriving the 
owner of it permanently. This includes money and personal details. 
Unlawful impersonation, also known as ‘identity theft’, is also a criminal 
offence and considered to be gross misconduct. 
 
Corruption  
Corruption can be broadly defined as the offering or acceptance of 
inducements, gifts, favours, payment or benefit-in-kind which may 
influence the action of any person. Corruption does not always result in 
a loss. The corrupt person may not benefit directly from their deeds; 
however, they may be unreasonably using their position to give some 
advantage to another. It is a common law offence of corruption to bribe 
the holder of a public office and it is similarly an offence for the office 
holder to accept a bribe.  
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Appendix 2 – Prevention 
 
Controls 
A control framework is in place that establishes: 
• Clear policy and procedure. 
• Roles and responsibilities defined for reporting fraud, theft and 


bribery. 
• A register of bribery, fraud or whistle blowing is maintained. 
• A Code of Conduct for use externally. 
• Procedure for declaring any conflict of interest by any Trustee, staff 


member or volunteer. 
• Regular assessments carried out to ensure the prevention measures 


meet operational and strategic objectives. 
• Awareness mechanisms for staff to raise awareness of bribery and 


fraud related issues and procedures for prevention and reporting. 
• Regular reports to the Board and Audit Committee. 
 
Prevention of fraud 
These controls are in conjunction with the Financial Management Policy. 
1. We have access to accurate and up to date financial information and 
we monitor financial performance against our budget. 
2. Cheques and cash are kept securely, banked promptly and recorded 
in the accounting records. 
3. Cheque books are kept in a secure place and blank cheques are not 
signed. All cheques require dual signatures. 
4. Proper controls are in place to protect income received by post and to 
ensure it is banked as soon as possible. 
5. Proper controls in place in relation to any local fundraising events. 
6. Proper records are maintained when claiming gift aid. 
7. Clear policies are in place in relation to paying expenses to staff and 
volunteers. 
8. Any trading income is recorded and received. 
9. Monitoring procedures in place to make sure grants, and statutory 
contracts have been used for the agreed purposes. 
10. Any suspected fraud will be reported to the police and to the Charity 
Commission. RNIB has a documented process for Serious Incident 
Reporting that covers reporting serious incidents to the Charity 
Commission. 
 
Prevention of bribery 
Corporate charities have a defence, under section 7 of the Bribery Act, 
against the charge of “failure to prevent bribery” if they can show that 
adequate, proportional procedures, designed to prevent bribery, have 
been put in place. 
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The following six principles need to be addressed: 
 
Proportionate Procedures: Implementation of procedures that are 
proportionate to the bribery risks faced by the organisation due to the 
nature, scale and complexity of its activities. These procedures should 
be clear, practical, accessible, effectively implemented and enforced. 
 
Top Level Commitment: Dedication on the part of senior management 
to establishing a culture within the organisation in which bribery is never 
acceptable. 
 
Risk Assessment: The organisation undertakes regular and 
comprehensive assessments of the nature and extent of the risks 
relating to bribery to which the charity is exposed. 
 
Due Diligence: Procedures are applied which take a proportionate and 
risk based approach in respect of all parties in a business relationship. 
 
Communication & Training: Clear, practical, assessable policies & 
procedures, which are embedded and understood throughout the 
organisation. Awareness raising is incorporated into the corporate 
induction and where relevant, its training programme, so that individuals 
are clear regarding raising any concerns they have. Training and support 
will also be provided to those with whom concerns may particularly be 
raised. Corporate communications will ensure ongoing awareness 
across RNIB in relation to fraud, theft and bribery, with refresher training 
progressed as appropriate. 
 
Monitoring & Review: Implementing mechanisms to ensure ongoing 
compliance, especially as the charity develops and legislation is 
updated. 
 
RNIB Group is committed to and implements these principles. 
 
Risk assessment 
Fraud and bribery risk assessment forms part of the annual planning 
cycle. It will aim to identify the likely areas where bribery and fraud may 
occur and the appropriate measures that need to be put in place to 
manage the risk. 
 
Hospitality 
Bona fide reasonable and proportionate corporate hospitality and 
promotional or other business expenditure, intended to promote the 
image of the organisation, or to market or present its products and 
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services, is perfectly legitimate under the Bribery Act. The Guidance 
recognises that such expenditure plays an important role in business 
relations. 
 
Gifts, Donations and Bequests 
RNIB Group has a style of service delivery which involves close and 
intensive support of partially sighted people. The reaction from many 
customers and others is one of gratitude and this is often expressed 
through the giving of a gift or wanting to make a donation to RNIB 
Group. In the case of any doubt concerning the appropriateness of a 
Gift, Donation or Bequest to the charity please contact the Head of 
Compliance, Risk and Assurance. 
 
What to watch out for: 
You should be prepared to report any suspicion of bribery, fraud or any 
approach to you which you may find suspicious. If in doubt ask your 
line manager or seek guidance from the Head of Compliance, Risk 
and Assurance or a member of the Executive Leadership Team 
(ELT). 
 
Fraud may not be obvious as fraudsters will usually seek to cover their 
tracks. 
 
Be vigilant, therefore, of changes in procedures or actions by colleagues 
which appear to breach established procedures. Urgent or unusual 
requests can often be used to disguise a questionable transaction. 
 
Be wary of approving a transaction which you would not normally be 
asked to approve. 
 
Do not agree to approve a transaction which you feel you do not really 
understand. Clarify understanding with the person seeking approval or 
refer to your line manager, as appropriate. 
 
You must avoid receiving any favour, gift or hospitality from an outside 
party which you feel may put you under an obligation to someone or 
goes beyond customary business norms. 
 
Excessive attachment by colleagues to a particular supplier may be a 
cause of concern, especially where there is reluctance to obtain 
competing quotes or address issues of price, quality or performance. 
 
Vigilance is essentially common sense, not detective work. Be prepared 
to take genuine concerns through the channels offered in this policy.  
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Appendix 3 - If you suspect or know of an incident of fraud, theft or 
bribery 
 
Procedure 
If you suspect or are sure that an actual incident of fraud, theft or bribery 
has taken place or is being planned, you must immediately: 


1. report it to your line manager; AND 
2. report it to the Head of Compliance, Risk and Assurance (on 


07874 395797 or email mark.jordan@rnib.org.uk). The Head of 
Compliance, Risk and Assurance will ensure that the Director of 
Finance is also informed. In the case of the Head of Compliance, 
Risk and Assurance not being available, or suspected of being 
involved in the matter, any actual or suspected incidents of fraud, 
theft or bribery must be reported to the Director of Finance (on 020 
7874 1315 or email stuart.fox@rnib.org.uk) or another member of 
the Executive Leadership Team (ELT). 


 
Contact details for reporting options are provided in Appendix 5. 
 
Some instances of fraud or theft that may occur in a charity might be of a 
relatively low value and part of the normal risks all organisations face. 
There is no minimum figure that should or must be reported. The 
circumstances of low value incidents can pose serious risks. Repeated 
or frequent incidents may be symptomatic of weak financial controls and 
poor oversight, which may allow individuals to deprive a charity of 
significant sums over a period of time. Such incidents may also be 
indicative of individuals deliberately keeping the sums they take at a low 
level to avoid them being detected or action being taken by the charity, 
the Charity Commission or police. No fraud relating to or theft from a 
charity is acceptable. 
 
If the nature of these concerns makes reporting to your manager difficult 
or if your manager is absent, then contact your head of service, or 
member of management above, as well as the Head of Compliance, 
Risk and Assurance. 
 
The independent charity Protect (https://protect-advice.org.uk/), formerly 
called Public Concern at Work, can provide advice on reporting 
concerns and is available on 020 3117 2520. 
 
Do not confront the individual concerned or try to investigate the matter 
yourself. Correct procedures must be followed to maintain the integrity of 
evidence necessary for a potential criminal prosecution. 
 



mailto:mark.jordan@rnib.org.uk

mailto:stuart.fox@rnib.org.uk

https://protect-advice.org.uk/
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What if I don’t want my identity disclosed? 
In certain circumstances we recognise that you may wish that your 
identity is not disclosed. In this case the initial allegation must still be 
made as above, but make your wishes known to the person to whom 
you are reporting your concerns. Your identity will not be disclosed 
without your consent, other than in limited circumstances that would be 
considered with you on a case by case basis. If a situation arises where 
the issue/concern raised is not able to be resolved without revealing 
your identity (e.g. because your evidence is needed in disciplinary 
and/or legal proceeding) we will discuss with you how we can best 
support you as it may not always for feasible or possible to maintain 
confidentiality in disciplinary and/or legal proceedings. RNIB will always 
ensure that there is a legal basis for any disclosure. 
 
What if I wish to raise an allegation on an anonymous basis? 
Persons wishing to raise an allegation on an anonymous basis should 
contact the Head of Compliance, Risk and Assurance or the Director of 
Finance by phone or by post. Contact details for reporting options, 
including postal addresses for the Head of Compliance, Risk and 
Assurance and the Director of Finance, are provided in Appendix 5. 
 
Persons wishing to raise an allegation on an anonymous basis are 
advised that their anonymity will tend to reduce the allegation’s 
credibility. In dealing with anonymous allegations, RNIB will balance the 
seriousness of the issue raised, the credibility of the concern and 
likelihood of confirming the allegation from attributable sources before 
taking any action. 
 
What happens next? 
Your manager or the person to whom you reported your allegation will 
arrange to meet you within 5 working days of notification. If for practical 
reasons this isn’t possible, it can be extended by mutual agreement by 
up to a further 5 working days, or longer in exceptional circumstances. 
The meeting can take place away from the office if you prefer. 
 
You will be advised as soon as possible after the meeting, what action, if 
any, is to be taken. It may not always be possible to reveal the full extent 
of the investigation or the action taken, where this relates to personal 
issues involving a third party. 
 
If no action is taken, you will be informed of the reasons. 
 
Wherever possible, the matter will be dealt with within 30 days of the 
initial allegation. 
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Can I be accompanied? 
Yes, you can be accompanied either by a work colleague or Trade 
Union representative, but it may depend on the nature of the allegation 
you are making. Please be aware that the matter should be discussed 
with as few people as possible and confidentiality retained. 
 
Outcome 
Once an investigation is complete, a decision will be made about future 
action. This may include disciplinary action, where appropriate. 
 
If disciplinary action is taken, paperwork will be held on the appropriate 
personnel file in accordance with the Disciplinary Policy. 


Without breaching other areas of confidentiality, wherever possible, any 
results of an investigation will be reported back to the individual who 
raised the concern. 
 
Can I appeal if I am not happy with the response to my allegations? 
If you do not consider that your concerns have been adequately 
addressed, you should in the first instance notify the next level of 
management or the Chief Executive as appropriate. Your appeal should 
be in writing, and should be raised within 5 working days of the original 
decision. You must clearly state the grounds and reasons of your 
appeal. Where possible you will receive a response within 10 working 
days, unless further meetings or investigation is required. 
 
What information will be recorded? 
All allegations of bribery or fraud will be recorded in the Fraud Register. 
A written record of your allegation together with a record of action taken 
in response will be retained on a central file. If your complaint is about a 
colleague, action taken against the colleague will be retained on their file 
without disclosing your details. The information will be retained for as 
long as the personal files are kept. 
 
What is the Fraud Register? 
A central register is maintained by the Head of Compliance, Risk and 
Assurance which records all occurrences of whistle blowing and all 
allegations of theft, bribery and fraud together with the outcome of the 
investigation. Incidents are also reported to the Audit and Risk 
Committee and the Board, and, if appropriate, the Charity Commission. 
RNIB has a documented process for Serious Incident Reporting that 
covers reporting serious incidents to the Charity Commission. 
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Training and awareness 
The Fraud, Theft and Bribery Policy and the above procedure needs to 
be clear, practical and accessible, and embedded and understood 
throughout the organisation. Awareness raising is incorporated into the 
corporate induction with evidence that this policy is explained to all new 
members of staff during their probationary period. This will ensure that 
individuals are clear regarding how they raise any concern they have. 
Training and support will also be provided to those with whom concerns 
may particularly be raised. Corporate communications will ensure 
ongoing awareness across RNIB in relation to the Fraud, Theft and 
Bribery Policy, with training progressed as appropriate to: 


• stress the seriousness of bribery and fraud 
• set out the likely consequences if the allegations prove founded 
• highlight potential opportunities for bribery and fraud and the signs 


which may indicate fraud 
• describe the appropriate response 
• make clear the various roles, responsibilities and reporting 
• link to other relevant corporate policies. 


 
How to conduct an investigation 
Advice on how to conduct an investigation must be obtained from 
Human Resources. In addition to being fair and thorough the 
investigation should also establish the facts of the matter in order to: 
a.  Evaluate the systems of control and so minimise the potential for 
recurrence. 
b.  Protect the rights of RNIB, its members, services users, staff or 
volunteers who have been disadvantaged through the incident. 
c.  Determine the extent of damage / loss / exposure as quickly as 
possible. 
 
The investigation should be documented and evidenced to an 
appropriate standard without prejudicing any possible civil, criminal or 
regulatory statutory authority proceedings. 
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Appendix 4 – Examples 
 
Examples of actions that would constitute Fraud or Bribery 
The following examples of bribery and fraud are merely indicative of 
instances and do not represent a complete or exhaustive list. 
• Making or offering a bribe to a public official or none public body to 


secure an unfair advantage when tendering for a contract to deliver 
services 


• Receiving a bribe from another organisation in return for not 
competing for a funded contract 


• Receiving a bribe (including personal service or lavish hospitality). 
For example: overnight stays in expensive hotels, air travel, car 
servicing, house decoration, from a supplier in order to procure 
business for that supplier (normal business courtesies such as tea, 
coffee, modest lunch etc are acceptable). 


• Receiving a bribe from a customer in return for preferential service 
• Falsifying expenses or other financial claims for personal gain 
• Retaining for personal gain all or part of a donation received 
• Receiving an unauthorised payment from the charity for personal 


benefit. 
 
Where bribery is concerned, requests to make or receive payments 
other than that which relates to the normal course of our business must 
always be treated with suspicion. 
 
Example offences of bribing another person 
Example 1: An RNIB Group employee offers, promises or gives a 
financial or other advantage to another person and intends the 
advantage (i) to induce that or another person to perform improperly a 
relevant function or activity, or (ii) to reward that or another person for 
the improper performance of such a function or activity. 
 
Example 2: An RNIB Group employee offers, promises or gives a 
financial or other advantage to another person and knows or believes 
that the acceptance of the advantage would itself constitute the improper 
performance of a relevant function or activity by that person. 
 
The bribery must relate to (i) a function of a public nature, (ii) an activity 
connected with a business, (iii) an activity performed in the course of a 
person’s employment, or (iv) an activity performed by or on behalf of a 
body of persons (whether corporate or unincorporate). The person 
performing the function or activity must be expected to perform it in good 
faith, impartially or in a position of trust. It does not matter whether the 
function or activity is performed inside or outside the UK, whether the 
other person(s) involved is/are in the public or private sector and 
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whether the advantage is offered, promised or given directly by the RNIB 
Group employee or through a third party, e.g. an agent or other 
intermediary. 
 
Example offences relating to being bribed 
Example 3:  An RNIB Group employee requests, agrees to receive or 
accepts a financial or other advantage intending that, in consequence, a 
relevant function or activity should be performed improperly (whether by 
him/her-self or another person). 
 
Example 4:  An RNIB Group employee requests, agrees to receive or 
accepts a financial or other advantage, and the request, agreement or 
acceptance itself constitutes the improper performance by him/her-self 
of a relevant function or activity. 
 
Example 5:  An RNIB Group employee requests, agrees to receive or 
accepts a financial or other advantage as a reward for the improper 
performance (whether by him/herself or another person) of a relevant 
function or activity. 
 
Example 6:  In anticipation of or in consequence of an RNIB Group 
employee requesting, agreeing to receive or accepting a financial or 
other advantage, a relevant function or activity is performed improperly 
(i) by that RNIB Group employee, or (ii) by another person at his/her 
request or with his/her assent or acquiescence. 
 
Again, the bribery must relate to (i) a function of a public nature, (ii) an 
activity connected with a business, (iii) an activity performed in the 
course of a person’s employment, or (iv) an activity performed by or on 
behalf of a body of persons (whether corporate or unincorporated). The 
person performing the function or activity must be expected to perform it 
in good faith, impartially or in a position of trust. 
 
It does not matter whether the function or activity is performed inside or 
outside the UK, whether the other person(s) involved is/are in the public 
or private sector, whether the RNIB Group employee requests, agrees to 
receive or accepts the advantage directly or through a third party, e.g. an 
agent or other intermediary, and whether the advantage is for the benefit 
of a RNIB Group employee or another person. 
 
In examples 4 to 6, it does not matter whether the RNIB Group 
employee knows or believes that the performance of the function or 
activity is improper. 
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Appendix 5 – Contact details for reporting options 
 
Contact details for reporting options other than in the first instance 
reporting to your line manager are as follows: 
 
Main contacts 
Mark Jordan, Head of Compliance, Risk and Assurance 
Phone 07874 395797 or email mark.jordan@rnib.org.uk 
Or write to: 
Mark Jordan 
Head of Compliance, Risk and Assurance 
RNIB 
Midgate House 
Peterborough PE1 1TN 
Stuart Fox, Director of Finance 
Phone 020 7874 1315 or email stuart.fox@rnib.org.uk 
Or write to: 
Stuart Fox 
Director of Finance 
RNIB 
105 Judd St 
London WC1H 9NE 
 
ELT contacts (in addition to Stuart Fox, Director of Finance) 
 
Matt Stringer, Chief Executive 
Email matt.stringer@rnib.org.uk 
David Clarke, Director of Services 
Email david.clarke@rnib.org.uk 
Keith Valentine, Director of Development 
Email keith.valentine@rnib.org.uk 
Sophie Castell, Director of Relationships 
Email sophie.castell@rnib.org.uk 
Neil Beckingham, Interim Director of Digital Transformation 
Email neil.beckingham@rnib.org.uk 
Nick Apetroaie, Interim Director of Care, Education and Safeguarding 
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home  


Health and Safety Policy 
 


1. About this policy 
1.1. Purpose  
This policy sets out the means by which RNIB will ensure compliance 
with its statutory duties under the Health and Safety at Work etc Act 
1974, and other health, safety, fire and environment (HSFE) legislation 
specific to all the countries of the UK. 
This policy had been produced to meet the requirement of Section 2(3) 
of the above Act.  This requires that a general health and safety at work 
policy be prepared, detailing the responsibilities and arrangements 
required to enact the policy and to bring to the notice of all employees.  
The Arrangement section is detailed in the Appendix to this policy. 


1.2. Benefits of the policy 
This policy sets out the responsibilities of people, and the arrangements 
in place, to enable RNIB to ensure the health and safety of our 
employees and volunteers, customers, clients, contractors and members 
of the public affected by our undertakings.  It also sets out RNIB’s 
statutory responsibility under HSFE legislation and the means by which 
these requirements will be met.  


1.3. Embedding the policy 
The policy is supported by specialist expertise from the HSFE Team; by 
a range of guidance, forms and assessments available via the H&S 
Sharepoint pages; by training; by systems for the auditing and monitoring 
of HSFE standards; by the clear identification of people’s responsibilities; 
by the reporting of performance monthly, quarterly and annual; and by 
scrutiny of the Compliance Task Force.  


1.4. Risks and Implications 
Non-compliance with health and safety legislation can leave RNIB at risk 
of criminal prosecution, including fines up to £10m, and to civil action. 
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1.5. Scope 
Who does this policy apply to? 
This policy applies to all RNIB trustees, employees, volunteers, 
contractors and consultants, and details our duty to our clients and 
customers, and member of the public affected by RNIB activities.  
What does this policy apply to? 
RNIB’s commitment to ensuring compliance with health, safety and 
welfare at work legislation, and wider HSFE legislation. 


1.6. Exceptions to this policy 
None 
 


2. Review 
This policy is due for review every 3 years or following any significant 
organisational changes, or a change of CEO.  
Next review date: 31/03/2023 
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3. Health and Safety Policy Statement 
The health, safety and welfare of RNIB’s employees, volunteers, clients, 
customers, and anyone else that may be affected by what we do, is of 
primary importance to us.  Effective health and safety management is an 
integral part of our efforts to achieve RNIB’s vision.  To this end, the 
following objectives have been set: 
RNIB recognises its statutory duties and will aim, as a minimum, to 
comply with these duties, and strive to operate to a higher standard. 
RNIB will protect the health, safety and welfare of our employees and 
volunteers, so far as is reasonably practicable, by: 


• Identifying and assessing foreseeable risks. 


• Removing, avoiding and reducing risks where practicable. 


• Developing and adopting safe working practices. 


• Providing information, instruction, training and supervision. 
RNIB is also committed to ensuring that all practicable measures will be 
taken to minimise risk to our customers, clients, contractors or members 
of the public affected by our undertakings. 
We are committed to continual improvement and will achieve this by 
monitoring standards, assessing risk and implementing precautions. 
We will ensure sufficient resources and arrangements are maintained to 
achieve appropriate levels of risk control, and competent assistance.  
Everyone in RNIB has responsibility for health and safety.  In particular, 
managers are responsible for the health and safety of people irrespective 
of whether they work from home or in an RNIB premise, and for the 
safety of areas and activities under their control. 
As Chief Executive Officer, I am, along with the Board, ultimately 
responsible for health and safety. I will, with the Executive Leadership 
Team, work to ensure that this policy is implemented throughout RNIB. 
 
Matt Stringer, Chief Executive Officer 
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4.  Responsibilities 
The management of health and safety is integrated into RNIB’s existing 
management structure through the Head of HSFE and Insurance, and 
the Director of People and Organisational Development.  Staff and 
volunteers have responsibility for health and safety commensurate with 
their level of responsibility as well as for their own health and safety. 
Section 4 of this policy provides detail on the responsibilities of all groups 
within RNIB and for those key staff with additional responsibilities. 
 


4.1 Chair and Trustees 
The Chairs and Trustees of RNIB and associated charities are 
responsible for overseeing the management and administration of their 
respective organisations.  In respect of health and safety they will 
oversee that governance arrangements are maintained, that RNIB meets 
its statutory obligations in a manner that ensures the safety of all to 
whom it owes a duty in line with the organisation’s strategic direction. 
 


4.2 Chief Executive Officer 
The Chief Executive Officer of RNIB(CEO) has overall responsibility to 
put in place measures for ensuring, so far as is reasonably practicable, 
the health and safety at work of:  


• All RNIB employees, volunteers, clients, customers, contractors and 
member of the public affected by RNIB activities. 


• All employees, volunteers, clients, customers, contractors and 
members of the public, who may be affected by RNIB subsidiaries 
activities in circumstances where such activities are clearly under 
the overall direct management control of the CEO.  


• Where activities carried out by RNIB subsidiaries are not under the 
overall direct management of the CEO, responsibility for matters 
dealt with under this policy shall rest with the CEO / Director of 
Operations of those subsidiaries. 


The CEO, as the employer, has this legal duty under the Health and 
Safety at Work etc Act 1974 and other relevant statutory provision, and is 
accountable to the RNIB Chair and Trustees. 
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The CEO’s performance of this duty is supported by the Health and 
Safety Lead Officer. 
The CEO will demonstrate active and visible leadership of health and 
safety by its inclusion in presentations, at meetings and site visits. 
In particular, the CEO will ensure the following: 


• That the governance structure for health and safety risk 
management is in place and working effectively under the direction 
of the Compliance Task Force. 


• Recommendations arising out of meetings of the Compliance Task 
Force are considered and where appropriate actioned. 


• That suitable funds and resources are made available to enable 
health and safety to be managed effectively based on a risk 
management approach to prioritising and targeting actions. 


• That HSFE is a standing agenda item and is discussed at 
Executive Leadership Team meetings. 
 


4.3 RNIB’s responsibilities as an employer 
RNIB must comply with its primary duties as an employer under Section 
2 of the Health and Safety at Work etc Act (HSW Act), by ensuring 
employees are provided with: 
A safe place of work 
This duty applies equally to any place of work whether in an RNIB 
premise, homeworking, in another organisation premises, in the 
community, at an event etc. 
Safe access and egress from that place of work 
RNIB has a duty to ensure all employees and volunteers, including those 
with a disability, have safe access to, from, and in their place of work. 
Safe work equipment 
In providing equipment for employees and volunteers to use RNIB must 
ensure the equipment is safe for use, maintained, people are trained in 
its use and have all necessary information.  If the equipment presents a 
significant risk, a risk assessment must be carried out before use. 
Safe articles and substances 
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When providing articles and substances for employees and volunteers to 
work with, RNIB must ensure they are safe for use, staff have the 
necessary protection, training and information, and risks are assessed. 
Safe working environment  
Employees must be provided with a safe working environment, covering 
such issues as adequate lighting, ventilation, heating, facilities, space 
and welfare facilities. 
Safe employees  
Employees must be provided with such information, instruction, training 
& supervision as is necessary to ensure their health and safety. 
Safe systems of work 
Providing employees with safe systems of work encompasses any 
necessary guidance, procedures and risk assessments to enable them to 
carry out their work safely.   
Duty to non-employees 
Under Section 3 of the HSW Act, RNIB must conduct its undertakings in 
such a way to ensure non-employees (volunteers, customers, clients, 
visitors, contractors and the public) are not exposed to risks to their 
health or safety. 
Duty to others working in RNIB premises 
Under Section 4 of the Act, where RNIB makes its premises available to 
others (non-RNIB employees) as a place of work, such premises must 
be safe and without risk, so far as is reasonably practicable. 
 


4.4 Executive Leadership Team (ELT) 
The ELT will support, and be accountable to, the CEO in implementing 
this policy in areas under their control; in particular by providing a 
strategic lead in meeting our legal duties as detailed in 4.3 above.  
Additionally, ELT must: 


• Managing and prioritising health and safety to an equal standard as 
other core business activities and ensuring its profile is maintained. 


• By visible and active leadership, foster positive attitudes to HSFE.  
• Consult with staff on matters of health and safety. 
• Ensure risk assessments are undertaken for all significant risks. 
• Protect RNIB’s reputation by compliant and positive representation.  
• Allocating adequate resources to health and safety. 
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• Clarify responsibilities and liability when working with third parties. 


4.5 Chief Executive and Director of associated charities 
The Director of Operations, Sight Life, and the Chief Executive, 
BucksVision have overall responsibility for the health and safety of all 
undertakings under their control; and provide a strategic lead in ensuring 
they meet their legal duties detailed in 4.3 above. 
Additionally, they must: 


• Work with the CEO of RNIB and the ELT to implement this policy 
consistently across all aspects of the business under their control. 


• Demonstrate active and visible leadership of health and safety by 
its inclusion in presentations, meetings and site visits. 
 


4.6 Health and Safety Lead Officer  
The Director of People and Organisational Transformation as the Health 
and Safety Lead Officer will additionally be responsible for: 


• Supporting the CEO and ELT in implementing this policy; in 
particular by providing a strategic lead in ensuring RNIB meets is 
legal duties as an employer as detailed above in section 4.3. 


• Oversee compliance with legislation, policies, and guidance. 
• Line manage and support the Head of HSFE and Insurance. 
• Ensuring adequate resources to achieve HSFE legal compliance. 


 


4.7 Managers 
All managers will support, and be accountable to, their line manager 
and the ELT in implementing this policy in areas under their control; in 
particular by providing an operational lead in meeting our legal duties 
as detailed in section 4.3. 
Managers must: 
• Lead by example and promote a positive safety culture, ensuring its 


profile and importance is maintained and included in meetings and 
one to ones with staff. 


• Plan and consider work in advance to ensure risks are identified, 
assessed and precaution implemented. 


• Protect RNIB’s reputation by compliant and positive representation.  
• Allocating adequate resources to health and safety. 
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• Ensuring that up to date documented procedures are in place for 
processes where necessary and include health and safety. 


• Ensure all health and safety training needs have been identified for 
their staff and solutions are being implemented. 


• Ensure that all incidents are reported and investigated. 
• Ensure all guidance and working procedures staff need to ensure 


their safety is provided and up to date. 
• Check contractor’s method statements and risk assessments as 


necessary and monitor their compliance when working for RNIB. 
• Clarify responsibilities and liability when working with third parties. 
• Ensure employees have the personal protective clothing they need.  


 


4.8 Employees and volunteers 
For the purposes of health and safety no distinction is made between 
employees and volunteers.  The only exception to this is the reporting of 
accidents to volunteers under the Reporting of Injuries, Diseases and 
Dangerous Occurrences Regulations (RIDDOR) for which volunteers 
must be considered as ‘persons not at work’. 
The health and safety responsibilities of all employees and volunteers 
are to: 


• Take all reasonable care for the health and safety of yourself and 
others who may be affected by your acts or omissions. 


• Co-operate with your manager regarding health and safety 
requirements. 


• Use all safety equipment, protective clothing and devices provided. 
• Not to interfere with anything provided on health and safety grounds. 
• Comply with any relevant safe system of work or risk assessment. 
• Notify your manager of any unsafe working practices or condition. 
• Report all accidents, incidents and near misses. 
• Read any procedure and guidance provided and undertake any 


necessary training to meet health and safety requirements. 
• Be familiar with, and follow, emergency procedures. 


 


4.9 Head of Health, Safety, Fire, Environment (HSFE) and 
Insurance 


RNIB employs the Head of HSFE and Insurance and the HSFE Team as 
the competent persons required under the Management of Health and 
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Safety at Work Regulations and the Regulatory Reform (Fire Safety) Order 
2005, to provide advice on the application on all HSFE issues. 
Additionally, the Head of HSFE and Insurance must:  


• Provide competent advice to the CEO, ELT, H&S Lead Officer, 
managers and supervisors and employees. 


• Advise on statutory HSFE compliance and good working practice.  
• Develop, maintain and monitor RNIB’s Safety Management System. 
• Write, review and maintain RNIB’s OH&S Strategy and Action Plan, 


Risk Register, H&S Annual Report, policies, procedures, guidance 
and SharePoint pages.  


• Track and report on HSFE performance. 
• Undertake and arrange Fire Risk Assessments and Audits to monitor 


compliance.   
• Maintaining records of accidents/incidents, near misses, RIDDOR 


reportable incidents and enforcement body interventions.  
• Undertaking investigations into complaints, interventions, and serious 


accidents/incidents as appropriate. 
• Act as the point of contact in dealings with those enforcement bodies 


that monitor HSFE, and present RNIB in a positive light.  
• Advising on all aspects of health and safety training. 
• Arrange, through external consultants, for Asbestos Surveys and 


Legionella Risk Assessments to be undertaken, and undertake audits 
to ensure all associated routine maintenance and documentation is 
managed, monitored and actioned by the Property Team.  
 


4.10 Head of Property  
The Head of Property shall: 
• Provide technical expertise and advice on premises maintenance.  
• Ensure safety, fire and access standards relating to the fabric of 


buildings are maintained in RNIB owned and leased premises. 
• Support Head of HSFE in respect of HSFE and insurance issues.  
• Support Responsible Persons regarding property maintenance. 
• Maintain property maintenance certificates, registers and records. 
• Ensuring planned preventative and timely responsive maintenance. 
• Ensure all associated maintenance activities and documentation for 


legionella and asbestos is managed, monitored and actioned.  The 
HSFE Team will undertake audits to monitor this and feedback to the 
Property Team.  


• Ensure homeworkers have access to appropriate furniture. 
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4.11 Head of Procurement 
The Head of Procurement shall ensure: 
• In procurement transactions due regard for products and services 


meeting relevant standards and products being ethically sourced.  
• Ensuring HSFE is considered in relevant procurement processes. 


Maintain system for ensuring all contractors are approved. 


4.12 Head of Information Technology (IT) 
The Head of IT shall ensure: 


• The ergonomics of software systems is considered and supports 
blind and partially sighted staff and volunteers.   


• Safe maintenance of IT installations in premises.  
• Homeworkers have access to appropriate IT equipment. 


 


4.13 Head of Organisational Development (OD) 
Will support the HSFE Team to ensure people have access to HSFE and 
competency training to meet legal duties and their development. 
   


4.14 Head of Human Resources (HR) 
The Head of HR shall ensure: 
• All staff have access to occupational health and an employee 


assistance programme.  
• Clear health and safety responsibilities in job descriptions.  
• HSFE is integral into people policies where appropriate. 


 


4.15 Responsible Persons 
Every RNIB site has a manager appointed and the Responsible Person, 
primarily to meet the requirements of fire legislation.   
The Responsible Persons will: 


• Review, action and update Action Plans arising out of Fire Risk 
Assessments and H&S Audits on SharePoint. 


• Oversee the management of all HSFE matters at a local level. 
• Ensure that an appropriate complement of site fire marshals, first 


aiders and where necessary evac chair operators is maintained.   
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5 Associated Policies, Procedures, Standards and 
Guidelines  


This policy is associated with the following RNIB documents. Subsidiary 
policies and procedures may be developed as a result of implementing 
and maintaining this policy. 


• HSFE.02 Fire Safety Policy 
• HSFE.03 Food Safety Policy 


 


6 Document Control  
(Table; 9 rows, 1 column) 


1. Document title: HSFE.01 Health and Safety Policy 


2. Document owner: Head of HSFE and Insurance 


3 Originally approved by: Board of Trustees 


4. Originally approved on: 6th June 2019 


5. Approved by: Executive Leadership Team 


6. Approved on: 13/05/2021 


7. Planned review date: 31/03/2023 


8. Is document published internally or on RNIB public-facing 
website?: Internal 


9. Version no.: 1.6 


 


7 Version control  
The table below shows the history of the document and the changes that 
were made at each version: 


Version Date Author Changes made 


1.4 6/6/2019 M. Filder Reissue due to new CEO 
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Version Date Author Changes made 


1.5 9/2/2020 M. Filder Review and update 


1.6 31/3/2021 M. Filder Review and update 
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Appendix to Health and Safety Policy 
 
The Appendix to the Health and Safety Policy sets out the most important 
systems and procedures in place to enable RNIB to meet its statutory 
duties in respect of HSFE, and necessary to comply with this policy. 
 
To meet the requirements of Section 2(3) of the Health and Safety at 
Work etc Act, a Health and Safety Policy must have three Sections:  
 


• Health and Safety Policy Statement 
• Responsibilities 
• Arrangements 


 
The first two are contained within the body of RNIB’s Health and Safety 
Policy, whilst the Arrangements are detailed in this Appendix to the 
policy. 
 
Arrangements 
 
1. Strategic Arrangements 
 
1.1 Occupational Health and Safety Strategy and Action Plan 
RNIB has an OH&S Strategy 2019 – 2021 which outlines RNIB’s Safety 
Management System and focusses on six key objectives.  Also see the 
‘How we manage H&S in RNIB’ page on SharePoint.  
 
1.2 HSFE Risk Register 
There is an HSFE Risk Register for HSFE forming part of the HSE 
Business Planning and Budget Template. 
 
1.3  Risk Profiling 
H&S Auditing is being replaced by Risk Profiling, a recognised element 
of our Safety Management System, to better facilitate the identification, 
assessment and mitigation of HSFE risks in departments and premises. 
 
1.4 Annual Health and Safety Report 
Each year in April the Head of HSFE and Insurance produces the Annual 
H&S Report and presents it to the Audit and Risk Committee. 
 



https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/How-we-manage-H&S-in-RNIB.aspx
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1.5 KPIs and Regulatory Compliance Report 
• Monthly data is provided against a number of KPIs to the Head of 


Compliance, Risk and Assurance. 
• A quarterly update is provided on key areas to the Audit and Risk 


Committee. 
 


1.6 Auditing of the HSFE Function within RNIB 
Periodically, HSFE is audited by an independent auditor.  The Insurers 
also conduct periodic audits based on several RNIB premises.  
 
1.7 HSFE Policies, Guidance, Information and Forms 
The HSFE Team ensure RNIB managers and staff have access to health 
and safety information via a variety of means, including: 


• Policies 
• Guidance  
• SharePoint Pages 
• Forms 


 
1.8 Dashboard for performance data 
Performance data on audits, assessments, and compliance scores is 
presented on the Home Page of the HSFE pages on SharePoint.  All 
audits and assessments are also available for inspection on SharePoint. 
 
2. Operational Arrangements 
 


2.1 Compliance Task Force 
The Compliance Task Force oversees the governance of HSFE risk 
management within RNIB.  As appropriate it will escalate issues as 
required to the ELT.  Terms of reference and list of members are on 
SharePoint. 
 
2.2 HSFE Group 
The HSFE Group is made up of Union Representatives and the HSFE 
Team to discuss operational HSFE issues.  It meets the requirements of 
legislation allowing unions to establish a Safety Committee. 
 
2.3 Accident Reporting and Investigation 
See Accident Reporting and Accident Investigation pages on SharePoint.  
Accident and incident statistic, along with data on incidents reported 
under RIDDOR is reported as part of the monthly KPIs. 
 



https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/How-we-manage-H&S-in-RNIB.aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/A-to-Z-Reference.aspx

https://rnib.sharepoint.com/sites/HSFETestSite

https://rnib.sharepoint.com/sites/HSFETestSite/Shared%20Documents/Forms/AllItems.aspx?csf=1&e=0jO1MR&cid=eb596f16%2D8f72%2D4b22%2Db739%2Daac8703acc05&RootFolder=%2Fsites%2FHSFETestSite%2FShared%20Documents%2FHealth%20and%20Safety%2FD%20%2D%20Forms&FolderCTID=0x012000777F4573FFC4534A91B93D1A29C4295D

https://rnib.sharepoint.com/sites/HSFETestSite

https://rnib.sharepoint.com/sites/HSFETestSite/Shared%20Documents/Forms/AllItems.aspx?viewid=839048c9%2D784f%2D4ae9%2D967d%2Dc9f89b090e79&id=%2Fsites%2FHSFETestSite%2FShared%20Documents%2FAudits

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/HSFE-Group(1).aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Incident-and-Accident-Reporting.aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Incident-and-Accident-Investigation.aspx
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2.4 Consultation with employees 
Health and safety liaison with the Trade Unions, will be via one of the 
existing four regular meeting between HR and the Unions, at which the 
Head of HSFE and Insurance will also attend.  
 
2.5 Coronavirus 
For access to an extensive range of information, internal and external 
links, FAQ’s and to access Covid-19 Risk Assessments, see the 
Coronavirus pages on SharePoint, and a number of sub-pages. 
 
2.6 COSHH 
Any person using a substance hazardous to health must carry out a 
COSHH Assessments, see the Risk Assessment page on SharePoint. 
 
2.7 Display Screen Equipment (DSE)  
RNIB’s guidance on DSE can be found on the Display Screen Equipment 
page on SharePoint.  All staff are also sent a Flexible Workstation 
Assessment which is a combined to complete Homeworker and DSE 
Assessments.  All staff have also been sent the Flexible working - 
Display Screen Equipment Awareness training module to complete. 
 
2.8 Driving 
For those who drive RNIB vehicles, or their own vehicles on RNIB 
business must follow the RNIB Driving at Work guidance.  
 
2.9 Electrical Safety 
RNIB’s guidance on electrical safety, including the maintenance of 
electrical equipment is contained in the Electrical Safety guidance. 
 
2.10 Emergency Procedures 
All RNIB premises have emergency procedures detailing what to do, in 
the event of an emergency situation. 
 
2.11 Emergency and Business Continuity Plans 
All RNIB Premises have Emergency and Business Continuity Plans and 
a Site MIRT (Major Incident Response Team).  There is also a Corporate 
MIRT to provide a strategic lead in the event of an emergency. 
 
2.12 Equipment 
Where work equipment is used and presents a significant risk, users 
must be trained in the use of the equipment and risk assessments are in 
place. 
 



https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Coronavirus.aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Risk-Assessments.aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Workstation-Assessments.aspx

https://rnib.sharepoint.com/:w:/r/sites/HSFETestSite/Shared%20Documents/Health%20and%20Safety/C%20-%20Guidance/HSFE01_C3_Driving%20at%20work.docx?d=w040a7a46179d4a019af95b69b22847bf&csf=1&web=1&e=96gp1b

https://rnib.sharepoint.com/:w:/r/sites/HSFETestSite/Shared%20Documents/Health%20and%20Safety/C%20-%20Guidance/HSFE01_C1_Electrical_Safety.docx?d=w78246c3b74624c1fb6a7b456ac6732ad&csf=1&web=1&e=wEmOgg
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2.13 Evac Chairs 
All sites where people may need assistance to evacuate the premises 
via stair are provided with Evac Chairs, and trained operators.  
  
2.14 Events 
An Event Risk Assessment and Agreement form must be completed for 
all RNIB events. 
 
2.15 Eye Tests 
All RNIB employees are entitled to a free Eye and Eyesight Test.  See 
the Eye Test page on SharePoint. 
 
2.16 Fire Marshals 
For all RNIB premises, and for events there will be adequate provision of 
fire marshals to assist people to evacuate in an emergency.   
 
2.17 Fire Safety 
The Fire Safety Policy and guidance, plus access to the Fire Risk 
Assessments and Action Plans can be found on the Fire Safety page. 
 
2.18 First Aid 
Guidance on First Aid is contained on the First Aid page on SharePoint. 
 
2.19 First Aiders 
For all RNIB premises, and for events there will be adequate provision of 
first aid cover, as identified by an assessment of needs.   
 
2.20 Food Safety 
Fore RNIB’s Food Safety Policy, guidance and forms see the Food 
Safety page on SharePoint. 
 
2.21 Health and Safety and Food Audit 
Annual H&S and Food Audits are undertaken and performance data 
presented on the Home Page whilst all report are available for inspection  
on SharePoint. 
 
2.22 Homeworking 
Guidance on homeworking, setting up a homeworker workstation, links 
to related topics is contained on the Homeworking page on SharePoint. 
 
2.23 Induction 
The Induction Checklist and links to information on induction can be 
found on the Induction page on SharePoint. 



https://rnib.sharepoint.com/:w:/r/sites/HSFETestSite/Shared%20Documents/Health%20and%20Safety/D%20-%20Forms/F20_Event_Risk_Assessment_and_Agreement_Form.docx?d=wba853d3e427f4623a2fb7fd6f70a2a32&csf=1&web=1&e=PjNQBh

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Eye-Tests.aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Fire-Safety.aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/First-Aid.aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Food-Safety.aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Food-Safety.aspx

https://rnib.sharepoint.com/sites/HSFETestSite

https://rnib.sharepoint.com/sites/HSFETestSite/Shared%20Documents/Forms/AllItems.aspx?viewid=839048c9%2D784f%2D4ae9%2D967d%2Dc9f89b090e79&id=%2Fsites%2FHSFETestSite%2FShared%20Documents%2FAudits

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Homeworking.aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Health-and-Safety-Induction.aspx
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2.24 Information for Employees 
Guidance on information that must be displayed in the workplace can 
found on the Information for Employees page on SharePoint.  
 
2.25 Insurance 
Guidance on insurance, copies of insurance certificates, and a sub-page 
on travel insurance can be found on the Insurance page. 
 
2.26 Lone Working 
Lone workers can find guidance, plus the lone worker risk assessment 
and links to a lone worker monitoring service on the Lone Worker page. 
 
2.27 Manual Handling 
Any person carrying out a manual handling activity that presents a 
significant risk must carry out a Manual Handling Assessment.  
 
2.28 New and expectant mothers 
Guidance and a risk assessment to ensure their safety in contained on 
the New and expectant mothers page on SharePoint. 
 
2.29 PEEPs 
For any person working in an RNIB premises who may need assistance 
to evacuate in an emergency requires a Personal Emergency Evacuation 
Plan (PEEP) to be completed. 
 
2.30 Risk Assessment 
Guidance, and access the various different type of risk assessment 
forms available, is available on the Risk Assessment page. 
 
2.31 RIDDOR 
For guidance on the Reporting of Injuries, Diseases and Dangerous 
Occurrences Regulations (RIDDOR) and what need to be reported to the 
HSE under the regulations, see the RIDDOR page on SharePoint. 
 
2.32 Smartworking 
For information on RNIB’s approach to Smartworking plus guidance and 
links visit the Smartworking page on SharePoint.  
 
2.33 Training 
A number of in-house HSFE training modules are delivered to staff via 
RNIB’s training system, MOLLiE, see the Training page on SharePoint.  



https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Information-for-Employees.aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Insurance.aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Lone-Worker.aspx

https://rnib.sharepoint.com/:w:/r/sites/HSFETestSite/Shared%20Documents/Health%20and%20Safety/D%20-%20Forms/F3_Manual_Handling_Risk_Assessment_form.docx?d=w73f53fd03da8472bad13a34bdfb1337b&csf=1&web=1&e=qYAeRj

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/New-and-expectant-mothers.aspx

https://rnib.sharepoint.com/:w:/r/sites/HSFETestSite/Shared%20Documents/Fire%20Safety/Section%20D%20-%20Fire%20Safety%20Forms/HSFE02_D2_Personal_Emergency_Evacuation_Plan_Form.docx?d=wb616afd3fe6849bd9fa85cdf461a053b&csf=1&web=1&e=iGIe5h

https://rnib.sharepoint.com/:w:/r/sites/HSFETestSite/Shared%20Documents/Fire%20Safety/Section%20D%20-%20Fire%20Safety%20Forms/HSFE02_D2_Personal_Emergency_Evacuation_Plan_Form.docx?d=wb616afd3fe6849bd9fa85cdf461a053b&csf=1&web=1&e=iGIe5h

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Risk-Assessments.aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/RIDDOR---Reporting-of-Injuries,-Diseases-and-Dangerous-Occurrences.aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Smarter-Working-Across-RNIB.aspx

https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Training.aspx
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The HSFE and OD Teams also monitor externally provided HSFE 
training is being delivered as required. 
 
2.34 Tree Inspections 
RNIB has a number of sites where there are significant trees.  These are 
inspected by an external Arborist and remedial work done as needed. 
 
2.35 Young persons 
For guidance on ensuring the safety of young person while at work, see 
the Young Person’s page on SharePoint. 



https://rnib.sharepoint.com/sites/HSFETestSite/SitePages/Safety-of-Young-Persons-and-those-on-work-experience.aspx
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Professional Code of Behaviour (staff 
and volunteers) Policy 
1. About this policy 
1.1. Purpose 
The purpose of this policy statement is to set out RNIB’s commitment to 
delivering excellence in customer care and service by being an inclusive 
organisation that values and upholds high professional and personal 
standards of behaviour. Working at or on behalf of RNIB puts you in a 
position of trust and responsibility to uphold our values and reputation 
when dealing with colleagues, customers, and our local communities. 


1.2. Risks and Implications 
Failure to adhere to the Professional Code of Behaviour may result in the 
professional integrity of employees and the organisation being 
challenged. Questions may also be raised as to whether RNIB and its 
employees and volunteers are doing their best to meet goals and display 
professional behaviours and values. 


1.3. Scope 
Who does this policy apply to? 
 
This policy applies to all RNIB staff and volunteers. 


What does this policy apply to? 
 
This document, designed to inform and advise, outlines the behavioural 
expectations that RNIB has for all who work and volunteer to support the 
organisation in its objectives. While this code of good practice may 
appear formal, it underlies the legislative and regulatory framework that 
RNIB must comply with, and consequently, the responsibilities of all who 
work/volunteer at and on behalf of RNIB. 
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It provides a structure that aims to protect and respect the rights of 
customers, volunteers and those who work for the organisation. This also 
includes: 
• Complying with the applicable laws and regulations 
• Conducting ourselves in a professional manner with the highest 


standards of honesty and integrity 
• Following RNIB policies and procedures 
• Living RNIB behaviours 
• Giving appreciation and respect for different people, experiences, and 


ideas 
• Working with our partners and agencies to ensure our high ethical 


standards are maintained 
• Seeking guidance, if in doubt, and always doing the right thing 


1.4. Exceptions to this policy 
All employees and volunteers are expected to follow the Professional 
Code of Behaviour and to promote the values and behaviours of RNIB. 
Trustees are expected to follow the Trustee Code of Conduct. 


1.5. Roles and responsibilities 


 Volunteers 
It is the responsibility of volunteers to: 


• Be aware of RNIB’s behaviours, values and mission and look for 
ways to promote them in their activities 


 Advise their volunteer manager of any difficulties or concerns they 
may have in adhering to the Professional Code of Behaviour 


 Employees 
It is the responsibility of the employee to: 


• Be aware of RNIB’s behaviours, values and mission and look for 
ways to promote them in their daily work 


• Advise their manager of any difficulties and concerns they may 
have in adhering to the Professional Code of Behaviour 


 Manager 
It is the responsibility of the manager to: 


• Ensure that their team are aware of the Professional Code of 
Behaviour and its implications for themselves and the organisation 



https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/Shared%20Documents/Governance/Trustee%20Code%20of%20Conduct%20-%20Nov%2019.docx?d=wb72fa4177be1430b890f3ca6829bf592&csf=1&e=qR8V4f
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• Ensure that the needs of the service and customers are met in line 
with the Professional Code 


• Seek support from HR in advising staff about the Professional 
Code, and also in dealing with any difficulties and concerns from 
their team 


 


 Human Resources 
It is the responsibility of Human Resources to: 


• Communicate the Professional Code of Behaviour to the 
organisation and ensure that they understand the implications of 
not following the Code of Behaviour 


• Ensure policies are compliant with the Professional Code 
• Support managers in implementing the Professional Code of 


Behaviour and assisting with training where necessary 
• Ensure compliance with relevant legislation 


2.  RNIB Values and Behaviours 


2.1 Who are we and who do we want to be? 
Our culture is more than a set of values that we have on display; it’s who 
we are, the collective personality of our organisation. As employees and 
volunteers, everything we do and say counts. 
 
Our values and behaviours help us to shape our collective personality. 
Together we create our culture and have an opportunity to transform 
ourselves, our organisation and our world. 


2.2 Customers first. Always. 
We’re all here for one reason; to equip blind and partially sighted people 
to live the life they want to lead. Striving to maintain a relentless 
customer focus means; 
 
• never forgetting to make sure the customer is always the most 


important person in the room (or on the line) 
• always listening and learning and never assuming we know the 


answers before asking the right questions 
• placing the highest value on the personal experiences and insight that 


blind and partially sighted people bring to our work and activities 
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• being open and honest so we can all work together to make the best 
decisions. 


 
This will help us to deliver excellence each and every time, placing 
customer needs front and centre of everything we do. 


2.3 Imagine if everyone at RNIB was someone you respect 
and learn from…. 
We can get there. If we stand by our values and role model our 
behaviours, we’ll learn together and grow as an organisation. 
 
Our values need to be more than a set of nice statements we pay lip 
service to; they say who we are and what we stand for. They help us 
deliver the service promises we make to our customers. They underpin 
our behaviour and provide a touchstone by which to review our actions. 


3.  Our values 
3.1. The key values and principles upon which this Professional 
Code is based include RNIB’s five core values: 
 


1. Led by blind and partially sighted people; Blind and partially sighted 
people are at our heart and influence everything we do. 


2. Collaborative; We work together to make the biggest difference. 
3. Creative; We understand challenges and find ways to overcome 


them and move forward. 
4. Inclusive; We include and value people with diverse experience, 


abilities and backgrounds. 
5. Open; We are honest, candid and transparent, challenging 


ourselves and others. 


4. Our Behaviours 
Behaviours are the practical application of our values, translating them 
into day-to-day actions. They describe the detail of what we expect our 
people to do to deliver our strategy. 
 
We’ve listened to feedback from customers, volunteers and staff to find 
out what matters most, to identify the behaviours that make the biggest 
difference to the customer experience. 
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We’ll use the behaviours in recruitment to make sure we attract and 
appoint the right people. For staff we’ll discuss and recognise where they 
are being demonstrated in 1-1s, as part of the performance management 
system. We’ll build objectives around the behaviours in personal 
development plans, to ensure we’re always on track in not only ‘what’ 
we’re doing, but ‘how’ we’re doing it. 
 
Authentic communicator Flexible, able to modify and reframe 
approach based on feedback. Authentic, builds trusting relationships. 
Demonstrates empathy for others. Open and confident communicator, 
effectively engages, listens and influences. Innovates and experiments, 
learns from what hasn’t worked. 
 
Change catalyst Curious enquirer, has foresight and asks why. 
Relentless customer focus strives to understand and meet changing 
needs. Responsible risk taker. Adapts constantly at speed, recovers from 
setbacks and keeps going in the face of adversity. Demonstrates 
courage, integrity and confidence to challenge others and champion 
change. 
 
Generous collaborator Establishes and grows collaborative 
partnerships and relationships. Generously shares information, 
knowledge and time. Builds networks, works with others to find solutions 
and get things done. Seeks and integrates a diverse range of 
perspectives, people and ideas. Supports others to stretch, challenge 
and develop, proactively gives and seeks feedback. 
 
Passionate ambassador Visionary raises awareness and gets involved. 
Looks within and beyond sector to widen impact. Self-aware, 
understands how emotions impact on performance and relationships. 
Shows humility, compassion and respect. Persistent and perceptive in 
identifying opportunities, both internally and externally. 
 
Accountable owner Commits to agreed outcomes and delivers them. 
Makes logical and rational decisions in a timely manner. Has backbone, 
strength to own actions and follow them through. Continuously learns, 
reflective and honest about own contribution. Promotes professional 
standards, follows and maintains processes to keep us safe and legal. 
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5. Professional/Personal Conduct 
Professionalism may be best explained as the ability to follow best 
practice, policies and procedures. Staff and volunteers are expected to 
maintain these professional standards of behaviour with each other, 
partners, customers, outside agencies and to conduct themselves in a 
way that reflects positively on the charity. 
 
RNIB’s behaviours are the core of our Professional Code. Staff and 
volunteers are expected to demonstrate these, at a level appropriate to 
their role 
 
Bulling will not be tolerated at RNIB and this is covered in more detail in 
the Bullying and Harassment Policy.  
Smart/casual dress - appropriate to your role in the organisation - 
demonstrates professionalism, care and cleanliness. 
 
Courtesy to others when in an office, shared space or meeting can be 
demonstrated by turning personal mobile phones and other personal 
devices to silent or buzzer. When it is necessary to take a confidential or 
sensitive call, it is advisable to step out of the shared space. 
 
Being aware of unacceptable behaviours and conduct, helps to deliver 
high professional standards. Behaviour is unacceptable where any of the 
following apply: 
• Acts/language of racism, homophobia, sexism, ableism etc 
• It is unwanted, unreasonable and offensive to the recipient 


(harassment) 
• It involves unfair or unjust treatment to the extent that the recipient’s 


job security and/or future employment position are undermined 
• Such conduct creates an intimidating, hostile or humiliating 


work/volunteering environment for the recipient 
• It creates disturbance to and division of other individuals 
 
In the case of uncertainty, it is always best practice to ask the individual 
before communicating or behaving in a manner that may be perceived as 
offensive. It is the unwanted nature of the conduct which distinguishes 
harassment from other behaviour. 
 
Staff and volunteers should take steps to protect themselves against any 
allegations of inappropriate relationships (see safeguarding policies). 
 



https://rnib.sharepoint.com/sites/RNIBPolicies/Shared%20Documents/Forms/AllItems.aspx?csf=1&e=VHFWJU&cid=1405009b%2Dbed3%2D4e94%2Da3de%2Ddbccbf6f0202&FolderCTID=0x0120006D48925B9C9ED643AB3ADA2DB5940198&id=%2Fsites%2FRNIBPolicies%2FShared%20Documents%2FSafeguarding&viewid=ab64bdd4%2Dbeab%2D4245%2D89f7%2Dcb3c247fa144
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Staff or volunteers should never offer legal or financial advice to 
customers, agencies or partners, unless this specifically forms part of 
their role. Information and resources (including financial) entrusted to 
RNIB representatives must be managed in-line with appropriate policy 
and procedural requirements. 
 
In order that RNIB business is conducted and perceived to be conducted 
in a professional and proper manner it is necessary to recognise 
personal relationships which overlap with professional ones. Appropriate 
business relationships between staff, volunteers and customers support 
the reputation of RNIB and avoid individuals being in a potential conflict 
of interest situation. 
 
Staff and volunteers have a duty of care to our customers and as such 
should avoid: 
• Entering into any personal relationship, which overlaps with 


professional ones, with anyone they know, or find out, is a service 
user or other person to whom we provide services 


• Enacting inappropriate physical contact and/or overt displays of 
affection 


• Conducting relationships, inviting or soliciting comment on social 
media, other than encouraging comment to further RNIB’s interests’ 
networks 


• Providing customers with personal telephone numbers 
 
Staff and volunteers are encouraged to declare, at the earliest 
opportunity, to their line/volunteer manager or equivalent any personal 
relationships which may give rise to a real or perceived conflict of 
interest, trust or breach of confidentiality. For example, someone 
managing their partner in a care home or same finance team may be 
perceived as a conflict of interest. If staff are uncertain about whether 
they should take action regarding a significant personal relationship, they 
are invited to seek guidance, in confidence, from HR. The steps below 
will then be followed: 
 
• The line manager or equivalent and HR Business Partner will work 


with the individuals concerned to identify any potential risks to 
themselves or conflicts of interests within the team, by means of a risk 
assessment. Wherever possible an agreement will be reached with 
the individuals on how to respond to any potential risks; the risks, 
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controls and mitigating actions will be recorded and reviewed 
annually. 
 


• Information disclosed should remain confidential to the parties 
involved, the line manager/equivalent and HR Business Partner, and 
wherever possible should not be disclosed to other parties without the 
express permission of those involved. If it is considered unavoidable 
to inform other members of staff about the relationship in order to 
explain a change in management arrangements, this will be discussed 
with the individuals concerned before it is disclosed. 
 


• Where a personal relationship exists or develops between members 
of staff who are in a line management or supervisory relationship at 
work, they must not be involved in recruitment, selection, appraisal, 
promotion or other management activity or process involving the other 
party. Alternative management arrangements will be put in place. 


 
Should staff or volunteers have concerns about any relationship formed 
during the course of their time with RNIB this should be immediately 
discussed with their Line Manager/Volunteer Manager. 
 
Any form of sexual exploitation, physical abuse between staff, volunteers 
and customers will not be tolerated and are grounds for dismissal. 


6. Conflict of Interest 
Individuals have a personal responsibility for their conduct and are 
expected to anticipate and declare any potential conflicts of interest 
before it arises. Individuals must declare all business interests (using the 
Declaration of Interest Forms) that could potentially result in personal 
gain as a consequence of their role. 


7. The use of Contractors, Consultants or other 
Suppliers for private business 


 
Staff and volunteers should not make use of their connection with RNIB 
to engage any Consultant, Professional Advisor, Contractor or other 
Supplier for private work. This could bring the person and/or the 
organisation into disrepute and could be a conflict of interest in future 
dealings with our existing suppliers, providers, contractors or 
consultants. If it is unavoidable to use an organisation that is contracted 
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to RNIB, prior authorisation should be sought by applying for permission 
in writing from your Line/volunteer Manager, who will discuss this request 
with the lead senior manager and advise you of the outcome. 


8.  Acceptance of Gifts or Hospitality 
Gifts or hospitality should not be canvassed nor accepted which might, or 
might reasonably appear to, compromise personal judgement or 
integrity, or create an improper obligation. Please refer to RNIB’s 
Acceptance of Gifts and Hospitality Policy. 


9. Fraud, Theft and Anti-Bribery  
RNIB is committed to maintaining the highest ethical standards in its 
relations with the public and amongst its staff and volunteers. Fraud, 
theft, bribery and dishonesty are regarded as most serious matters. 
Please refer to RNIB’s Fraud, Theft and Bribery Policy. 


10. Using the Internet 
The internet is a valuable business tool for research and comparing 
services, acquiring information and communication with other 
organisations. In using the internet or other electronic devices, 
individuals must adhere to RNIB’s Acceptable Use Policy particularly 
around issues of: 
• Storing information 
• Distribution or access to discriminative material 
• Personal use of internet and other devices 
• Confidentiality issues 
• Liability issues 
• Accessing pornographic material which is prohibited and may be 


reason for dismissal 
• Copyright and licensing restrictions 
• Use of customer personal data 


11. Alcohol and Drugs 
Individuals should familiarise themselves with the Alcohol, Substance 
abuse, and Smoking Policy. Consumption of alcohol whilst 
working/volunteering or in RNIB premises is not permitted except, subject 
to certain conditions, it may be permitted at work-related social events. 
RNIB has zero tolerance regarding the possession, use or supply of 



https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/Shared%20Documents/Corporate%20Responsibility/Acceptance%20of%20Gifts%20and%20Hospitality%20Policy/Gifts%20and%20Hospitality%20Policy%20FINAL.docx?d=w4fba36dc96444775a1d45f137d3fdbca&csf=1&e=s1oMqd

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7B80689AD7-B7C1-47AD-A5D6-88CC07E34D74%7D&file=Fraud%2C%20Theft%20%26%20Bribery%20Policy.docx&action=default&mobileredirect=true

https://rnib.sharepoint.com/:w:/s/RNIBPolicies/EYLsa6FIvyFGqSBd2fpgSLIB_d9z5AxyUCJpOZ162Rk8Mg?e=yMlHLM
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illegal drugs at any time during employment/volunteering with the 
organisation. Individuals representing RNIB at social events should act 
responsibly and in accordance with both policy and any additional 
guidance set out by the event organisers. 


12. Contact with others at External Meetings; 
interacting with External Bodies, Press and 
Media 


Individuals should not speak inappropriately, negatively or leak 
information to external bodies and/or the media about any aspects of the 
work of RNIB. There are internal mechanisms to allow discussions and 
communications and all staff are required to abide by the confidentiality 
clause in their employment contract to safeguard the interests of our 
customers and service users. 
 
Statements to the press or media on RNIB’s behalf must not be made 
without prior clearance from the Head of External Comms (or the Board 
Chair, in the case of Trustees). There is an External Comms team with 
responsibility for press and media coverage. Any statements given must 
be restricted to the subject matter for which prior clearance has been 
given. 


In addition, if any individual makes a statement to the press or media on 
a personal matter, they must not disclose RNIB as their 
employer/supporter/volunteering organisation, to ensure personal views 
and opinions are not attributable to RNIB. 


13. Associated Policies, Procedures, Standards and 
Guidelines 


All RNIB colleagues work hard with the common aim of ensuring our 
customers are at the heart of everything we do. This code is designed to 
create good practice and should be read in conjunction with a number of 
other policies, such as: 
 
• RNIB Values and Behaviours Select here to access the document 
• Equal Opportunities Select here to access the policy  
• Bullying & Harassment Select here to access the policy 
• Confidentiality Select here to access the document 
• Grievance Select here to access the policy 



https://rnib.sharepoint.com/:w:/r/sites/YourRNIB/_layouts/15/Doc.aspx?sourcedoc=%7B0625B573-0D4B-4023-BA4B-06322A07FE56%7D&file=7.%20RNIB%20Values%20and%20Behaviours%202018.docx&action=default&mobileredirect=true&DefaultItemOpen=1

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7B15F8DE22-81A5-4E06-842E-DEDAA9E31BA9%7D&file=Equal%20Opportunities%20Policy%20Apr19.docx&action=default&mobileredirect=true

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7B18687161-78BD-4D27-8B51-FBF15840250C%7D&file=Bullying%20and%20Harassment%20Policy%20July%202019.docx&action=default&mobileredirect=true

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7B18687161-78BD-4D27-8B51-FBF15840250C%7D&file=Bullying%20and%20Harassment%20Policy%20July%202019.docx&action=default&mobileredirect=true

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7b421FD102-3B97-4C40-B511-19D0209F103A%7d&file=Confidentiality%20Code%20of%20Conduct.docx&action=default&mobileredirect=true&DefaultItemOpen=1

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/Shared%20Documents/HR/Managing%20issues%20at%20work/Grievance/Grievance_Policy.docx?d=w3bf293c082f0455992819aebb8683d25&csf=1&web=1&e=HMkpfC
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• Disciplinary Select here to access the policy 
• Social Media Select here to access the policy 
• Health and Safety Select here to access the Health and Safety policy 


area 
• Safeguarding Select here to access the Safeguarding policy area 
• Acceptable Use Select here to access the policy 
• Whistleblowing Select here to access the policy 
• Alcohol Substance Misuse and Smoking Policy (need to add link to 


Sharepoint)  
 
The reputation of RNIB is paramount to delivery and sustainability of our 
Charity and its beneficiaries; hence, breaches of this code will be taken 
seriously with appropriate action. Any serious breaches of the 
Professional Code of Conduct will be handled under either the 
Disciplinary Policy or the Volunteer Problem Solving Procedure.  


14. Review 
This policy is due for review every three years or following any significant 
organisational or legislative changes. 
Next review date: 01 March 2024 
Policy review / update process: Policies will be reviewed by the HR 
Business Partnering team. After appropriate consultation, the final draft 
of the policy will be approved by the Director of People and 
Organisational Transformation, with a report provided to the People 
Committee on any substantive updates. 


15. Document Owner and Approval 
Document owner: Human Resources 
Final policy sign-off by: Director of People and Organisational 
Transformation  
 
  



https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/Shared%20Documents/HR/Managing%20issues%20at%20work/Disciplinary/Disciplinary_Policy.docx?d=w252f8bd6907a47569006a436666b676c&csf=1&web=1&e=6nJMYl

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/Shared%20Documents/Communications/Social%20Media%20Policy/Social%20Media%20Policy.docx?d=w0f31524f7c8a4f109c034a29988f2842&csf=1&e=o14Hh5

https://rnib.sharepoint.com/sites/RNIBPolicies/Shared%20Documents/Forms/AllItems.aspx?csf=1&e=GqYIZ5&cid=f93c4454%2D5144%2D40b4%2D9e1b%2D7adc4cbe208e&RootFolder=%2Fsites%2FRNIBPolicies%2FShared%20Documents%2FHealth%2C%20Safety%2C%20Fire%20and%20Environment&FolderCTID=0x0120006D48925B9C9ED643AB3ADA2DB5940198

https://rnib.sharepoint.com/sites/RNIBPolicies/Shared%20Documents/Forms/AllItems.aspx?csf=1&e=GqYIZ5&cid=f93c4454%2D5144%2D40b4%2D9e1b%2D7adc4cbe208e&RootFolder=%2Fsites%2FRNIBPolicies%2FShared%20Documents%2FHealth%2C%20Safety%2C%20Fire%20and%20Environment&FolderCTID=0x0120006D48925B9C9ED643AB3ADA2DB5940198

https://rnib.sharepoint.com/sites/RNIBPolicies/Shared%20Documents/Forms/AllItems.aspx?csf=1&e=GqYIZ5&cid=f93c4454%2D5144%2D40b4%2D9e1b%2D7adc4cbe208e&FolderCTID=0x0120006D48925B9C9ED643AB3ADA2DB5940198&viewid=ab64bdd4%2Dbeab%2D4245%2D89f7%2Dcb3c247fa144&id=%2Fsites%2FRNIBPolicies%2FShared%20Documents%2FSafeguarding

https://rnib.sharepoint.com/:w:/s/RNIBPolicies/EYLsa6FIvyFGqSBd2fpgSLIB_d9z5AxyUCJpOZ162Rk8Mg?e=yMlHLM

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/Shared%20Documents/Corporate%20Responsibility/Whistle%20Blowing/Whistle%20Blowing%20for%20Staff/Whistle_Blowing_Policy.docx?d=w3fd32478d1344457a5dca6baa9e6f50f&csf=1&e=4aLXyO
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16. Version control 
Version Date Author & 


Job Title 
Status & Level 


of Approval Changes 


1.0 March 
2018 


Unknown A Walker-
Fraser 
Executive 


 


1.1 October 
2019 


Hannah 
McColgan 
HR 
Project 
Manager 


Helen Griffin, 
Head of HR 


• Template updated 
• Removed reference 


to the policy applying 
to Trustees 


• Revised wording on 
Acceptance of Gifts 
and Hospitality 


• Section added on 
Fraud, Theft and 
Bribery 


• Removed reference 
to The Seven 
Principles of Public 
Life 


1.2 March 
2021 


Helen 
Griffin, 
Head of 
HR 


Ros Parker, 
Director of 
People and 
Organisational 
Transformation 


• Minor amendments 
to improve clarity 


• Strengthened section 
for volunteers 


• Greater emphasis on 
AD&I 


 


1. Document title: Professional Code of Behaviour 
2. Document owner: Head of HR 
3. Originally approved by: A Walker-Fraser, Executive 
4. Originally approved on: March 2018 
5. Approved by: Director of People and Organisational Transformation 
6. Approved on: 21 April 2021 
7. Planned review date: 01 March 2024 
8. Is document published internally or on RNIB public-facing 
website?: Internal 
9. Version no.: 1.2 
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RNIB See differently Logo  


 
 


 
 
 
RNIB Safeguarding Adults Policy  
 


1. Introduction 
1.1 RNIB safeguarding policy aims to explain what adult abuse is and 


how we can recognise it; demonstrate how RNIB will safeguard 
against adult abuse; and provide a range of procedures to guide 
staff and volunteers in the management of safeguarding matters.      


 
1.2 Safeguarding adults from harm is a core duty of RNIB. The nature 


of services we provide mean it is likely that staff and volunteers 
will have contact with adults at risk of abuse or neglect. This policy 
provides guidance for staff and volunteers to ensure the 
principles of safeguarding adults are embedded in all aspects of 
RNIB.  


  
1.3 RNIB is committed to the aims of adult safeguarding which are to: 
• Prevent harm and reduce the risk of abuse or neglect to adults with 


care and support needs.  
• Stop abuse or neglect wherever possible.   
• Safeguard adults in a way that supports them in making choices 


and having control over their lives.   
• Promote an approach that concentrates on improving life for the 


adults concerned.   
• Raise public awareness so that communities, alongside 


professionals, play their part in preventing abuse. 
• Identify and respond to abuse and neglect. 
• Provide information and support in accessible ways to help people 


understand the different types of abuse, how to stay safe and what 
to do to raise a concern about the safety or well-being of an adult. 


• Address what has caused the abuse or neglect.  
 
1.4 To achieve these aims, we will: 
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• Ensure all managers, staff and volunteers have access to, and are 
familiar with, RNIB safeguarding policies and safeguarding 
procedures and their responsibilities. 


• Ensure concerns or allegations of abuse are always taken seriously   
• Ensure the Mental Capacity Act 2005 is used to inform any decision 


making on behalf of adults at risk who are unable to make particular 
decisions for themselves.   


• Ensure all staff and volunteers receive training in relation to 
safeguarding adults at a level relevant to their role.  


• Ensure our customers and where relevant their relatives have 
access to information about how to report concerns or allegations 
of abuse.  


 


2. Principles of Adult Safeguarding  
 
Empowerment  Adults are encouraged to make their own decisions 


and are provided with support and information.  
  
‘I am consulted about the outcomes I want from the 
safeguarding process and these directly inform what 
happens.’   
 


Prevent Strategies are developed to prevent abuse and 
neglect that promotes resilience and self- 
determination.   
  
‘I am provided with easily understood information 
about what abuse is, how to recognise the signs and 
what I can do to seek help.’   


Proportionality A proportionate and least intrusive response is made 
balanced with the level of risk.  
  
‘I am confident that the professionals will work in my 
interest and only get involved as much as needed.’ 


Protection Adults are offered ways to protect themselves, and 
there is a coordinated response to adult 
safeguarding.   
  
‘I am provided with help and support to report abuse. 
I am supported to take part in the safeguarding 
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process to the extent to which I want and to which I 
am able.’   


Partnership Local solutions through services working together 
within their communities.  
  
‘I am confident that the information will be 
appropriately shared in a way that takes into account 
its personal and sensitive nature.  I am confident that 
agencies will work together to find the most effective 
responses for my own situation.’ 


Accountable Accountability and transparency in delivering a 
safeguarding response.   
  
‘I am clear about the roles and responsibilities of all 
those involved in the solution to the problem.’ 


 
 


3. Making Safeguarding Personal 
 
3.1 Adult safeguarding work should be person-led and outcome-focused. 
It should engage the person in a conversation about how best to respond 
to their situation in a way that enhances their involvement, choice and 
control, as well as improving their quality of life, wellbeing and safety.    
 
3.2 At RNIB, we will meet the aims of Making Safeguarding Personal by:   


• Keeping the person at the heart of the process.   
• Striving to understand the outcomes they want to achieve from the 


safeguarding work and supporting them to achieve these 
outcomes. 


 


4. Who is an adult at risk?  
  
4.1 The Safeguarding Adults policy applies to people who are aged 18 
years, or more, and:  


 
• Have need for care and support (whether or not these are currently 


being met); and  
• Are experiencing, or are at risk of, abuse or neglect; and   







  
4 
 
[RNIB Safeguarding Adults Policy]   
 
 


• Because of those needs, are unable to protect themselves against 
the abuse or neglect or the risk of it.  


  
4.2 This includes adults with physical, sensory and mental impairments 
and learning disabilities, whether present from birth or due to advancing 
age, illness or injury. Also included are people with a mental illness, 
dementia or other memory impairments, and people who misuse 
substances or alcohol (where this has led to impaired physical, cognitive 
or mental health).   
  


5. What is abuse?   
  
5.1 Abuse can take many forms and the circumstances of the individual 
should always be considered. It may consist of a single act or repeated 
acts. The following are examples of issues that would be considered as 
abuse or neglect:  
 
Physical abuse Includes hitting, slapping, pushing, kicking, misuse 


of medication, unlawful or inappropriate restraint, or 
inappropriate physical sanctions. 


Domestic 
Abuse 


Is an incident or pattern of incidents of controlling, 
coercive or threatening behaviour, violence or abuse 
by someone who is or has been an intimate partner 
or family member. Domestic violence and abuse 
may include psychological, physical, sexual, 
financial, emotional abuse; as well as so called 
‘honour’ based violence, forced marriage and female 
genital mutilation. The Domestic Abuse Act 2021 
applies. 


Sexual Abuse Includes rape and sexual assault or sexual acts to 
which the adult at risk has not consented, or could 
not consent to or was pressured into consenting. 
 


Psychological 
Abuse   


Includes emotional abuse, threats of harm or 
abandonment, deprivation of contact, humiliation, 
blaming, controlling, intimidation, coercion, 
harassment, verbal abuse, cyber bullying, isolation 
or unreasonable and unjustified withdrawal from 
services or supportive networks. 
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Financial 
Abuse 


Includes theft, fraud, exploitation, pressure in 
connection with wills, property or inheritance or 
financial transactions, or the misuse or 
misappropriation of property, possessions or 
benefits. 


Modern 
Slavery 


Includes human trafficking, forced labour and 
domestic servitude. Traffickers and slave masters 
use whatever means at their disposal to coerce, 
deceive and force individuals into a life of abuse, 
servitude and inhuman treatment. 


Neglect and 
Acts of 
Omission 


Includes ignoring medical or physical care needs, 
failure to provide access to appropriate health, 
social care or educational services, the withholding 
of the necessities of life, such as medication, 
adequate nutrition and heating. 


Discriminatory 
Abuse 


Includes abuse based on a person’s race, sex, 
gender, disability, faith, sexual orientation, or age; 
other forms of harassment, slurs or similar treatment 
or hate crime. 


Organisational 
Abuse 


Includes neglect and poor practice within an 
institution or specific care setting such as a hospital 
or care home, for example, or in relation to care 
provided in one’s own home. This may range from 
one-off incidents to on-going ill-treatment. It can be 
through neglect or poor professional practice as a 
result of the structure, policies, processes and 
practices within an organisation. 


Self-neglect Covers a wide range of behaviours, such as 
neglecting to care for one’s personal hygiene, health 
or surroundings and includes behaviours such as 
hoarding. A safeguarding response in relation to 
self-neglect may be appropriate where a person is 
declining assistance in relation to their care and 
support needs, and the impact of their decision, has 
or is likely to have a substantial impact on their 
overall individual wellbeing. 


Radicalisation Radicalisation is comparable to other forms of 
exploitation, such as grooming and Child Sexual 
Exploitation. Prevent is part of the Government's 
counterterrorism strategy CONTEST and aims to 
provide support and re-direction to vulnerable 







  
6 
 
[RNIB Safeguarding Adults Policy]   
 
 


individuals at risk of being groomed into terrorist 
activity before any crimes are committed. Vulnerable 
individuals are groomed directly or through social 
media to be persuaded of the legitimacy of a 
radical’s cause to inspire new recruits and have 
extreme views embedded. 


 
 


6. What is an “adult safeguarding enquiry”?   
  
6.1 Where a local authority in England or Wales believes an adult at risk 
is experiencing or at risk of experiencing abuse or neglect, it must make 
enquiries (this is not necessarily an investigation), or cause others to do 
so. This is a duty under s.42 of The Care Act 2014. 
 
A Scottish council must make inquiries about a person's well-being, 
property or financial affairs under The Adult Support and Protection 
(Scotland) Act 2007: Code of Practice if it knows, or believes: 
 
(a) that the person is an adult at risk; and 
(b) that it might need to intervene (by performing functions under this 
Part or otherwise) in order to protect the person's well-being, property or 
financial affairs. 
 
Designated Adult protection officer within Northern Ireland’s Health and 
Social Care Trust must make enquiries in all cases of alleged abuse under 
the Adult Safeguarding: Prevention and Protection in Partnership 2015. 
 
6.2 An enquiry should establish whether any action needs to be taken to 
prevent or stop abuse or neglect, and if so, by whom.  
  
6.3 The objectives of an adult safeguarding enquiry are to:    


• Establish facts.  
• Ascertain the adult’s views and wishes. 
• Assess and address their need for protection and support, in 


accordance with the wishes of the adult. 
• Make decisions as to what follow-up action should be taken.  
• Enable the adult to achieve resolution and recovery. 
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7. Historic Abuse  
 


 7.1 Abuse that took place when a person was under 18 years old is not 
an Adult Safeguarding issue but, dependant on the concern, could be a 
child safeguarding issue, irrespective of how old that person is now.  
 
7.2 In certain cases, the relevant Children’s Social Care department may 
need to be informed, if for example, the person who caused harm, is 
considered as a continued risk to other children.   
 
7.3 Adults who disclose historical childhood abuse can be advised that this 
is a crime and that they can still report this to the Police, if they want to do 
this.   
 


8. Whistleblowing 
8.1 To fulfil commitment to safeguarding, RNIB has a whistleblowing 
procedure, and a culture that enables issues about safeguarding and 
promoting welfare to be addressed through the whistleblowing policy.  
 
8.2 RNIB is committed to the highest standards of openness, probity and 
accountability. In line with that commitment, RNIB recognises that an 
important aspect of accountability and transparency is a mechanism to 
enable employees and volunteers to voice concerns about breaches or 
failures in a reasonable and effective manner.  
 
8.3 There must be an awareness of the vulnerability of children, and adults 
in RNIB settings and that whistleblowing applies in all contexts.  In 
addition, to situations where there is a perceived risk, whistleblowing may 
be necessary to highlight more general problems with unacceptable 
practice, performance or behaviour. 
 
8.4 RNIB whistleblowing policy or procedures make clear how to raise a 
concern, which can be a matter about safeguarding.  
 
8.5 The Public Interest Disclosure Act 1998 gives workers legal protection 
against being dismissed or penalised as a result of publicly disclosing 
certain serious concerns. 
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9. Role and Responsibilities  
 
9.1 These roles and responsibilities are relevant to RNIB Safeguarding 
Policy and procedures. 


Trustees 
 


Trustees take reasonable steps to protect those 
connected with RNIB from harm. This includes: 
• People who benefit from RNIB work and services 
• Staff 
• Volunteers 
• Other people connected to RNIB activities 
 
RNIB Safeguarding Policy and Procedures are 
approved by the Trustees. The Trustees delegate 
the day to day work for safeguarding within RNIB to 
the positions below but are ultimately responsible.  
Trustees are accountable to The Charity 
Commission. 


Executive 
Officer of Chief 
RNIB 
 


The Chief Executive Officer (CEO) of RNIB will 
ensure that safeguarding underpins all decisions 
made by the Executive Leadership Team by: 
• Maintaining a clear organisational and 


operational focus on safeguarding adults and 
children. 


• Making sure relevant statutory requirements and 
other national standards are met. 


The CEO is accountable to the Board of Trustees for 
safeguarding matters. 


Director of 
Care, 
Education and 
Safeguarding 


The Director of Care, Education and Safeguarding is 
the accountable officer for safeguarding standards, 
policy and procedures throughout RNIB. This 
includes: 
• Strategic ownership of safeguarding with RNIB, 


including governance, compliance, resources and 
notification of serious incident. 


• Ensures safeguarding underpins all RNIB policy 
and procedures. 


The Director of Care, Education and Safeguarding is 
accountable to the RNIB CEO. 
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Head of 
Safeguarding 
 


The Head of Safeguarding is the safeguarding 
subject expert employed by RNIB and the point of 
advice for safeguarding within the organisation. 
They lead on standard setting, the development and 
production of safeguarding procedures and 
compliance standards. They are responsible for The 
Safeguarding Team. 
The Head of Safeguarding is accountable to the 
Director of Care, Education and Safeguarding.  


Safeguarding 
Case Manager 


The Safeguarding Case Manager will work as part of 
the safeguarding team and ensure there is effective 
operational decision making on safeguarding cases. 
They will support the Head of Safeguarding in 
overseeing RNIB investigations into safeguarding 
concerns and support the case management group. 
The Case Manager is accountable to the Head of 
Safeguarding. 


Designated 
Safeguarding 
Lead 
(DSL) 


The DSL will take lead responsibility for 
safeguarding adults at risk within their service area 
of the organisation. 
• Act as a source of support and advice for staff 


and volunteers on all safeguarding matters. 
• Refer and liaise with the safeguarding team 


regarding safeguarding concerns. 
• Following through safeguarding policy and 


procedures regarding their responsibilities.  
 


 
 


10. The monitoring and oversight of safeguarding 
across RNIB  


 
Case 
Management 
Group (CMG) 


All safeguarding allegations must have oversight or 
supervision achieved through a Case Management 
Group.  CMGs must consist of a member of the 
Safeguarding Team, HR, (and where appropriate) 
Head of Volunteering, or the Head of Service where 
the person subject of the concern is working or 
volunteering. 
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The CMG is a group of people who will decide on 
how an internal RNIB safeguarding allegation is 
managed.  A series of CMGs will take place to 
ensure oversight of all allegations. 
 


Quality 
Assurance 
Framework 
 


The Safeguarding Quality Assurance Framework 
provides a structure to ensure that the systems in 
place in RNIB protect people at risk and are 
proportionate, balanced and responsive. The 
framework ensures all service areas in RNIB are 
audited to ensure safeguarding practice ensures the 
safety and wellbeing of our customers. The 
safeguarding team ensure monthly reports are sent 
to Executive leadership Meetings. Followed by 
quarterly reports provided to Regulated Services 
and Safeguarding Committee (RSSC) for scrutiny.  


Executive 
Leadership 
meetings 


The Executive Leadership is provided with regular 
safeguarding reports for discussion and challenge.  
The Executive Leadership Team is aware of all 
safeguarding matters and monitor progress.   


Regulated 
Services and 
Safeguarding 
Committee 
(RSSC) 


The Regulatory Services and Safeguarding 
Committee must assure itself services are delivered 
to defined regulatory standards, and specifically to 
provide a direct line to RNIB Board on matters 
relating to the governance of schools, colleges and 
care provision registered with Ofsted, Care Quality 
Commission and the Scottish Care inspectorate. 
Assurance is required by the Board in the defined 
areas of Safety, Effectiveness, Caring, 
Responsiveness and Leadership. 
The Committee is accountable directly to the RNIB 
Board. 
 


The Board of 
Trustees 


The Board of Trustees must take reasonable steps 
to protect those connected with RNIB from harm. 
This includes:  
· People who benefit from RNIB work and services  
· Staff  
· Volunteers  
· Other people connected to RNIB activities  
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RNIB Safeguarding Policy must be approved by the 
Trustees. The Trustees delegate the day to day 
work for safeguarding within RNIB to the 
Safeguarding Team but are ultimately responsible. 
The Board of Trustee are provided with Regular 
safeguarding reports including audit findings. 
Trustees are accountable to The Charity 
Commission.  
 


 
 
 


11. Charity Regulators: Scotland, Northern Ireland, 
Isle of Man, England, and Wales 


11.1 England and Wales only. The Charity Commission requires 
charities to report serious incidents. If a serious incident takes place within 
RNIB, it is important that there is prompt, full and frank disclosure to the 
Commission. RNIB will report what happened and, importantly, let the 
Commission know how RNIB is dealing with it, even if RNIB has also 
reported it to the Police, donors or another regulator. 
 
11.2 A serious incident is an adverse event, whether actual or alleged, 
which results in, or risks, significant: 
• harm to RNIB beneficiaries, staff, volunteers or others who come into 


contact with RNIB through its work, or 
• harm to RNIB’s work or reputation. 
11.3 For the purposes of reporting a serious incident to The Charity 
Commission, “significant” means significant in the context of the charity, 
taking account of its staff, operations, finances and/or reputation. 
11.4 RNIB must report an actual or alleged incident promptly. This means 
as soon as is reasonably possible after it happens, or immediately after 
RNIB becomes aware of it. 
 
11.5 The responsibility for reporting serious safeguarding incidents rests 
with the charity’s Trustees. However, this is delegated to the CEO and will 
be agreed with Governance Manager and Head of Legal Services before 
any incident is reported to The Charity Commission.  
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11.6 Scotland. There is no legal requirement for RNIB to report a 
notifiable event in Scotland, however, it is RNIB’s policy that all events 
which are notifiable must be reported to the Office Scottish Charity 
Regulator (OSCR). 
 
11.7 A notifiable event to OSCR is one which will have a significant impact 
on the charity. A safeguarding notifiable event to OSCR is one which: 
• Incidents involving the mistreatment or abuse of RNIB beneficiaries. 


This will include when a charity Trustee, member of staff or someone 
connected to RNIB has or it alleged mistreated or abused a child or 
adult while carrying out RNIB activities. 


• RNIB has been subject to a criminal investigation or an investigation by 
another regulator or agency; sanctions have been imposed, or 
concerns raised by another regulator or agency. 


 
11.8 This is not the full list of notifiable events and reference should be 
made to the OSCR web site for further details. 
 
11.9 Northern Ireland. Serious incidents are defined as mainly concerned 
with criminal or unlawful activity, or very serious incidents about a charity 
that may affect its funds, property, beneficiaries or reputation. This will 
include safeguarding concerns which are being investigated by the Police 
or Health and Social Care Trust. 
 
11.10 For safeguarding it is when RNIB adult or child customers have 
been, or alleged to have been or are being, abused or mistreated while 
under the care of the charity, or by someone connected with RNIB, for 
example, a charity trustee, employee or volunteer.  
 
11.11 There has been an incident (alleged or actual) where someone has 
been or is being abused or mistreated and this relates to the activities of 
RNIB. 
 
11.12 Isle of Man. The Central Registry is the joint regulator of charities 
in the Isle of Man in conjunction with HM Attorney General’s Chambers. 
The Central Chambers does not make any requirements to report serious 
safeguarding incidents that occur in the Isle of Man.  
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12.   Notifiable Incidents to the Care Quality 
Commission (CQC) England 


12.1 CQC (Registration) Regulations 2009  
12.2 Regulation 18 governs when providers such as RNIB must notify the 
CQC of a safeguarding concern. The intention of this regulation is to 
specify a range of events or occurrences that must be notified to CQC so 
that, where needed, CQC can take follow-up action. RNIB must notify 
CQC of all incidents that affect the health, safety and welfare of people 
who use services. The full list of incidents is below. 
 
12.3 RNIB must send their notifications directly to CQC when: 
 
12.4 Any injury to a service user which, in the reasonable opinion of a 
health care professional, has resulted in: 
• An impairment of the sensory, motor or intellectual functions of the 


service user which is not likely to be temporary. 
• Changes to the structure of a service user's body. 
• The service user experiencing prolonged pain or prolonged 


psychological harm; or 
• The shortening of the life expectancy of the service user. 
 
12.5 Any injury to a service user which, in the reasonable opinion of a 
health care professional, requires treatment by that, or another, health 
care professional to prevent: 
• The death of the service user; or 
• An injury to the service user which, if left untreated, would lead to one 


or more of the outcomes mentioned in sub-paragraph. 
 
12.6 Due to the subjective nature of the threshold to notify safeguarding 
incidents to the CQC. All safeguarding incidents must be discussed with 
the safeguarding team before CQC are notified. Any dispute with 
whether a safeguarding concern has reached the threshold for notifying 
CQC must be raised to the Director of Care, Education and 
Safeguarding. 
 


13. Notification to Care Inspectorate Scotland 
13.1 By law RNIB must tell the Care Inspectorate in Scotland 
immediately if the following events take place:  
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• Accidents, incidents or injuries 
• Outbreak of infectious disease 
• Death of person using a care service  
• Allegations of abuse 
• Significant equipment breakdown 
• Allegation of misconduct by a provider or employee 
• Criminal convictions resulting in unfitness of a manager 
• A provider becoming unfit 
• Absence of manager 
• Planned refurbishment/alteration/extension of premises 
• Change of registration details 
• Person living at the registered premises. 
 
13.2 RNIB should notify the Care Inspectorate to any adverse events and 
concerns involving schedule 2, 3, 4, and 5 controlled drugs used in care 
settings, when they occur, and while the service user is receiving care in 
the care service. 
 


14. Duty of Candour 
14.1 Duty of Candour is governed by statutory regulations for England, 
Wales and Scotland. A Duty of Candour does not exist in Northern Ireland 
or Isle of Man. 
14.2 Where RNIB provides a health service, care service or social work 
service then a Duty of Candour will apply. The Safeguarding Team must 
be contacted in all occasions when it is being considered that a Duty of 
Candour applies. 


15. Review 
This policy is due for review every year or following any significant 
organisational changes.  
Next review date: 13 May 2022 


16. Document Owner and Approval 
Document owner: Sandra Cornwall 
Final policy sign-off by: Trustee Board 
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17. Associated Policies, Procedures, Standards and 
Guidelines 
• Adult Safeguarding Procedure 
• Child Safeguarding Policy 
• Child Safeguarding Procedure 
• Safeguarding Concerns and Allegation Reporting Process 
• Customer Safeguarding Concerns Process 
• Employee Safeguarding Concerns Process 
• Volunteer Safeguarding Concerns Process 
• Contractor Safeguarding Procedure 
• Suicide Risk Procedure 
• Duty of Candour 
• Mental Capacity and Deprivation of Liberty Safeguarding Policy 
• Record Keeping and Data Standards Procedure 
• External Referral Procedure  
• Medicine Related Incident and Safeguarding Procedure  
• Medicine Related Incident Process 
• Member of Public Safeguarding Concern Procedure  


18. Version control 
 


Version Date Author & Job Title 
Status & 
Level of 
Approval 


Changes 


1.0 21 May 
2020 


Sandra Cornwall, 
Head of 
Safeguarding 


Approved 
- Board 


Fundamental 
fit for purpose 
changes  


2.0 13/05/2021 Sandra Cornwall, 
Head of 
Safeguarding 


Approved 
- Board 


Added in 
reference to 
the Domestic 
Abuse Act 
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RNIB Safeguarding Children Policy  
1. Introduction 
 
1. The purpose of this policy and associated procedures is to provide 
clarity to all staff and volunteers on child protection and safeguarding.  It 
is intended to help us to have a common understanding of safeguarding 
issues, develop good practice across the diverse and complex areas in 
which we operate and thereby increase accountability in this aspect of our 
work.  
 
1.1. Effective safeguarding arrangements should aim to meet the 
following two key principles: 
 
• Safeguarding is everyone's responsibility: for services to be effective 
each individual and organisation should play their full part; and 
• A child-centred approach: for services to be effective they should be 
based on a clear understanding of the needs and views of children. 
 
1.2. Working Together to Safeguard Children (2015) introduction says: 
“Nothing is more important than children’s welfare. Children who need help 
and protection deserve high quality and effective support as soon as a 
need is identified. We want a system that responds to the needs and 
interests of children and families and not the other way around. In such a 
system, practitioners will be clear about what is required of them 
individually, and how they need to work together in partnership with 
others.” 
 
1.3. Everyone who comes into contact with children has a role to play.  
 
1.4. Safeguarding and promoting the welfare of children is defined for 
the purposes of this policy as: 
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• Protecting children from maltreatment; 
• Preventing impairment of children's health or development; 
• Taking action to enable all children to have the best outcomes. 
• An appendix has been provided at the end of this policy document 
to capture the variances in differences in legislation across the different 
jurisdictions. 


2. Definition of abuse 
 


2.1 The table below shows the definitions of abuse, as defined in 
Working Together to Safeguard Children 2018 and Keeping 
Children Safe in Education September 2018: 


 
Abuse A form of maltreatment of a child. Somebody may 


abuse or neglect a child by inflicting harm or by 
failing to act to prevent harm. Children may be 
abused in a family or in an institutional or community 
setting by those known to them or, more rarely, by 
others (e.g. via the internet). They may be abused by 
an adult or adults or another child or children. 


Physical 
abuse 


Physical abuse may involve hitting, shaking, throwing, 
poisoning, burning or scalding, drowning, suffocating, 
or otherwise causing physical harm to a child. 
Physical harm may also be caused when a parent 
fabricates the symptoms of, or deliberately induces, 
illness in a child. 
 


Emotional 
abuse 


Emotional abuse is the persistent emotional 
maltreatment of a child such as to cause severe and 
persistent effects on the child's emotional 
development. 
This includes controlling behaviour which is a range 
of acts designed to make a person subordinate 
and/or dependent by isolating them from sources of 
support, exploiting their resources and capacities for 
personal gain, depriving them of the means needed 
for independence, resistance and escape and 
regulating their everyday behaviour. Coercive 
behaviour is an act or a pattern of acts of assault, 
threats, humiliation and intimidation or other abuse 
that is used to harm, punish, or frighten their victim. 
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Sexual abuse Sexual abuse involves forcing or enticing a child or 


young person to take part in sexual activities, not 
necessarily involving a high level of violence, 
whether or not the child is aware of what is 
happening. The activities may involve physical 
contact, including assault by penetration (e.g. rape or 
oral sex) or non-penetrative acts such as 
masturbation, kissing, rubbing and touching outside 
of clothing. However, where a child is under the age 
of 13 it is classified as rape under s5 sexual offences 
act 2003. 


Neglect Neglect is the persistent failure to meet a child's 
basic physical and/or psychological needs, likely to 
result in the serious impairment of the child's health 
or development. 


Controlling 
behaviour 


This is a range of acts designed to make a person 
subordinate and/or dependent by isolating them from 
sources of support, exploiting their resources and 
capacities for personal gain, depriving them of the 
means needed for independence, resistance and 
escape and regulating their everyday behaviour. 
 


Coercive 
behaviour 


An act or a pattern of acts of assault, threats, 
humiliation and intimidation or other abuse that is 
used to harm, punish, or frighten their victim. 
 


Radicalisation Vulnerable individuals are groomed directly or 
through social media to be persuaded of the 
legitimacy of a radical’s cause to inspire new recruits 
and have extreme views embedded. 
Radicalisation is a form of harm. The process may 
involve: 


• being groomed online or in person. 
• exploitation, including sexual exploitation. 
• psychological manipulation. 
• exposure to violent material and other 


inappropriate information. 
• the risk of physical harm or death through 


extremist acts. 
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Please refer to appendix 1 for the differences in definitions of abuse in 
legislation for Scotland and Northern Ireland. 
 
2.2. In addition, Working Together to Safeguard Children has introduced 
the concept of Contextual Safeguarding which recognises that as well as 
threats to the welfare of children from within their families, children may be 
vulnerable to abuse or exploitation from outside their families.  
 
2.3. These extra-familial threats might arise at school and other 
educational establishments, from within peer groups, or more widely 
from within the wider community and/or online.  
 
2.4. These threats can take a variety of different forms and children can 
be vulnerable to multiple threats, including, exploitation by criminal gangs 
and organised crime groups such as county lines; trafficking, online 
abuse; sexual exploitation and the influences of extremism leading to 
radicalisation. 
 


3. Duty to refer and co-operate: 
3.1. Section 11 of the Children Act 2004 places a duty on key persons 
and bodies to make arrangements in any local area to safeguard and 
promote the welfare of children and improve the outcomes for children. 
 
3.2. All professionals in agencies with contact with children and members 
of their families must make a referral to LA children's social care if there 
are signs that a child or an unborn baby: 


• Has suffered significant harm through abuse or neglect; 
• Or is likely to suffer significant harm in the future. 


The definitions/concepts of significant harm can be found in appendix 1 


4. Whistleblowing 
4.1. To fulfil commitment to safeguarding, RNIB has a whistleblowing 


procedure, and a culture that enables issues about safeguarding 
and promoting welfare to be addressed through the whistleblowing 
policy.  


 
4.2. RNIB is committed to the highest standards of openness, probity and 


accountability. In line with that commitment, RNIB recognises that 
an important aspect of accountability and transparency is a 
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mechanism to enable employees and volunteers to voice concerns 
about breaches or failures in a reasonable and effective manner.  


 
4.3. There must be an awareness of the vulnerability of children, and 


adults in RNIB settings and that whistleblowing applies in all 
contexts.  In addition, to situations where there is a perceived risk, 
whistleblowing may be necessary to highlight more general 
problems with unacceptable practice, performance or behaviour. 


 
4.4.  RNIB whistleblowing policy or procedures make clear how to raise a 


concern, which can be a matter about safeguarding.  
 
4.5. The Public Interest Disclosure Act 1998 gives workers legal 


protection against being dismissed or penalised as a result of 
publicly disclosing certain serious concerns. 


 


5. Role and Responsibilities  
 
5.1. The table shows roles and responsibilities that are relevant to RNIB 


Safeguarding Policy and procedures: 
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Trustees 
 


Trustees take reasonable steps to protect those 
connected with RNIB from harm. This includes: 
• people who benefit from RNIB work and services 
• staff 
• volunteers 
• other people connected to RNIB activities 
 
RNIB Safeguarding Policy and Procedures are 
approved by the Trustees. The Trustees delegate 
the day to day work for safeguarding within RNIB to 
the positions below but are ultimately responsible.  
Trustees are accountable to The Charity 
Commission. 


Chief 
Executive 
Officer of RNIB 
 


The Chief Executive Officer (CEO) of RNIB will 
ensure that safeguarding underpins all decisions 
made by the Executive Leadership Team by: 
• Maintaining a clear organisational and 


operational focus on safeguarding adults and 
children. 


• Making sure relevant statutory requirements and 
other national standards are met. 


The CEO is accountable to the Board of Trustees for 
safeguarding matters. 


Director of 
Care, 
Education and 
Safeguarding 


The Director of Care, Education and Safeguarding is 
the accountable officer for safeguarding standards, 
policy and procedures throughout RNIB. This 
includes: 
• Strategic ownership of safeguarding with RNIB, 


including governance, compliance, resources and 
notification of serious incident. 


• Ensures safeguarding underpins all RNIB policy 
and procedures. 


The Director of Care, Education and Safeguarding is 
accountable to the RNIB CEO. 
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Head of 
Safeguarding 
 


The Head of Safeguarding is the safeguarding 
subject expert employed by RNIB and the point of 
advice for safeguarding within the organisation. 
They lead on standard setting, the development and 
production of safeguarding procedures and 
compliance standards. They are responsible for The 
Safeguarding Team. 
The Head of Safeguarding is accountable to the 
Director of Care, Education and Safeguarding.  


Safeguarding 
Case Manager 


The Safeguarding Case Manager will work as part of 
the safeguarding team and ensure there is effective 
operational decision making on safeguarding cases. 
They will support the Head of Safeguarding in 
overseeing RNIB investigations into safeguarding 
concerns and support the case management group. 
The Case Manager is accountable to the Head of 
Safeguarding. 


Designated 
safeguarding 
Lead 
(DSL) 


The DSL will take lead responsibility for 
safeguarding adults at risk within their service area 
of the organisation. 
• Act as a source of support and advice for staff 


and volunteers on all safeguarding matters. 
• Refer and liaise with the safeguarding team 


regarding safeguarding concerns. 
• Following through safeguarding policy and 


procedures regarding their responsibilities.  
 


 
 


6. The monitoring and oversight of safeguarding 
across RNIB  


The table below shows the monitoring and oversight across RNIB: 
 
Case 
Management 
Group (CMG) 


All safeguarding allegations must have oversight or 
supervision achieved through a Case Management 
Group.  CMGs must consist of a member of the 
Safeguarding Team, HR, (and where appropriate) 
Head of Volunteering, or the Head of Service where 
the person subject of the concern is working or 
volunteering. 
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The CMG is a group of people who will decide on 
how an internal RNIB safeguarding allegation is 
managed.  A series of CMG’s will take place to 
ensure oversight of all allegations. 
 


Quality 
Assurance 
Framework 
 


The Safeguarding Quality Assurance Framework 
provides a structure to ensure that the systems in 
place in RNIB protect people at risk and are 
proportionate, balanced and responsive. The 
framework ensures all service areas in RNIB are 
audited to ensure safeguarding practice ensures the 
safety and wellbeing of our customers. The 
safeguarding team ensure monthly reports are sent 
to Executive leadership Meetings. Followed by 
quarterly reports provided to Regulated Services 
and Safeguarding Committee (RSSC) for scrutiny.  


Executive 
Leadership 
meetings 


The Executive Leadership is provided with regular 
safeguarding reports for discussion and challenge.  
The Executive Leadership Team is aware of all 
safeguarding matters and monitor progress.   


Regulated 
Services and 
Safeguarding 
Committee 
(RSSC) 


The Regulatory Services and Safeguarding 
Committee must assure itself services are delivered 
to defined regulatory standards, and specifically to 
provide a direct line to RNIB Board on matters 
relating to the governance of schools, colleges and 
care provision registered with Ofsted, Care Quality 
Commission and the Scottish Care inspectorate. 
Assurance is required by the Board in the defined 
areas of Safety, Effectiveness, Caring, 
Responsiveness and Leadership. 
The Committee is accountable directly to the RNIB 
Board. 
 


The Board of 
Trustees 


The Board of Trustees must take reasonable steps 
to protect those connected with RNIB from harm. 
This includes,  
· people who benefit from RNIB work and services  
· staff  
· volunteers  
· other people connected to RNIB activities  
RNIB Safeguarding Policy must be approved by the 
Trustees. The Trustees delegate the day to day 
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work for safeguarding within RNIB to the 
Safeguarding Team but are ultimately responsible. 
The Board of Trustee are provided with Regular 
safeguarding reports including audit findings. 
Trustees are accountable to The Charity 
Commission.  
 


 


7. Charity Regulators: Scotland, Northern Ireland, 
Isle of Man, England, and Wales 


7.1 England and Wales only. The Charity Commission requires charities 
to report serious incidents. If a serious incident takes place within RNIB, it 
is important that there is prompt, full and frank disclosure to the 
Commission. RNIB will report what happened and, importantly, let the 
Commission know how RNIB is dealing with it, even if RNIB has also 
reported it to the police, donors or another regulator. 
 
7.2 A serious incident is an adverse event, whether actual or alleged, 
which results in, or risks, significant: 
• harm to RNIB beneficiaries, staff, volunteers or others who come into 


contact with RNIB through its work, or. 
• harm to RNIB’s work or reputation. 


 
7.3 For the purposes of reporting a serious incident to the Charity 
Commission, “significant” means significant in the context of the charity, 
taking account of its staff, operations, finances and/or reputation. 
 
7.4 RNIB must report an actual or alleged incident promptly. This means 
as soon as is reasonably possible after it happens, or immediately after 
RNIB becomes aware of it. 
 
7.5 The responsibility for reporting serious safeguarding incidents rests 
with the charity’s Trustees. However, this is delegated to the CEO and will 
be agreed with Governance Manager and Head of Legal Services before 
any incident is reported to The Charity Commission.  
 
7.6 Scotland. There is no legal requirement for RNIB to report a notifiable 
event in Scotland, however, it is RNIB’s policy that all events which are 
notifiable must be reported to the Office Scottish Charity Regulator 
(OSCR). 
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7.7 A notifiable event to OSCR is one which will have a significant impact 
on the charity. A safeguarding notifiable event to OSCR is one which: 
• Incidents involving the mistreatment or abuse of RNIB beneficiaries. 


This will include when a charity trustee, member of staff or someone 
connected to RNIB has or it alleged mistreated or abused a child or 
adult while carrying out RNIB activities. 


• RNIB has been subject to a criminal investigation or an investigation by 
another regulator or agency; sanctions have been imposed, or 
concerns raised by another regulator or agency. 


 
7.8 This is not the full list of notifiable events and reference should be 
made to the OSCR web site for further details. 
 
7.9 Northern Ireland. Serious incidents are defined as mainly concerned 
with criminal or unlawful activity, or very serious incidents about a charity 
that may affect its funds, property, beneficiaries or reputation. This will 
include safeguarding concerns which are being investigated by the Police 
or Health and Social Care Trust. 
 
7.10 For safeguarding it is when RNIB adult or child customers have been, 
or alleged to have been or are being, abused or mistreated while under 
the care of the charity, or by someone connected with RNIB, for example, 
a charity trustee, employee or volunteer.  
 
7.11 There has been an incident (alleged or actual) where someone has 
been or is being abused or mistreated and this relates to the activities of 
RNIB. 
 
7.12 Isle of Man. The Central Registry is the joint regulator of charities in 
the Isle of Man in conjunction with HM Attorney General’s Chambers. The 
Central Chambers does not make any requirements to report serious 
safeguarding incidents that occur in the Isle of Man.  
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8. Review 
This policy is due for review every year or following any significant 
organisational changes.  
Next review date: 13 May 2022 


9. Document Owner and Approval 
Document owner: Sandra Cornwall 
Final policy sign off by: The Trustee Board 


10. Associated Policies, Procedures, Standards and 
Guidelines 
• Adult Safeguarding Policy 
• Adult Safeguarding Procedure 
• Child Safeguarding Procedure 
• Safeguarding Concerns and Allegation Reporting Process 
• Customer Safeguarding Concerns Process 
• Employee Safeguarding Concerns Process 
• Volunteer Safeguarding Concerns Process 
• Contractor Safeguarding Procedure 
• Suicide Risk Procedure 
• Duty of Candour 
• Mental Capacity and Deprivation of Liberty Safeguarding Policy 
• Record Keeping and Data Standards Procedure 
• External Referral Procedure  
• Medicine Related Incident and Safeguarding Procedure  
• Medicine Related Incident Process 
• Member of Public Safeguarding Concern Procedure  
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11. Appendix 1– Child Safeguarding thresholds and 
definitions across the UK 


Definitions of a child 
A child is generally defined as someone under the age of 18. This is the 
case for England, Wales and Northern Ireland.  
 
There are some variances to this in Scotland where in terms of parental 
rights and responsibilities a child is someone under the age of 18, and 
this is also the case In respect of support for children and families and 
includes local authorities' duties in respect of looked after children and 
children "in need"). In terms of matters including children's hearings and 
child protection orders), a child means someone who has not attained the 
age of sixteen years; a child over the age of sixteen years who has not 
attained the age of eighteen years and in respect of whom a supervision 
requirement is in force; or a child whose case has been referred to a 
children's hearing by virtue of section 33 of this Act (Effect of 
orders etc. made in others parts of the United Kingdom).  
 


England and Wales 
Under Section 17 of the Children Act 1989, the Local Authority has a 
general duty to safeguard and promote the welfare of children within their 
area who are in need.  
 
The Local Authority has a duty to investigate when there is reasonable 
cause to suspect that a child is suffering, or is likely to suffer, significant 
harm. This is Section 47 of the Children Act 1989. 
 
The Children Act also states that the Local Authority must notify the 
police whenever a case involves a criminal offence. 
 


Scotland 
The Scottish Government is responsible for child protection in Scotland. 
It sets out policy, legislation and statutory guidance on how the child 
protection system should work. Child Protection Committees (CPCs) are 
responsible for multi-agency child protection policy, procedure, guidance 
and practice. Within each local authority, CPCs work with local agencies, 
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such as children’s social work, health services and the police, to protect 
children. The A child protection case conference (CPCC) is held if the if 
the child is assessed as being at risk of significant harm. This enables all 
of the relevant professionals to share information, identify risks and 
outline what. needs to be done to protect the child 
 
The key guidance for anyone working with children in Scotland is 
the National guidance for child protection in Scotland (Scottish 
Government, 2014). This is currently being revised. 
 


Northern Ireland 
The Children Order (NI), Child in Need Article 17 imposes a general duty 
on the Health and Social Care Trusts (HSCT) to provide a range of 
services for children in need within their area and states a child shall be 
considered to be ‘in need’. Article 18 of the Children Order requires 
HSCTs:  
a) to safeguard and promote the welfare of children within its area who 
are in need; and  
b) so far as is consistent with that duty, to promote the upbringing of 
such children by their families, by providing a range and level of care 
appropriate to those children's needs. Fulfilling this duty is a key part of 
preventative safeguarding.  
 
Where a HSCT suspects that a child is suffering, or likely to suffer 
significant harm, the Health & Social Care Trust (HSCT) has a duty 
under Article 66 of the Children Order to make enquiries, or cause 
enquiries to be made, to enable it to decide whether it should take any 
action to safeguard or promote the child’s welfare.  
 
A child in need of protection is a child who is at risk of, or likely to suffer, 
significant harm which can be attributed to a person or persons or 
organisation, either by an act of commission or omission; or a child who 
has suffered or is suffering significant harm as defined in Article 50 of the 
Children Order. 
 
 



https://learning.nspcc.org.uk/child-protection-system/child-protection-definitions/
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Definitions of abuse 
In addition to definitions of abuse referred to in the main body of the 
policy which are for England and Wales, the definitions for Scotland and 
Northern Ireland are; 
 


Scotland (National Guidance for Child Protection in 
Scotland) 


Physical abuse is the causing of physical harm to a child or young 
person. Physical abuse may involve hitting, shaking, throwing, poisoning, 
burning or scalding, drowning or suffocating. Physical harm may also be 
caused when a parent or carer feigns the symptoms of, or deliberately 
causes, ill health to a child they are looking after. For further information, 
see the section on Fabricated or induced illness. 
 
Emotional abuse is persistent emotional neglect or ill treatment that has 
severe and persistent adverse effects on a child's emotional 
development. It may involve conveying to a child that they are worthless 
or unloved, inadequate or valued only insofar as they meet the needs of 
another person. It may involve the imposition of age - or developmentally 
- inappropriate expectations on a child. It may involve causing children to 
feel frightened or in danger or exploiting or corrupting children. Some 
level of emotional abuse is present in all types of ill treatment of a child; it 
can also occur independently of other forms of abuse. 
 
Sexual abuse is any act that involves the child in any activity for the 
sexual gratification of another person, whether or not it is claimed that 
the child either consented or assented. Sexual abuse involves forcing or 
enticing a child to take part in sexual activities, whether or not the child is 
aware of what is happening. The activities may involve physical contact, 
including penetrative or non-penetrative acts. They may include non-
contact activities, such as involving children in looking at, or in the 
production of indecent images or in watching sexual activities, using 
sexual language towards a child or encouraging children to behave in 
sexually inappropriate ways  
 
Neglect is the persistent failure to meet a child's basic physical and/or 
psychological needs, likely to result in the serious impairment of the 
child's health or development. It may involve a parent or carer failing to 
provide adequate food, shelter and clothing, to protect a child from 
physical harm or danger, or to ensure access to appropriate medical 
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care or treatment. It may also include neglect of, or failure to respond to, 
a child's basic emotional needs. Neglect may also result in the child 
being diagnosed as suffering from 'non-organic failure to thrive', where 
they have significantly failed to reach normal weight and growth or 
development milestones and where physical and genetic reasons have 
been medically eliminated. In its extreme form children can be at serious 
risk from the effects of malnutrition, lack of nurturing and stimulation. 
This can lead to serious long-term effects such as greater susceptibility 
to serious childhood illnesses and reduction in potential stature. With 
young children in particular, the consequences may be life-threatening 
within a relatively short period of time. 
 


Northern Ireland (Co-operating to Safeguard 
Children and Young People in Northern Ireland) 
 
Physical Abuse is deliberately physically hurting a child. It might take a 
variety of different forms, including hitting, biting, pinching, shaking, 
throwing, poisoning, burning or scalding, drowning or suffocating a child.  


 
Sexual Abuse occurs when others use and exploit children sexually for 
their own gratification or gain or the gratification of others. Sexual abuse 
may involve physical contact, including assault by penetration (for 
example, rape, or oral sex) or non-penetrative acts such as 
masturbation, kissing, rubbing and touching outside clothing. It may 
include non-contact activities, such as involving children in the 
production of sexual images, forcing children to look at sexual images or 
watch sexual activities, encouraging children to behave in sexually 
inappropriate ways or grooming a child in preparation for abuse 
(including via e-technology). Sexual abuse is not solely perpetrated by 
adult males. Women can commit acts of sexual abuse, as can other 
children.   


 
Emotional Abuse is the persistent emotional maltreatment of a child. It 
is also sometimes called psychological abuse and it can have severe 
and persistent adverse effects on a child’s emotional development.  
Emotional abuse may involve deliberately telling a child that they are 
worthless, or unloved and inadequate. It may include not giving a child 
opportunities to express their views, deliberately silencing them, or 
‘making fun’ of what they say or how they communicate. Emotional 







  
 
16 
[RNIB Safeguarding Children Policy]   
 
 


abuse may involve bullying – including online bullying through social 
networks, online games or mobile phones – by a child’s peers. 


 
Neglect is the failure to provide for a child’s basic needs, whether it be 
adequate food, clothing, hygiene, supervision or shelter that is likely to 
result in the serious impairment of a child’s health or development. 
Children who are neglected often also suffer from other types of abuse. 


 
Exploitation is the intentional ill-treatment, manipulation or abuse of 
power and control over a child or young person; to take selfish or unfair 
advantage of a child or young person or situation, for personal gain. It 
may manifest itself in many forms such as child labour, slavery, 
servitude, engagement in criminal activity, begging, benefit or other 
financial fraud or child trafficking. It extends to the recruitment, 
transportation, transfer, harbouring or receipt of children for the purpose 
of exploitation. Exploitation can be sexual in nature. 
 
 


Significant harm 
There are slight variances in the terminology used to the define 
significant harm across the jurisdictions.  
 


England and Wales 
The following definition is taking from ‘Working Together to Safeguarding 
Children 2018’; 
 
‘Significant Harm is any Physical, Sexual, or Emotional Abuse, Neglect, 
accident or injury that is sufficiently serious to adversely affect progress 
and enjoyment of life.  Harm is defined as the ill treatment or impairment 
of health and development.  This definition was clarified in section 120 of 
the Adoption and Children Act 2002 (implemented on 31 January 2005) 
so that it may include, "for example, impairment suffered from seeing or 
hearing the ill treatment of another".’. 
 


Scotland; concept of significant harm; 
Harm' means the ill treatment or the impairment of the health or 
development of the child, including, for example, impairment suffered as a 
result of seeing or hearing the ill treatment of another. In this context, 
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'development' can mean physical, intellectual, emotional, social or 
behavioural development and 'health' can mean physical or mental health. 


Whether the harm suffered, or likely to be suffered, by a child or young 
person is 'significant' is determined by comparing the child's health and 
development with what might be reasonably expected of a similar child. 


(National guidance for child protection in Scotland) 


 


Northern Ireland; The Concepts of Harm and Significant 
Harm 


The Children Order defines ‘harm’ as ill-treatment or the impairment of 
health or development. The Order states that; 


 ‘ill-treatment’ includes sexual abuse, forms of ill-treatment which 
are physical and forms of ill-treatment which are not physical;  


‘health’ means physical and / or mental health; and ‘development’ 
means physical, intellectual, emotional, social or behavioural 
development.  
 
There is no absolute definition of ‘significant harm’, as this will be 
assessed on a case by case basis. Article 50(3) of the Children Order 
states that “where the question of whether harm suffered by a child is 
significant turns on the child's health or development, his health or 
development shall be compared with that which could reasonably be 
expected of a similar child”. 
(The Children ‘s Order) 
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Social Media Policy  
1. About this policy  
 
This policy is for staff, volunteers and contractors using social media 
both as part of their role, as well as in a personal capacity.   
 


1.1. Purpose 
At RNIB we use social media to engage with our audiences, participate 
in relevant conversations and raise the profile of RNIB’s work. 
 
Many staff and volunteers may also use social media channels 
personally outside of work. 
 
We are all RNIB ambassadors and our actions on social media can 
reflect on the charity.  
 
This policy gives guidance and principles to encourage the responsible 
use of social media in both a professional and personal capacity. It 
outlines what RNIB expects from its staff and volunteers when using 
social media platforms and is designed to help support RNIB’s 
communications activity while protecting the charity and its reputation. 
 


1.2. Risks and Implications   
Failure to comply with this policy could expose RNIB to reputational 
damage as well as putting vulnerable people at risk of serious harm. 
Breaches will be handled in accordance with RNIB’s disciplinary processes 
for staff and problem-solving procedure for volunteers.  
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1.3. Scope 
Who does this policy apply to? 


This policy applies to RNIB and its subsidiaries, and applies to all staff 
and volunteers at RNIB.  


What does this policy apply to? 
This policy applies to social media channels which are used by staff and 
volunteers – whether this is part of your role at RNIB or in your free time 
outside of your job.  
 
‘Social media’ is the term given to web-based tools and applications 
which enable users to create and share content (words, images, audio 
and videos), and network with each other. This document applies to 
channels such as Facebook, Twitter, LinkedIn, Pinterest, TikTok, 
YouTube and Instagram. This policy also covers blogs, wikis, podcasts, 
forums, and messaging based apps, like WhatsApp. This document does 
not cover internal social media channels, i.e. Workplace (formerly known 
as Facebook at Work), which are covered by the Facebook at Work 
Policy (to be re-titled Workplace Policy). 
 
Social media can be accessed in various ways, including from a desktop 
or laptop computer, tablet or mobile phone/smart phone. This policy 
therefore applies to the use of such devices by staff regardless of 
whether it is an RNIB device or their own personal device. 


1.4. Roles and responsibilities 
All Employees, Volunteers and Contractors must: 
 
1. Abide by this policy. 
2. Report any breach, incident or vulnerabilities immediately to the Social 
Media Manager and Head of External Communications.  
 
Line Managers must: 
 
1. Ensure that employees act as above.  
2. Report any breach or incident immediately to the Social Media 


Manager and Head of External Communications.  
3. Ensure that staff and volunteers receive adequate guidance on this 


policy, and that it is read and understood during employees’ induction 
periods.  
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4. Ensure that feedback is provided to the document owner if necessary 
and support the document owner in regular reviews. 


 
Senior Management must: 
 
1. Support and uphold this policy and act as a point of escalation for 
major or sustained breaches in policy. 
2. Monitor and resource the necessary activities, in keeping with other 
business priorities 


2. Statements of the Policy  
RNIB’s Social Media Team is responsible for the day-to-day publishing, 
monitoring and management of the core @RNIB social media channels. 
If you have questions about any aspect of these channels or social 
media in general, please speak to the Social Media Manager. 
 


2.1. Internet Access 
 When using the internet at work, it is important that staff refer to our IT 
Acceptable Use Policy.  
 


2.2. Using RNIB social media channels — appropriate 
conduct. 


The guidelines in this section are for anyone responsible for moderating 
or managing official RNIB channels. This is not just limited to the Social 
Media Team, but any volunteer or staff member using social media 
channels as part of their role. For example, Connect Facebook Group 
moderators.  
 
 
2.2.1. The Social Media Team is responsible for setting up and 
managing RNIB's core social media channels. Please ensure you have 
written agreement from the Social Media Manager before setting up any 
new RNIB social media pages. New starters must speak to the Social 
Media Team for training before being given access to RNIB accounts. If 
staff outside of the Social Media Team wish to contribute content for our 
core social media channels, whether non-paid for or paid for advertising, 
they should speak to the Social Media Manager about this. If paid social 
media is carried out by an agency, the Social Media team must be 



https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7B7395E7AF-0146-40A7-9664-2B95EE2D6AFE%7D&file=RNIB%20IS-04.02%20Acceptable%20Use%20Policy.docx&action=default&mobileredirect=true

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7B7395E7AF-0146-40A7-9664-2B95EE2D6AFE%7D&file=RNIB%20IS-04.02%20Acceptable%20Use%20Policy.docx&action=default&mobileredirect=true
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consulted on the media plan and creative. No other paid social media 
advertising should take place without permission from the RNIB Social 
Media team.  
 
 
2.2.2. When posting on any RNIB channel, be an ambassador for our 
brand. Staff should ensure they reflect RNIB values in what they post. 
Our brand guidelines set out our tone of voice that all staff should use 
when posting content on RNIB social media channels. 
 
2.2.3. Make sure that all social media content has a purpose and a 
benefit for RNIB, and accurately reflects RNIB's agreed position. 
 
2.2.4. Bring value to our audience(s). Answer their questions, help and 
engage with them. Reply to comments in a timely manner, when a 
response is appropriate. 
 
2.2.5. Take care with the presentation of content. Make sure that there 
are no typos, misspellings or grammatical errors. Also check the quality 
of images and ensure an image description is added. Accessibility of 
social media content is a priority and guidelines should be followed, 
including using camel text in hashtags (capitalised first letter of each 
word, #LikeThis), and that alt text is completed and that films are audio-
led. 
 
2.2.6. Always pause and think before posting. If you feel uneasy about 
something, then it is probably unsuitable to publish it. Remember, the 
information you publish will be visible to other web users for a long time.  
 
2.2.7. Staff shouldn't post content about supporters or service users 
without working with the Stories Library Team to ensure that the correct 
consent requirements and permissions are in place. Always ensure you 
are following data protection requirements. If staff are sharing 
information about supporters, service users or third-party organisations, 
this content should be clearly labelled.  
 
2.2.8. Always check facts. Staff should not automatically assume that 
material is accurate and should take reasonable steps where necessary 
to seek verification. For example, by checking data/statistics and being 
wary of photo manipulation. 
 
2.2.9. Be honest. If you've made a mistake, don't be afraid to admit it. 
Please immediately contact the Social Media Manager or Head of 



https://rnib.sharepoint.com/sites/RelationshipsHub/SitePages/Brand-and-Campaigns.aspx

https://www.rnib.org.uk/rnibconnect/technology/making-your-social-media-accessible
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External Communications for advice on dealing with potential 
reputational issues on social media.  
 
2.2.10. If a complaint is made on RNIB's social media channels, staff 
should seek advice from the Social Media Manager before responding. If 
they are not available, then staff should speak to the Head of External 
Communications. 
 
2.2.11. Sometimes issues can arise on social media which can escalate 
into a serious situation because they are sensitive or risk serious 
damage to the charity's reputation. Examples might include: posts 
relating to alleged incidents or structural changes. The nature of social 
media means that complaints are visible and can escalate quickly. Not 
acting can be detrimental to the charity.  
 
The Social Media Team regularly monitors our social media spaces for 
mentions of RNIB so we can catch any issues or problems early. If there 
is an issue that could develop or has already developed into a serious 
situation, the External Communications team will provide advice on how 
to respond. 
 
If any staff outside of the Social Media Team become aware of any 
comments online that they think have the potential to escalate, whether 
on RNIB's social media channels or elsewhere, they should speak to the 
Social Media Manager immediately. 
 
There will be times when the organisation is undergoing increased 
attention from the public and the media. When there are live issues 
unfolding, please refrain from posting about these topics unless given 
guidance from the External Communications team.  
 
2.2.12. Staff should refrain from offering their personal opinions via 
RNIB's social media accounts, either directly by commenting or indirectly 
by 'liking', 'sharing' or 'retweeting'. If you are in doubt about RNIB's 
position on a particular issue, please speak to the External 
Communications Team. 
 
2.2.13. Anyone posting on behalf of RNIB must not encourage others to 
risk their personal safety or that of others.  
 
2.2.14. Staff must not encourage people to break the law, such as using 
unauthorised video footage. All relevant rights for usage must be 
obtained before publishing material. 
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2.2.15. RNIB is not a political organisation and does not hold a view on 
party politics or have any affiliation with or links to political parties. We 
have every right to express views on policy, including the policies of 
parties, but we can't tell people how to vote1. Please do not post on 
political or policy-related topics without checking that your thoughts are in 
line with our policy position statements via the Policy and Campaigns 
team. 
 
2.2.16. You must hand-over ownership of the group/page/account you 
manage to another relevant RNIB staff member if you change roles or if 
you leave RNIB.  


2.3. Use of personal social media accounts — appropriate 
conduct 


 
This policy does not intend to inhibit personal use of social media outside 
of work, but instead flags up areas in which issues might arise. RNIB 
staff are expected to behave appropriately, and in ways that are 
consistent with RNIB's values and policies, both online and offline. 
 
2.3.1. Be aware that any information you make public on your personal 
social media accounts could affect how people perceive RNIB. You must 
make it clear when you are speaking for yourself and not on behalf of 
RNIB. If you are using your personal social media accounts to promote 
and talk about RNIB's work, you must use a disclaimer such as: "Views 
my own, not RNIB’s." 
 
2.3.2. Staff who have a personal blog or website which indicates in any 
way that they work at RNIB should discuss any potential conflicts of 
interest with their line manager and the Head of External 
Communications. Similarly, staff who want to start blogging and wish to 
say that they work for RNIB should discuss any potential conflicts of 
interest with their line manager and the Head of External 
Communications.  
 
2.3.3. Use common sense and good judgement. Be aware of your 
association with RNIB and ensure your profile and related content is 
consistent with how you wish to present yourself to the general public, 
colleagues, partners, corporates, high profile supporters, customers. 
policymakers and funders etc.  


 
1 Charity Law says: In the political arena, a charity must stress its independence and ensure that any 
involvement it has with political parties is balanced. A charity must not give support or funding to a 
political party, nor to a candidate or politician. Trustees must not allow the charity to be used as a 
vehicle for the expression of the political views of any individual trustee or staff member. 
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2.3.4. RNIB works with several high-profile people, including celebrities, 
journalists, politicians, corporate partners and major donors. Please don't 
approach high profile people from your personal social media accounts 
to ask them to support the charity, as this could hinder any potential 
relationships that are being managed by the relevant teams. This 
includes asking for retweets about the charity.  
 
If you have any information about high profile people that have a 
connection to our cause, or if there is someone who you would like to 
support the charity, please speak to the External Communications team. 
 
2.3.5. If a staff member is contacted by the press about their social 
media posts that relate to RNIB, they should talk to the PR team 
immediately and under no circumstances respond directly. Please be 
aware that their profile may not obviously state that they are a journalist 
or press publication, if you think they might be then please immediately 
contact the PR team for advice.  
 
2.3.6. RNIB is not a political organisation and does not hold a view on 
party politics or have any affiliation with or links to political parties. When 
representing RNIB, staff are expected to hold RNIB's position of 
neutrality. Staff who are politically active in their spare time need to be 
clear in separating their personal political identity from RNIB and 
understand and avoid potential conflicts of interest. 
 
2.3.7. Never use RNIB's logos or trademarks unless approved to do so. 
Permission to use logos should be requested from the Brand team.  
 
2.3.8. Always protect yourself and the charity. Be careful with your 
privacy online and be cautious when sharing personal information. What 
you publish is widely accessible and will be around for a long time, so do 
consider the content carefully. We encourage that all staff and volunteers 
regularly review their privacy settings on the social media platforms so 
they are aware of who can see their posts. It is important to note that 
even with robust and extensive security settings, social media is rarely 
100% private. Ensure your social media accounts and the equipment you 
use to access them is password protected.  
 
2.3.9. Think about your reputation as well as the charity's. Express your 
opinions and deal with differences of opinion respectfully. Passionate 
discussions and debates are fine, but you should always be respectful of 
others and their opinions.  
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2.3.10. Staff and volunteers should not share or discuss confidential or 
sensitive RNIB information on their social media profiles. It is not 
acceptable to use social media to criticise or air grievances with RNIB or 
its customers, volunteers, staff or past staff on social media.  
 
2.3.11. RNIB often partner with other organisations – negative discussion 
about these partnerships will undermine our relationship and reflect 
poorly on our organisation and should be avoided.  
 
2.3.12. It is not permitted to include ‘RNIB’ or any other organisational 
terms in your username (e.g. @JoeBloggsRNIB). You should also avoid 
using the RNIB logo as your profile photo, as people could confuse this 
with the main RNIB account.  


2.4. Further guidelines - applicable to everyone  


2.4.1. Libel 
Staff and volunteers should be aware that online text has the same 
status in law as the printed word. This means that comments or direct 
messages on social media sites could be actionable in law in exactly the 
same way as the printed word for breaches of legislation such as Data 
Protection legislation or the laws surrounding libel and defamation. 
 
Libel is when a false statement that is damaging to a person's reputation 
is published online or in print. Whether staff/volunteers are posting 
content on social media as part of their job or in a personal capacity, they 
should not bring RNIB’s name into disrepute by making defamatory 
comments about individuals, organisations or groups. 
 


2.4.2. Copyright law 
It is critical that all staff and volunteers abide by the laws governing 
copyright, under the Copyright, Designs and Patents Act 1988. Never 
use or adapt someone else's images or content without permission. 
Failing to acknowledge the source where permission has been given to 
reproduce content, is also considered a breach of copyright.  
 


2.4.3. Consent  
When using other people’s photographs or videos on social media 
please ensure that you credit the photographer/owner where possible.  
 



https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7BC18A487B-AD43-4A9A-83DE-DAFFB058B810%7D&file=Stories%20Library%20Policy.docx&action=default&mobileredirect=true
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If you are taking photographs, videos or a live stream please ensure that 
you have consent from everyone who is included in the content. Please 
consult the Stories Library team for specific advice for your situation. 
 


2.4.4. Confidentiality and privacy  
Any communications that staff make in a personal or professional 
capacity must not breach confidentiality. For example, information meant 
for internal use only or a news story that is embargoed for a particular 
date. Content should also always respect an individual’s right to privacy 
and in any case, consent must be granted to use an individual’s story 
(see 2.4.3)  
 


2.4.5. Discrimination and harassment 
Staff should not post content that could be considered discriminatory 
against, or bullying or harassment of, any individual, on either an official 
RNIB social media channel or a personal account. For example: making 
offensive or derogatory comments relating to sex, gender identity, race, 
disability, sexual orientation, age, religion or belief.  
 
 
 


2.4.6. Use of social media in recruitment  
Recruitment should be carried out in accordance with the Safer 
Recruitment Policy, and associated procedures and guidelines. Any 
advertising of vacancies should be done through HR and the 
Volunteering Recruitment Team if appropriate. On the core @RNIB 
social media channels we share key vacancies on LinkedIn and Twitter. 
 
You should not check candidate's online social media activities during 
the recruitment process, as conducting these searches might lead to a 
presumption that an applicant's protected characteristics, such as 
religious beliefs or sexual orientation, played a part in a recruitment 
decision. This is in line with RNIB's Equal Opportunities Policy.  
 


2.4.7 Protection and intervention (Safeguarding) 


We all have a responsibility to do everything possible to ensure that 
vulnerable people are kept safe from harm. If you come across anything 
online that could mean someone is at risk, you should follow RNIB’s 
Safeguarding Policies. 
 



https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/Shared%20Documents/HR/Joining%20RNIB/Recruitment/Safer%20Recruitment%20Policy.docx?d=wb19dc58df550410aa60dd13feb708f26&csf=1&e=Se8tZK

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/Shared%20Documents/HR/Joining%20RNIB/Recruitment/Safer%20Recruitment%20Policy.docx?d=wb19dc58df550410aa60dd13feb708f26&csf=1&e=Se8tZK

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7B15F8DE22-81A5-4E06-842E-DEDAA9E31BA9%7D&file=Equal%20Opportunities%20Policy%20Apr19.docx&action=default&mobileredirect=true

https://rnib.sharepoint.com/sites/RNIBPolicies/Shared%20Documents/Forms/AllItems.aspx?csf=1&e=9NdTA5&cid=ec2bbee8%2Da602%2D40cc%2D852e%2D4910a44c70cc&FolderCTID=0x0120006D48925B9C9ED643AB3ADA2DB5940198&viewid=ab64bdd4%2Dbeab%2D4245%2D89f7%2Dcb3c247fa144&id=%2Fsites%2FRNIBPolicies%2FShared%20Documents%2FSafeguarding
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The use of social networks for personal communication with children, 
young people and adults for whom you are responsible is not appropriate. 
 
Remember you are responsible for the data on your electronic 
communication device.  
  
Do not behave in a way that could suggest that you are trying to develop 
a personal relationship with a child or vulnerable adult.  
 
Never give your personal information to service users or their 
parents/carers. This includes mobile phone numbers, social networking 
accounts, personal website links. If they request to connect with you on 
social media you must not allow this.   
 
Never use any web-based communications tool to send personal 
messages to children/young people.   
 
If a child or young person makes contact with you on social media, ask 
them to get a parent or guardian to make contact through the RNIB 
Helpline. After this do not continue conversation through a private 
channel.  
 
If a staff member or volunteer considers that a person/people are at risk 
of harm, they should report this to the Safeguarding Team immediately. 
 


2.4.8 Responsibilities and breach of policy 


Everyone is responsible for their own compliance with this policy. For 
staff, breaches of policy may incur disciplinary action, depending on the 
severity of the issue. Serious breaches of this policy may constitute 
gross misconduct and lead to dismissal. 
 
Please refer to our Disciplinary Policy for further information on 
disciplinary procedures for staff. Please refer to our Problem-Solving 
Procedure for Volunteers for further information regarding volunteers. 
Staff and volunteers who are unsure about whether something they 
propose to do on social media might breach the Social Media Policy, 
should seek advice from the Social Media Manager (as of December 
2019 that is Katherine Hughes).  
 


2.4.9 Whistle Blowing  


Under the Public Interest Disclosure Act 1998, if a staff member releases 
information through RNIB's social media channels that is considered to 



https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/Shared%20Documents/HR/Managing%20issues%20at%20work/Disciplinary/Disciplinary_Policy.docx?d=w252f8bd6907a47569006a436666b676c&csf=1&web=1&e=6nJMYl

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7BF992AF8B-15AB-4145-B999-FAF664190091%7D&file=Volunteer%20Problem%20Solving%20Procedure%20August%202019.docx&action=default&mobileredirect=true

https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/_layouts/15/Doc.aspx?sourcedoc=%7BF992AF8B-15AB-4145-B999-FAF664190091%7D&file=Volunteer%20Problem%20Solving%20Procedure%20August%202019.docx&action=default&mobileredirect=true
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be a qualifying disclosure under RNIB’s Whistle Blowing Policy, RNIB's 
Whistle Blowing Policy must be initiated before any further action is 
taken. 


3. Review 
This policy is due for review every three years, or following any 
significant organisational changes.  
Next review date: January 2023.  


4. Document Owner and Approval 
Document owner: Katherine Hughes, Social Media Manager.  
Final policy sign off by: Board of Trustees.  


5. Contacts for support and advice 
For any questions, ideas or concerns please email RNIB Social Media 
Team – SocialMedia@RNIB.org.uk  
 
For urgent matters, call RNIB’s 24/7 Press Office - 07968482812 


6. Version control 
 
(Table; 5 columns, 6 rows, first row headings) 


Version Date Author & Job Title 
Status & 
Level of 
Approval 


Changes 


1.0 May 2012 Web and Digital 
Marketing Team 
and Internal 
Communications 


  


1.1 January 
2013 


V Pillinger-Cork   Updates 


2.0 December 
2017 


N Murray, Social 
Media Manager 


 Refresh 


2.1 Feb 2019 N Murray, Social 
Media Manager 


 Minor updates 
 


3.0 January 
2020 


Katherine Hughes, 
Social Media 
Manager.  


 Refresh and 
rewrite.  



https://rnib.sharepoint.com/:w:/r/sites/RNIBPolicies/Shared%20Documents/Corporate%20Responsibility/Whistle%20Blowing/Whistle%20Blowing%20for%20Staff/Whistle_Blowing_Policy.docx?d=w3fd32478d1344457a5dca6baa9e6f50f&csf=1&e=4aLXyO

mailto:SocialMedia@RNIB.org.uk
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1. Document title: Social Media Policy 
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5. Approved by: Board of Trustees 
6. Approved on: 13 February 2020 
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website?: Internal 
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End of document 
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Whistle Blowing Policy 
 
About this policy 
RNIB is committed to the highest standards of openness, probity and 
accountability. In line with that commitment, RNIB recognises that an 
important aspect of accountability and transparency is a mechanism to 
enable employees to voice concerns about breaches or failures in a 
reasonable and effective manner. 
 
This policy is intended to assist workers who believe they have 
discovered malpractice or impropriety and to protect workers from 
victimisation and reprisal should they ‘blow the whistle’. 
 
In order to retain the trust of those we are trying to help, RNIB aims to 
take all reasonable steps to ensure a culture of openness and a freedom 
to express views and concerns. 
 
This policy and procedure provides a mechanism for workers to be able 
to freely communicate their concerns about illegal or unethical practices 
to management or trustees and know that their concerns will be taken 
seriously and investigated thoroughly. 
  
Scope 
This policy applies to RNIB and its subsidiaries, and to all employees 
and officers of the organisation, as well as trustees, trainees, volunteers, 
agency staff and contractors. All of these ‘workers’ may be the subject 
of, or raise, concerns. 
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It is important to the business that any fraud, misconduct or wrongdoing 
by workers or officers of the organisation is reported and properly dealt 
with. The organisation therefore encourages all individuals to raise any 
concerns that they may have about the conduct of others in the business 
or the way in which the business is run. 
 
Review 
This policy is due for review every three years or following any legislative 
changes, whichever comes first. This policy expires on 28 February 
2023. 
 
The policy will be reviewed by the Head of Compliance Risk and 
Assurance. The final draft of the policy will then go to the Director of 
Finance, Performance and Technology, and where there are substantive 
changes to the Executive Leadership Team (ELT) and Audit and Risk 
Committee, before being approved by Board of Trustees.
 
 
Contents 
This policy covers the following topics: 
• Policy         3 
• Roles and responsibilities      5 
• Who to contact?       6 
• Further information       7 
• Version control       8 
• Appendix 1 – Procedure      9 
• Appendix 2 – Reporting Form     14 
• Appendix 3 – Contact details for reporting options 16 
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1. Policy 
The Public Interest Disclosure Act 1998 amended the Employment 
Rights Act 1996 to provide protection for workers who raise legitimate 
concerns about specified matters. These are called "qualifying 
disclosures". A qualifying disclosure is one made in good faith by an 
individual who has a reasonable belief that: 
• a criminal offence, including safeguarding concerns; 
• a breach of any legal obligation; 
• a miscarriage of justice; 
• an act creating risk to health and safety; 
• an act causing damage to the environment; or 
• concealment of any of the above; 
is being, has been, or is likely to be, committed. It is not necessary for 
the individual to have proof that such an act is being, has been, or is 
likely to be, committed - a reasonable belief is sufficient. The individual 
has no responsibility for investigating the matter – it is the organisation's 
responsibility to ensure that an investigation takes place. 
 
To raise a concern, the whistle blower does not need to prove that any 
the above has been committed. They need to have reasonable grounds 
to believe that one or more of the above has been, is being, or is likely to 
be committed. The report must be made in good faith. A worker who 
makes such a protected disclosure has the right not to be dismissed, or 
be subjected to any other detriment, or victimised, because he/she has 
made a disclosure. 
 
The items in the above list are all very serious matters. The Whistle 
Blowing procedure is only to be used in these circumstances. It is not 
intended as a route through which more routine issues should be raised 
e.g. Grievances; these should be initiated with HR. [See the HR 
Policies.] 
 
Policy Statement 
This policy provides a framework for how concerns at work can be 
raised by workers. Its intention is to ensure that all workers are aware of 
their responsibility to raise such concerns. RNIB recognises and 
encourages the contribution that issues raised by workers under this 
policy can have in improving services and will ensure that concerns 
raised are handled honestly, promptly and effectively. 
 







Whistle Blowing Policy: Version 4.1 
Effective Date 23 September 2021   4 


 
 
 


Issues raised under the policy will, wherever possible, be dealt with 
informally and in a way that produces speedy and effective outcomes 
which minimise the risk of any breach of confidentiality. 
 
RNIB recognises that raising a concern (whistle blowing) can be a 
difficult experience for some workers. We therefore expect managers to 
treat concerns raised seriously and to deal with them promptly in line 
with the policy. 
 
If you have done something wrong and raise it under the policy you will 
not necessarily have immunity for your own wrongdoing and the matter 
may be dealt with under the Disciplinary Policy. However, RNIB will take 
proper account of your coming forward or raising the issue. 
 
If any allegation of misconduct arises from a whistle blowing concern 
relevant managers have a duty to thoroughly investigate and, where 
appropriate, take action through formal procedures. Attempts to cover up 
any issue raised through the whistle blowing process will not be 
tolerated. 
 
All workers have a duty and a personal responsibility to share any and 
all concerns of a safeguarding nature in relation to the suspected abuse 
of children and vulnerable adults to the Head of Safeguarding. RNIB 
operates a zero tolerance approach in relation to the abuse of children 
and vulnerable adults and as such doing nothing about concerns is not 
acceptable. 
 
A worker who victimises another worker who has raised a concern, or 
attempts to deter a person from raising a concern, may face disciplinary 
action, subject to an investigation. Similarly, if an employee raises a 
concern for personal gain or malice, they too may face disciplinary 
action. 
 
It is recognised that a worker may want to raise a concern in confidence 
under this policy. If you ask for your identity to be protected, this will not 
be disclosed without your consent, other than in limited circumstances 
that would be considered with you on a case by case basis. If a situation 
arises where the issue/concern raised is not able to be resolved without 
revealing your identity (e.g. because your evidence is needed in 
disciplinary and/or legal proceedings) we will discuss with you how we 
can best support you as it may not always be feasible or possible to 
maintain confidentiality in disciplinary and/or legal proceedings. RNIB 
will always ensure that there is a legal basis for any disclosure. 
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Sometimes concerns are raised anonymously. This makes it more 
difficult to look into a matter properly, and impossible to give feedback. 
Workers are therefore encouraged to provide their name at the time of 
raising their concern. 
 
Guiding Principles 
RNIB will support whistle blowers and protect them from reprisals or 
victimisation. If a worker comes forward with a concern that is genuinely 
held, it will not adversely affect their job security, position or career. This 
approach will also apply if a concern is raised in good faith which later 
turns out not to have been justified. 
 
Confidentiality will be respected in all cases. 
 
RNIB will be fair to all parties involved and investigate carefully and 
thoroughly both sides of the issue. 
 
If a worker tries to discourage another worker from coming forward to 
express a legitimate concern of a level of gravity that makes it suitable 
for whistle blowing, this may be treated as a disciplinary offence. Anyone 
who criticises or victimises a worker after voicing a legitimate concern 
may be treated in the same way. 
 
Persons who deliberately abuse this process by raising allegations that 
they know are untrue may be subject to disciplinary action. Disciplinary 
or redundancy processes will not necessarily be halted because an 
employee subsequently blows the whistle. 
 
Given the readiness of the organisation to allow its workers to blow the 
whistle to legitimate regulatory agencies, there is never any justification 
for taking a concern to the media. (See the talking to the media and 
media training policy). 
 
2. Roles and responsibilities 
Chief Executive 
The Chief Executive has delegated responsibility for ensuring 
compliance with this policy to the Director of Finance, Performance and 
Technology. In the absence of the Director of Finance, Performance and 
Technology, the Chief Executive may delegate this responsibility to a 
suitable alternative at the Executive level. 
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RNIB Director of Finance, Performance and Technology  
The RNIB Director of Finance, Performance and Technology has a 
responsibility to ensure that there are adequate systems and processes 
in place to enable timely investigation and resolution to disclosures of 
information. 
 
Head of Compliance, Risk and Assurance 
The Head of Compliance, Risk and Assurance has responsibility for the 
implementation of this policy on a day to day basis, and reports to the 
Director of Finance, Performance and Technology in this respect. 
 
Managers and Team Leaders 
Managers and Team Leaders have a responsibility to ensure that all 
workers are aware of this policy should they wish to disclose information. 
 
HR Business Partners 
The HR Business Partners have a responsibility to ensure that the 
advice given to workers regarding this policy is accurate and in line with 
the content and spirit of the policy and values of RNIB. 
 
All workers 
All trustees, senior managers, employees, trainees, volunteers, home-
workers, agency staff and contractors have a responsibility to report, or 
‘blow the whistle’ on any ‘qualifying disclosure’ (as defined above) that 
has been or is likely to be committed. 
 
3. Who to contact? 
Internal whistle blowing 
You should raise your concerns with your line manager in the first 
instance. Your line manager will make the Head of Compliance, Risk 
and Assurance aware of the concerns. The Head of Compliance, Risk 
and Assurance will ensure that the Director of Finance, Performance 
and Technology is also informed. If the nature of these concerns makes 
reporting to your line manager difficult, or your manager is absent, you 
can report the concerns to the Head of Compliance, Risk and Assurance 
direct (see contact details in Appendix 3). In the case of the Head of 
Compliance, Risk and Assurance not being available, or the nature of 
the concerns making it difficult to report them to the Head of 
Compliance, Risk and Assurance, the concerns can be reported to the 
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Director of Finance, Performance and Technology (see contact details in 
Appendix 3) or another member of the Executive Leadership Team 
(ELT). 
 
Contact details for reporting options are provided in Appendix 3. 
 
If you do not feel comfortable about making a report directly to 
management, the independent charity Protect (https://protect-
advice.org.uk/), formerly called Public Concern at Work, can provide 
advice on reporting concerns and is available on 020 3117 2520. 
 
Do not confront an individual concerned or try to investigate a matter 
yourself. Correct procedures must be followed to maintain the integrity of 
evidence. 
 
External whistle blowing 
RNIB encourages a culture and environment whereby all workers feel 
safe and supported to report any concerns, actual or suspected, to their 
line manager, the Head of Compliance, Risk and Assurance, the 
Director of Finance, Performance and Technology or another member of 
the Executive Leadership Team (ELT). However, if you feel that these 
internal lines of reporting are not suitable, then please contact: 
• in the case of a criminal offence, the Police. 
• in the case of abuse of vulnerable people in a residential or care 


facility, the Local Authority Social Services Department, or the Care 
Quality Commission (England and Wales) or the Scottish Care 
Inspectorate. 


• in the case of abuse of children or vulnerable people in an 
educational or care facility, Ofsted. 


• the NHS whistle blowing advice line (Speak Up) in relation to social 
care staff: 08000 724 725. The helpline is open on weekdays 
between 08.00 and 18.00 and their website provides a Contact Us 
webform (https://speakup.direct/contact-us/). 


• in the case of any fraud, RNIB’s External Auditors and/or the Police. 
• HM Revenue & Customs; 
• the Financial Conduct Authority; 
• the Office of Fair Trading; 
• the Health and Safety Executive; and 
• the Environment Agency. 
 



https://protect-advice.org.uk/

https://protect-advice.org.uk/

https://speakup.direct/contact-us/
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4. Further information 
This policy is issued in conjunction / alignment with the Fraud, Theft and 
Bribery Policy, Safeguarding Policy and Disciplinary Policy, as well as in 
conjunction / alignment with other policies within RNIB as applicable, 
including RNIB’s documented process for Serious Incident Reporting 
that covers reporting serious incidents to the Charity Commission. 
 
For further information about the topics covered in this policy, please 
see: 
• Chartered Institute of Personnel and Development (CIPD) Whistle 


Blowing Factsheets: 
https://www.cipd.co.uk/knowledge/fundamentals/emp-
law/whistleblowing 


• The independent charity Protect (https://protect-advice.org.uk/), 
formerly called Public Concern at Work 


 
For further information or if any questions please contact the Head of 
Compliance, Risk and Assurance. 
 
5. Version control 
(Table; 5 columns, 5 rows, first row headings) 
Version 
Number 


Date Author & Job Title Status & Level 
of Approval 


Changes made 


V 2.0 13 
April 
2018 


Business Support 
& Compliance 
Manager, Jayne 
Frampton 


 Updated with 
responsibility 
changes 


V 3.0 13 
Aug 
2019 


Ros Parker, 
Interim Director of 
People 


Pending 
approval by 
ARC and Board 
of Trustees 


Updated with new 
responsibilities, 
greater clarity 
included on 
procedure 


V 4.0 15 
Oct 
2019 


Mark Jordan, 
Head of 
Compliance, Risk 
and Assurance 


To ELT, Audit & 
Risk Committee 
and February 
2020 Board 
meeting 


Full review 


V 4.1 23 
Sept 
2021 


Bruce Dickinson, 
Compliance and 
Risk Manager 


Mark Jordan, 
Head of 
Compliance, 
Risk and 
Assurance 


Updated with title 
changes 



https://www.cipd.co.uk/knowledge/fundamentals/emp-law/whistleblowing

https://www.cipd.co.uk/knowledge/fundamentals/emp-law/whistleblowing

https://protect-advice.org.uk/
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Appendix 1 - Procedure 
How do I raise a concern?  
We urge individuals to raise any concerns at an early stage, and before 
problems become serious. 
 
You should raise your concerns with your line manager in the first 
instance. Your line manager will make the Head of Compliance, Risk 
and Assurance aware of the concerns. The Head of Compliance, Risk 
and Assurance will ensure that the Director of Finance, Performance 
and Technology is also informed. If the nature of these concerns makes 
reporting to your line manager difficult, or your manager is absent, you 
can report the concerns to the Head of Compliance, Risk and Assurance 
direct (see contact details in Appendix 3). In the case of the Head of 
Compliance, Risk and Assurance not being available, or the nature of 
the concerns making it difficult to report them to the Head of 
Compliance, Risk and Assurance, the concerns can be reported to the 
Director of Finance, Performance and Technology (see contact details in 
Appendix 3) or another member of the Executive Leadership Team 
(ELT). 
 
Contact details for reporting options are provided in Appendix 3. 
 
If you do not feel comfortable about making a report directly to 
management, the independent charity Protect (https://protect-
advice.org.uk/), formerly called Public Concern at Work, can provide 
advice on reporting concerns and is available on 020 3117 2520. 
 
Do not confront an individual concerned or try to investigate a matter 
yourself. Correct procedures must be followed to maintain the integrity of 
evidence. 
 
HR has a duty to support workers’ whistle blowing and can be contacted 
for advice regarding whom to contact. Where a concern relates to a child 
or vulnerable adult in our care, we may have to involve external 
agencies that are responsible for either investigating or regulating 
services. 
 
We accept that employees may feel concerned or worried about 
approaching any level of management to raise a concern, and this is 
why various reporting options are provided above and support is 
available from HR. 
 



https://protect-advice.org.uk/

https://protect-advice.org.uk/
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Wherever possible, a report should be made in writing with a clear 
statement that a concern is raised under the “Whistle Blowing” policy. 
Ideally this should set out the background and history of the concerns, 
giving relevant names, dates and places where possible, and the 
reasons why the whistle blower is particularly concerned about the 
situation. The report should also clearly identify what the relevant 
‘qualifying disclosure(s)’ is/are (please refer to page 3). 
 
What if I don’t want my identity disclosed? 
In certain circumstances we recognise that you may wish that your 
identity is not disclosed. In this case concerns must still be reported as 
above, but make your wishes known to the person to whom you are 
reporting your concerns. Your identity will not be disclosed unless it is 
essential to do so. If a situation arises where the issue/concern raised is 
not able to be resolved without revealing your identity (e.g. because your 
evidence is needed in disciplinary and/or legal proceeding) we will 
discuss with you how we can best support you as it may not always for 
feasible or possible to maintain confidentiality in disciplinary and/or legal 
proceedings. Disclosure without consent would only be in limited 
circumstances that would be considered with you on a case by case 
basis. RNIB will always ensure that there is a legal basis for any 
disclosure. 
 
What if I wish to raise an allegation on an anonymous 
basis? 
Persons wishing to raise an allegation on an anonymous basis should 
contact the Head of Compliance, Risk and Assurance or the Director of 
Finance, Performance and Technology by phone or by post. Contact 
details for reporting options, including postal addresses for the Head of 
Compliance, Risk and Assurance and the Director of Finance, 
Performance and Technology, are provided in Appendix 3. 
 
Persons wishing to raise an allegation on an anonymous basis are 
advised that their anonymity will tend to reduce its credibility. In dealing 
with anonymous allegations, RNIB will balance the seriousness of the 
issues raised, the credibility of the concern and likelihood of confirming 
the allegation from attributable sources before taking any action. 
 
What happens next? 
Your manager or the person to whom you raised your concerns will 
ensure that the whistle blowing policy is applicable and, if it is applicable, 
will then arrange to meet with you within 5 working days of notification. If 
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this policy is not applicable, the manager will signpost you to the relevant 
alternative policy. 
 
RNIB staff and Trustees receiving a report should take the matter to the 
Head of Compliance, Risk and Assurance, or in the case of the Head of 
Compliance, Risk and Assurance not being available, or the nature of 
the concerns making it difficult to report them to the Head of 
Compliance, Risk and Assurance, the concerns can be reported to the 
Director of Finance, Performance and Technology or another member of 
the Executive Leadership Team (ELT). Records of reports and 
investigations will be kept for at least seven years. 
 
If for practical reasons a meeting within 5 working days isn’t possible, 
this time frame can be extended by mutual agreement by up to a further 
5 working days, or longer in exceptional circumstances. The meeting 
can take place away from the office if you prefer. 
 
You will be advised as soon as possible after the meeting, what action, if 
any, is to be taken. It may not always be possible to reveal the full extent 
of the investigation or the action taken, where this relates to personal 
issues involving a third party. 
 
If no action is taken, you will be informed of the reasons. 
 
Wherever possible, the matter will be addressed within 30 days of you 
raising it. 
 
Can I be accompanied? 
Yes, you can be accompanied either by a work colleague or Trade 
Union representative, but it may depend on the nature of the matter you 
are raising. Please be aware that the matter should be discussed with as 
few people as possible and confidentiality retained. 
 
Outcome 
Once an investigation is complete, a decision will be made about future 
action. This may include disciplinary action, where appropriate. 
 
If disciplinary action is taken, paperwork will be held on the appropriate 
personnel file in accordance with the Disciplinary Policy. 
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Without breaching other areas of confidentiality, wherever possible, any 
results of an investigation will be reported back to the individual who 
raised the concern. 
 
Can I appeal if I am not happy with the response to the 
concerns I have raised? 
If you do not consider that your concerns have been adequately 
addressed, you should in the first instance notify the next level of 
Management or the Chief Executive as appropriate. Your appeal should 
be in writing, and should be raised within 5 working days of the original 
decision. You must clearly state the grounds and reasons of your 
appeal. Where possible you will receive a response within 10 working 
days, unless further meetings or investigation is required. 
 
Recording the information 
A written record of your concerns together with a record of action taken 
in response will be retained on a central file. If your complaint is about a 
colleague, action taken against the colleague will be retained on their file 
without disclosing your details. 
 
The information will be retained for as long as the personal files are kept. 
 
A central register is also maintained by the Head of Compliance, Risk 
and Assurance which records all occurrences of whistle blowing and all 
allegations of theft, bribery and fraud together with the outcome of the 
investigation. Incidents are also reported to the Audit and Risk 
Committee and the Board, and, if appropriate, the Charity Commission. 
RNIB has a documented process for Serious Incident Reporting that 
covers reporting serious incidents to the Charity Commission. 
 
Training and awareness 
The whistle blowing policy and this procedure needs to be clear, 
practical and accessible, and embedded and understood throughout the 
organisation. Awareness raising is incorporated into the corporate 
induction with evidence that this policy is explained to all new members 
of staff during their probationary period. This will ensure that individuals 
are clear regarding how they raise any concern they have. Training and 
support will also be provided to those with whom concerns may 
particularly be raised. Corporate communications will ensure ongoing 
awareness across RNIB in relation to whistle blowing, with training 
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progressed as appropriate to make sure responsibilities and reporting 
options are clear and linking to other relevant corporate policies. 
 
Notes 
Unavoidable variations to the timescales set out within this procedure 
which are due to exceptional circumstances will be notified to you. 
 
It is preferable that a serious concern is raised responsibly rather than 
not at all. If you are uncertain about whom to approach with your 
concerns, you should speak to the Head of Compliance, Risk and 
Assurance or the Director of Finance, Performance and Technology, or 
seek support from HR. 
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Appendix 2 – Reporting Form 
 
 
Confidential 
 
Whistle Blowing Policy Reporting Form 
 
Name* 
 
Date 
 
Job Title* 
 
Location* 
 
I want to make a disclosure that I believe is in the public interest in 
relation to (please provide as much detail as possible about the 
disclosure you are making): 
 
 
 
 
 
 
 
 
 
 
 
 
 
The following qualifying disclosure is applicable in this instance (please 
delete as appropriate): 
 
A criminal offence – Yes/No 
 
The breach of a legal obligation – Yes/No 
 
A miscarriage of justice – Yes/No 
 
A danger to health and safety of an individual – Yes/No 
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Damage to the environment – Yes/No 
 
Deliberate attempt to conceal any of the above – Yes/No 
 
 
 
 
*N.B – If you do not wish to provide your details please leave blank. 
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Appendix 3 – Contact details for reporting options 
 
Contact details for reporting options other than in the first instance 
reporting to your line manager are as follows: 
 
Main contacts 
Mark Jordan, Head of Compliance, Risk and Assurance 
Phone 07874 395797 or email mark.jordan@rnib.org.uk 
Or write to: 
Mark Jordan 
Head of Compliance, Risk and Assurance 
RNIB 
Northminster House 
Peterborough PE1 1YN 
Stuart Fox, Director of Finance, Performance and Technology  
Phone 07776 301983 or email stuart.fox@rnib.org.uk 
Or write to: 
Stuart Fox 
Director of Finance, Performance and Technology  
RNIB 
105 Judd St 
London WC1H 9NE 
 
ELT contacts (in addition to Stuart Fox, Director of Finance, 
Performance and Technology) 
Matt Stringer, Chief Executive 
Email matt.stringer@rnib.org.uk 
David Clarke, Director of Services 
Email david.clarke@rnib.org.uk 
Keith Valentine, Director of External Affairs 
Email keith.valentine@rnib.org.uk 
Sophie Castell, Director of Customer and Brand Engagement 
Email sophie.castell@rnib.org.uk 
Ros Parker, Director of People and Organisational Transformation 
Email ros.parker@rnib.org.uk  
Alex McDowell, Director of Fundraising 
Email alex.mcdowell@rnib.org.uk 
Andy Thompson, Director of Property 
Email andy.thompson@rnib.org.uk 



mailto:mark.jordan@rnib.org.uk

mailto:stuart.fox@rnib.org.uk

mailto:matt.stringer@rnib.org.uk

mailto:david.clarke@rnib.org.uk

mailto:keith.valentine@rnib.org.uk

mailto:sophie.castell@rnib.org.uk

mailto:ros.parker@rnib.org.uk

mailto:alex.mcdowell@rnib.org.uk

mailto:andy.thompson@rnib.org.uk
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Introduction
As the UK’s leading sight loss charity, RNIB is committed to sourcing the 
highest quality products and services from many countries with diverse 
cultures and economies.


RNIB is committed to the procurement of these products being carried out in 
strict accordance with this code of conduct. We expect all our suppliers to work in 
accordance with this code of conduct. For these purposes “Suppliers” include our 
contractors and suppliers of goods and services.


Where suppliers breach this Code of Conduct we will try to work with 
them to improve standards and employee welfare. However, we reserve 
the right to terminate an arrangement with any Supplier immediately for 
appropriate transgressions or where there is no willingness to make the 
necessary improvements.


This code is mandatory and may be subject to audit. In order to achieve this RNIB 
expects is suppliers to adopt an open attitude to the monitoring activities that 
will be implemented and to give all cooperation to its own and any third party 
auditors employed.


1.	 Employment is freely chosen
 i.	 There is no forced or compulsory labour in any form, including bonded, 


trafficked, or prisonlabour*.
 ii.	Workers are not required to lodge deposits or their identity papers with 


their employer and are free to leave their employer after reasonable notice.


2.	 Freedom of association and the right to collective bargaining are respected
 i.	 Workers have the right to join or form trade unions of their own choosing 


and to bargain collectively, and the employer shall adopt an open attitude 
towards the activities of trade unions and their organisationalactivities.


 ii.	Workers representatives shall not be discriminated against and have access 
to carry out their representative functions in theworkplace.


* �RNIB does undertake work with prisoners, however this is not forced and RNIB’s 
work provides training to assist with employment opportunities for these 
prisoners upon their release.


 i.	 Where the right to freedom of association and collective bargaining is 
restricted under law, the employer facilitates, and does not hinder, the 
development of appropriate means for independent and free association 
and bargaining.
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3.	 Working conditions aresafe
 i.	 A safe and hygienic working environment shall be provided, and adequate 


steps shall be taken to prevent accidents and injury to health arising out of, 
or associated with, or occurring in the course of work, by minimizing, so far 
as is reasonably practicable, the causes of hazards inherent in the working 
environment.


 ii.	Workers shall receive regular and recorded health and safety training, and 
such training shall be repeated for new or reassignedworkers.


 iii.	Access to clean toilet facilities and to potable water, and, if appropriate, 
sanitary facilities for food storage shall beprovided.


 iv.	Accommodation, where provided, shall be clean, safe, and meet the basic 
needs of theworkers.


 v.	 The company observing the code shall assign responsibility for health and 
safety to a senior managementrepresentative.


4.	 Sustainable Procurement
 i.	 RNIB wishes to share its commitment to ethical procurement with suppliers 


whose practices conform to applicable ethicalstandards.


5.	 Child labour shall not beused
 i.	 There shall be no recruitment of childlabour.
 ii.	 Companies shall develop or participate in and contribute to policies and 


programmes which provide for the transition of any child found to be 
performing child labour to enable her or him to attend and remain in 
quality education until no longer achild.


 iii.	Children and young persons under 18 shall not be employed at night or in 
hazardousconditions.


6.	 Living wages are paid
 i.	 Wages and benefits paid for a standard working week meet, at a minimum, 


national legal standards or industry benchmark standards, whichever is 
higher. In any event, wages should always be enough to meet basic needs 
and to provide some discretionary income.


 ii.	All workers shall be provided with written and understandable information 
about their employment conditions in respect to wages before they enter 
employment and about the particulars of their wages for the pay period 
concerned each time that they arepaid.


 iii.	Deductions from wages as a disciplinary measure shall not be permitted 
nor shall any deductions from wages not provided for by national law be 
permitted without the express permission of the worker concerned. All 
disciplinary measures should berecorded.
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7.	 Working hours are not excessive
 i.	 Working hours comply with national laws and benchmark industry 


standards, whichever affords greater protection, and that workers shall not 
be required to work in excess of 48 hours per week and shall be provided 
with at least one day off for every 7 days period onaverage.


 ii.	Overtime must be on a voluntary basis; it shall not exceed 12 hours a week, 
shall not be demanded on a regular basis and shall always be compensated 
at a premiumrate.


8.	 No discrimination is practised
 i.	 There is no discrimination in hiring, compensation, access to training, 


promotion, termination or retirement based on race, caste, national origin, 
religion, age, disability, gender, marital status, sexual orientation, union 
membership or politicalaffiliation.


9.	 Regular employment isprovided
 i.	 To every extent possible, work performed must be on the basis of recognised 


employment relationship established through national law and practice.
 ii.	 Obligations to employees under labour or social security laws and regulations 


arising from the regular employment relationship shall not be avoided 
through the use of labour-only contracting, sub-contracting, or home – 
working arrangements, or through apprenticeship schemes where there is no 
real intent to impart skills or provide regular employment. Nor shall any such 
obligations be avoided through the excessive use of fixed‑term contracts of 
employment.


10.	No harsh or inhumane treatment is allowed
 i.	 Physical abuse or discipline, the threat of physical abuse, sexual or other 


harassment and verbal abuse or other forms of intimidation are prohibited.


11.	Legal requirements
 i.	 RNIB is committed to full compliance with the laws and regulations in each 


location where RNIB conducts business, and will not knowingly operate in 
violation of any such law or regulation, and will not knowingly use suppliers 
who violate applicable laws andregulations


12.	No bribery or corruption will be tolerated
 i.	 The offering, paying, soliciting or accepting of bribes or kick-backs, 


including facilitation payments, is strictly prohibited. A bribe may involve 
giving or offering any form of gift, consideration, reward or advantage 
to someone in business or government in order to obtain or retain a 
commercial advantage or to induce or reward the recipient for acting 
improperly or where it would be improper for the recipient to accept the 
benefit. Bribery can also take place where the offer or giving of a bribe 
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is made by or through a third party, e.g. an agent, representative or 
intermediary.


Some examples of bribes are as follows. This is not an exhaustive list:
•	gifts, or travelexpenses


•	 the uncompensated use of company services, facilities orproperty


•	cash payments


•	 loans, loan guarantees or othercredit


•	 the provision of a benefit, such as an educational scholarship or healthcare, to 
a member of the family of a potential customer/public or governmentofficial


•	providing a sub-contract to a person connected to someone involved in 
awarding the main contract;and


•	engaging a local company owned by a member of the family of a potential 
customer/public or government official.


 i.	 Facilitation payments are small payments or fees requested by government 
officials to speed up or facilitate the performance of routine government 
action (such as the provision of a visa or customs clearance). Such 
payments are strictlyprohibited.


 ii.	 Suppliers, representatives and their employees must comply with all 
applicable anti-bribery and corruption laws. If no such anti-bribery or 
corruption laws apply, or are of a lesser standard to that prescribed in the 
UK Bribery Act 2010, suppliers, representatives and their employees must 
adhere to the UK Bribery Act 2010.


 iii.	Suppliers and representatives must have in place anti-corruption 
and bribery procedures to prevent employees or persons associated 
with its business from committing offences of bribery or corruption. 
Suppliers and representatives will properly implement these procedures 
into their business and review them regularly to ensure that they are 
operatingeffectively.


13.	Safeguarding is a priority in service delivery 
This section refers specifically to any Contractor who is invited to or sends a 
Contractor Worker to an RNIB Premises to deliver services
 i.	 All Contractors invited to attend RNIB premises or who appoint third party 


contractors to do the same, shall warrant that at all times and for the 
purposes of any Contract it is servicing, it has no reason to believe that 
any worker who is or will be employed or engaged by the supplier in the 
provision of the Service is barred from the activity in accordance with the 
provisions of the Working Together 2018 Statutory guidance and The Care 
Act 2014 which provides Statutory Guidance for safeguarding adults.  This 
places an emphasis on organisational responsibility towards people who 
work in positions of trust. 
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 ii.	 Contractors and Contractor Workers shall at all times and for the purposes 
of any Contract have in place its own Safeguarding Policy. Should there 
be no policy in place the Contractor shall agree to abide by RNIB’s 
Safeguarding Policy for Vulnerable Adults and Children (available on 
request), and report any breach of or departure from the Safeguarding 
obligation immediately to the nearest designated safeguarding lead or 
the safeguarding team case manager for RNIB.


 iii.	 It shall be a condition of any Contract that any person who is or will be 
employed or engaged by the Contractor and is attending an RNIB premises:
 a.	Shall commit to and adhere with our Contractor Workers Code of 


Conduct accessing our premises.
 b.	Shall comply with RNIB’s Social Media and Mobile Phone Policy 


(copies available on request).
 c.	 That the Contractor worker Is aware of and utilises the Contractor and/


or RNIB Safeguarding Policy in the provision of the service.
 d.	Where young people or vulnerable adults are present the Contractor 


Worker will have received regular safeguarding training in line with the 
Children’s and Adults Training Strategy. 


 iv.	The Contractor, through this Code of Conduct agrees that to the extent 
that where they are providing a service defined as a Regulated Activity 
in the Safeguarding of Vulnerable Adults by undertaken through Her 
Majesty’s Government Disclosure and Barring Service. For the duration of 
any Contract create and maintain a file (physical or electronic) wherein all 
Safeguarding concerns shall be stored having been raised by any person 
who is or will be employed or engaged by the Contractor in the provision of 
the Service, including any such Safeguarding concern where, after review by 
the Contractor, no further action is taken.


14.	Appendix A Definitions 


Contractor
A supplier of services involving on premise activity such as building or maintenance 
services.


Contractor Worker
An individual appointed by the contractor who will undertake on premise 
activities such as building or maintenance services.  Generally such activities 
would be unsupervised.


RNIB Premises
Any site owned by, leased by or occupied by RNIB employees, volunteers, 
residents or students.


Head of Procurement – RNIB
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RNIB Helpline 0303 123 9999 
helpline@rnib.org.uk


Follow us online:


	 facebook.com/rnibuk


	 twitter.com/RNIB


	 youtube.com/user/rnibuk


rnib.org.uk


RE
19


08
07


© RNIB registered charity in England and Wales (226227), Scotland (SC039316), 
Isle of Man (1226). Also operating in Northern Ireland.



tel:+443031239999
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Royal National Institute of Blind People
105 Judd St,
London
WC1H 9NE


Project reference: 20184747


15/03/2022


Hello Samantha


We’re going to fund your project!


We’re happy to tell you that we are going to fund your Partnerships London South East 
Region application for National Lottery funding. We want to give Hounslow Community 
Eye Health £455,610 over 3 years.


Please read over this before you sign and send us the things we need
Make sure you’re happy with all the information included and the terms before you sign 
by reading over:


• the information about your project
• the difference your project aims to make
• how to share the good news about your funding 
• our terms and conditions (so you know what you’re agreeing to when you sign at 


the end)


We’ve made some changes around how you return your offer letter and bank 
statement 
 
As a result of COVID-19 we want to be as flexible as we can. We know some people 
won’t have access to a scanner or printer. So to make it easier to return information to 
us: 
 


• we’re saying it’s fine to send us a photo of your signed documents instead of 
having to print, sign, and scan a copy to send back to us 


• we’ve also said it’s okay for you to tell us you accept our offer and get the 
signed documents back to us as soon as it’s possible for you to do so.  
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What happens after you’ve sent us everything we need
After we’ve got your signed agreement (with the terms and conditions attached) along 
with your bank statement copy – your funding officer will contact you. 


You’ll be able to talk through when you’d like to start your project, your funding 
payments and dates, and any next steps. Your funding officer will be happy to help you 
with any questions too.


What happens if you don’t get back to us on time
We may withdraw the funding we’ve offered your project if you don’t send us back this 
signed agreement by 12/04/2022 and you haven’t been in touch to let us know you 
aren’t able to meet this date. 


If you know you can’t get it back to us by this date, let us know as soon as you can. 


And last, but not least – well done
Congratulations again on your funding. Thank you for everything you do to support your 
community.


Best wishes, 
  


Jon Eastwood
Interim Director England  
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Read your project summary and aims before signing the agreement


Information about your project
Your whole project is going to cost £455,610. We’ve said we’ll give you £455,610 of this 
over 3 years.


The difference your project aims to make
As part of your application you told us the difference you wanted to make:


For this project, the two community based ECLOs, Rapid Response Counsellor and 
Partnership Coordinator will:


• Provide emotional and practical support, advice and guidance (including digital 
training) to 2,500 people per year (7,500 in total for the project).
• Work with 150 health and social care professionals to improve the sight loss 
pathway in Hounslow, making it clearer and easier to use by blind and partially sighted 
people and professionals in the sector.
• Increase the number of Certificates of Visual Impairment (CVI) issued – from the 
current average of 90 per year to 150 in year 1, 200 in year 2 and 250 in year 3. These 
are important in terms of a person receiving rehabilitation, mobility training, assistive 
devices and white canes from the Borough.
• Target hard to reach communities through events, talks and workshops. The 
ECLOs will deliver 20 events in year 1, 30 in year 2 and 40 in year 3.


As a result of these outputs, the outcomes for this project will be:


• Blind and partially sighted people in Hounslow are better supported and more 
knowledgeable with regards to accessing services available to them.
• Blind and partially sighted people feel more confident in knowing where and how 
to get support, advice and guidance.
• The sight loss pathway is clearer for both professionals and people with sight loss.
• Blind and partially sighted people feel more connected to others and with their 
community.
• Blind and partially sighted people have increased sense of wellbeing and social 
inclusion.


We expect you to monitor the impact your project is having on your community. We also 
want you to record your progress towards meeting your aims.


We know things can change and evolve as the project does. So your funding officer will 
talk to you about what to do if things change.


We’ve included our terms and conditions with this letter
When your senior contact signs this agreement (which is made up of this grant offer 
letter and our Terms and Conditions), your organisation is agreeing to our terms and 
conditions. If your organisation fails to meet them, and/or our reporting requirements, 
we might suspend payment of the grant and/or take legal action to recover all or part of 
the funding (which we also call your grant).


Read the terms and conditions over so you know what you’re agreeing to. And hold on to 
a copy, so you can look back on them whenever you need to.
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 This funding is also subject to the following extra terms and conditions:


Before we pay any grant funds to your organisation, you will enter into a signed project 
delivery agreement, with London Borough of Hounslow and Middlesex Association for the 
Blind, within 6 months of this grant offer. You are responsible for checking your 
partner/s are financially stable and have appropriate governance arrangements in place. 
You must ensure that your partner/s accept and comply with our Terms and Conditions 
and follow any guidelines issued by us. If they fail to do so, we may exercise our rights 
including to terminate the grant and/or require repayment.


Who should sign the agreement
The person you named as your senior contact in your application should sign the 
agreement. They must be least 18 years old and hold one of these senior positions: 


Types of organisation Senior Contact’s role in the 
organisation


Organisations incorporated under the 
Companies Act (including if your 
organisation is also a registered charity)


If you’re a company we need two 
senior contacts to sign the agreement, 
they can be:


A Director and the Company Secretary


Or


A Director and another Director


Charitable Trusts and 


Charitable Incorporated Organisations


Trustee


Local authorities and 


statutory health bodies


Chief Executive or Director


Schools Headteacher 


Town or parish councils Clerk to the Council or Office Bearer


Community councils (Scotland only) Chair


All other types of organisation Chair, Vice Chair, Treasurer or Trustee


How to share the good news about your funding  


Celebrate with your community
You should share the good news with your community and your local MP:


• Tell the world about your funding via social media


• Get in touch with your local press


• Download our logo to tell people about your National Lottery funding



https://www.tnlcommunityfund.org.uk/funding/managing-your-grant/promoting-your-project/social-media

https://www.tnlcommunityfund.org.uk/funding/managing-your-grant/promoting-your-project/your-local-press

https://www.tnlcommunityfund.org.uk/funding/managing-your-grant/promoting-your-project/download-our-logo
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• Order free plaques, stickers, bunting and more 


We encourage you to keep telling everyone about the difference your project is making 
throughout the life of your funding. 


Sharing news about your project with your community can be a great way to keep them 
involved and engaged.


We’ll share the news about your funding too
We’ll publish the good news on our website and share it with the media.


We’ve set out more information about how you can use The National Lottery Community 
Fund logo in Annex 1 below.  


Now you’ve read all the above, we need:  


The senior contact to send us a photograph or photocopy of the signed signature 
page and the first page of the agreement by email 
 
If you’re not able to send us photos or a photocopy, email us to say: 


 
• in sending this email to us, it’s the same as you returning your agreement to our 


grant terms – it’s as though you’ve signed the offer letter; and 


• you agree to send us the signed offer letter as soon as it’s possible for you to do 
so.  


This should be returned to us by 12/04/2022.


              


an emailed copy of a photograph or photocopy of a recent bank statement for the 
account that you would like the funding paid into; this is the information we need to see


Your agreement - please sign and email back to:
ella.mizon@tnlcommunityfund.org.uk


Keep a copy of your agreement and terms and conditions (for your records). You can find 
more information on what happens next on our website.



https://www.tnlcommunityfund.org.uk/funding/managing-your-grant/promoting-your-project/order-free-materials

https://www.tnlcommunityfund.org.uk/media/documents/awards-for-all/bank-statement-graphic/BLF18_055_Bank-statement-graphic-eng-30.10.19.pdf?mtime=20191031110150
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Project details


Organisation name: Royal National Institute of Blind People
Project name: Hounslow Community Eye Health
Project Reference: 20184747


Agreement
I am/we are authorised on behalf of the organisation named above to accept this offer 
of grant on the terms and conditions stated.


Senior contact (named in your application process)


First name (in full) Last name
Anna Margaret Tylor


Position in organisation


Signed Date


//S1//


              


Annex 1


Information about using The National Lottery Community Fund logo 
(“Beneficiary Logo”) 
 
Our Beneficiary Logo is made up of The National Lottery crossed fingers and the words 
“Community Fund.” The Gambling Commission owns the trademark for the crossed 
fingers part. 
 
You are hereby granted a right to use our Beneficiary Logo, for the purposes of 
promoting your National Lottery funded project. This permission is personal to your 
project and you can’t transfer any of your rights to another person or project.  
 
We might share your details with Camelot UK Lotteries Limited, and The Gambling 
Commission, in order to fulfil our obligations under our agreement with Camelot. 
We have the right to end your permission straightaway to use the Beneficiary Logo, at 
any time and for any reason. This might be in the following circumstances: 
 


• if Camelot or the Gambling Commission ends our permission to use it 
• if you don’t comply with our guidelines 
• if your grant from National Lottery funds is withdrawn, suspended or terminated. 


When this permission ends, you must stop using the Beneficiary Logo immediately.  
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If you have any questions about publicising your grant email us 
at branding@tnlcommunityfund.org.uk



mailto:branding@tnlcommunityfund.org.uk
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Standard Terms and Conditions for Partnerships London South East Region


In these terms and conditions, The National Lottery Community Fund is referred to as 
“us” or “we”, and the organisation that is awarded a grant is referred to as “you”. 
We refer to the project, event or activity described in your application, or as 
otherwise agreed with us, as “the project”.


1. By accepting this grant, you agree to: 


1.1. hold the grant on trust for us and use it only for your project;


1.2. use the grant only for costs incurred after the date of your grant offer letter 
and only during the term of the project as agreed with us;


1.3. start your project and draw down the first instalment of the grant within six 
months of signing the grant offer letter, unless otherwise agreed with us;


1.4. provide us promptly with any information and reports including relevant 
monitoring information we require about the project and its impact on your 
community, both during and after the end of the project;


1.5. work with any third party we may contract with or appoint for the benefit 
of the project and/or this funding programme;


1.6. obtain our written consent before making any significant changes to your 
project or to the status, ownership or constitution of your organisation;


1.7. let us know promptly about any significant issues or delays with your project 
or about any fraud, other impropriety, mismanagement or misuse in relation 
to the grant or any legal claim and/or investigation made or threatened 
against you, any member of your governing body, or any organisation, 
employee or volunteer working on the project;


1.8. act lawfully in carrying out your project, in accordance with best practice 
and guidance from your regulators, and follow any guidelines issued by us in 
relation to the programme or use of the grant;


1.9. advance equality of opportunities in line with the law and any guidelines 
issued by us;


1.10. if the grant is for a salary of a new post, advertise the vacancy externally 
unless otherwise agreed with us, and carry out a fair and open recruitment 
process in line with the law and any guidelines issued by us;


1.11. acknowledge National Lottery funding using our logo in accordance with the 
relevant guidelines for recognising your grant, which can be found on our 
website https://www.tnlcommunityfund.org.uk;


1.12. hold the grant in a UK based account or building society account, which is in 
the legal name of the organisation that is applying for funding from The 
National Lottery Community Fund;


1.13. adhere to our guidance at 
https://www.tnlcommunityfund.org.uk/funding/financial-governance on 
financial controls and banking arrangements, ensuring that no single 
individual has sole responsibility for any single transaction from 



https://www.tnlcommunityfund.org.uk/

https://www.tnlcommunityfund.org.uk/funding/financial-governance%20





authorisation to review and completion, and that the account is managed 
by at least two unrelated and authorised individuals in your organisation;


1.14. treat the grant as restricted funds in your annual accounts using the 
reference “the National Lottery Community Fund” and the programme name 
“Partnerships London South East Region”, and if required by us, open a 
separate designated bank or building society account for each grant from us 
for the sole purpose of receiving and administering that grant;


1.15. immediately return any part of the grant that is not used for your project or 
that has not been spent by the end of the project, as agreed with us; 


1.16. comply with our safeguarding policy for grant holders, which is available on 
our website at https://www.tnlcommunityfund.org.uk/about/customer-
service/national-lottery-community-fund-policy-for-grantholders;


1.17. have an appropriate written whistleblowing policy and procedure/s in place, 
ensure the policy and/or procedures are publicised internally and ensure 
that staff are trained on its principles and operation, review and update your 
whistleblowing policy and procedures at least every two years;


1.18. comply with all applicable data protection legislation including the General 
Data Protection Regulations 2018 (GDPR) and the Data Protection Act 2018 
and, where appropriate, you will obtain the consent of your beneficiaries to 
enable us to receive and process their Personal Data in connection with the 
project and for us to contact them;


1.19. keep accurate and comprehensive records about your project both during 
the project and for seven years afterwards and provide us on request with 
copies of those records and evidence of expenditure of the grant such as 
original paper or electronic receipts, invoices, and bank statements;


1.20. We may commission research into and/or evaluation of your funding. You 
confirm that you will co-operate with any research or evaluation related 
activities which we carry out and further confirm that we may use any part 
of your application and/or project information for research or evaluation 
purposes;


1.21. allow us and/or the Comptroller and Auditor General reasonable access to 
relevant premises and systems to inspect the project and grant records. You 
agree that it may be necessary for you to share relevant Personal Data (as 
defined in the GDPR) with us in order to fulfil your obligations under this 
clause. You will be transparent about your obligations under this clause with 
your beneficiaries (Data Subjects (as defined in the GDPR)) and ensure you 
have a lawful basis to share any relevant Personal Data with us in order to 
comply with this clause;  


1.22. us publicising and sharing information about you and your project including 
your name and images of project activities. You hereby grant us a royalty 
free licence to reproduce and publish in any format any project information 
you give us. You will let us know when you provide the information if you 
don’t have permission for it to be used for these purposes; and


1.23. if your project is being delivered in Wales, enable people to engage in both 
Welsh and English, treating both languages equally.  Welsh speakers must be 



https://www.tnlcommunityfund.org.uk/about/customer-service/national-lottery-community-fund-policy-for-grantholders

https://www.tnlcommunityfund.org.uk/about/customer-service/national-lottery-community-fund-policy-for-grantholders





able to access information and services in Welsh and all materials must be 
produced bilingually.


2. If any part of the grant is used to buy goods or services, or to buy or develop 
intellectual property, costing more than £10,000 you will:


2.1. carry out a competitive tender for the goods and/or services and comply 
with UK and EU procurement rules if applicable to you; 


2.2. use assets purchased or enhanced using the grant only for the project and 
keep them safely, in good repair and condition and adequately insured for 
the life of the project and any subsequent asset monitoring period specified 
in the relevant guidelines; 


2.3. protect any intellectual property rights purchased or developed using the 
grant and not commercially exploit these rights without our prior written 
consent; and


2.4. obtain our prior written consent for any disposal of assets purchased, 
developed or enhanced using the grant and if required, pay us a share of 
proceeds from such disposal.


3. You acknowledge that we are entitled to suspend or terminate the grant 
and/or require you to repay all or any of the grant and/or impose additional 
conditions in the following situations. You must let us know if any of these 
situations have occurred or are likely to occur. 


3.1. You use the grant in any way other than as approved by us or fail to comply 
with any of these terms and conditions, or any additional conditions set out 
in our grant offer to you.


3.2. You fail to make good progress with your project or are unlikely in our view 
to complete the project or achieve the impacts agreed with us.


3.3. You have match funding for the project withdrawn or receive or fail to 
declare any duplicate funding for the same project costs as funded by the 
grant.


3.4. You provide us with false or misleading information, either on application or 
after award of the grant, act dishonestly, or if you or anyone involved in the 
project or your organisation is under investigation by us, a regulatory body 
or the police.


3.5. You do or fail to do anything that brings us or the National Lottery into 
disrepute, or which we consider for any reason puts public funds at risk, or 
we terminate or suspend any other grant we have given you.


3.6. You enter into, or in our view are likely to enter into, administration, 
liquidation, receivership, dissolution or, in Scotland, have your 
organisation’s estate sequestrated.


3.7. You receive any grant money incorrectly either as a result of an 
administrative error or otherwise. This includes where you are paid in error 
before you have complied with your obligations under these terms and 







conditions and Offer Letter. Any sum, which falls due under this paragraph 
3.7, shall fall due immediately. If you fail to repay the due sum immediately, 
or as otherwise agreed with us, the sum will be recoverable summarily as a 
civil debt.


4. You acknowledge that: 


4.1 by accepting this grant:


4.1.1. you confirm that the information in your application has been 
authorised by the governing body of your organisation; 


4.1.2. your organisation is able to deliver the project described in your 
application; and


4.1.3. the grant is not consideration for any taxable supply for VAT purposes;


4.2. the grant is for your use only and you may not share or transfer the grant (or 
any part of it) to anyone else unless approved by us. If we agree to you 
sharing or transferring the grant, you are responsible for ensuring that your 
partners and other recipients of the grant accept and comply with these 
terms and conditions and follow any guidance issued by us. If they fail to do 
so, we may exercise our rights in clause 3, including to terminate the grant 
and require repayment. You must enter into a legally binding agreement, 
with anyone with whom you share the grant and provide us with a copy on 
request;


4.3. if any part of the grant is used to buy or build, refurbish, extend or alter 
buildings or land or to purchase or enhance vehicles or equipment you must 
comply with our additional capital grant conditions;


4.4. we will not increase the grant if you spend more than the agreed budget on 
your project and we can only guarantee the grant as long as the National 
Lottery continues to operate and we receive sufficient funds from it;


4.5. the grant comes from public funds and you will not use it in a way which does 
not comply with the UK’s international subsidy control commitments 
effective from 1 January 2021. If the grant is deemed to be unlawful subsidy, 
you will repay the entire sum immediately. If you are concerned about 
subsidy control commitments, you will seek independent legal advice;


4.6. we have no liability for any costs or consequences incurred by you or third 
parties that arise either directly or indirectly from the project, nor from non-
payment or withdrawal of the grant, save to the extent required by law; and


4.7. These terms and conditions will continue to apply for (i) one year after 
payment of the last grant instalment; or (ii) until the project has been 
completed; or (iii) for as long as grant monies remain unspent, whichever is 
the longer. Clauses 1.4, 1.11, 1.12, 1.13, 1.14, 1.15, 1.18, 1.19, 1.20, 1.21, 
1.22, 2.2, 2.3, 2.4, 4.3, 4.5, 4.6 and 4.7 shall survive termination or expiry 
of these terms and conditions.
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